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Introduction

Purpose of the Discussion Paper

0.1 The Australian insider trading laws generally prohibit any person who is aware of confidential price-sensitive information affecting the price or value of particular securities from trading in those securities, disclosing that information to any persons likely to trade or procuring another person to trade in those securities. Similar prohibitions apply to futures contracts and will apply to other financial products on enactment of the Financial Services Reform Bill.

0.2 The current Australian laws, introduced in 1991, replaced earlier legislation. The Advisory Committee is reviewing these laws in light of experience since that date and concerns about their effectiveness in some respects and possible undue constraints in other respects.

0.3 Effective and enforceable law to combat insider trading is necessary to ensure healthy financial markets in which investors can have confidence. There is a strong community view that insider trading is reprehensible and should be prosecuted. Increasing levels of share ownership and market participation in Australia have heightened this general community expectation. In some areas, the insider trading provisions may need to be strengthened.

0.4 Insider trading laws should not, however, unduly impede the legitimate operation of financial markets. Market participants should not be discouraged from conducting research and analysis, which promote the efficiency of these markets. Legitimate property rights in research should be protected. In some areas, the insider trading provisions may need to be clarified or modified to avoid undue constraints.

0.5 Insider trading laws also need to be clear and workable, so that all parties know where they stand. For instance, corporate managers, financial services providers and legal advisers should not be subject to undue uncertainty in their ability to deal in securities in conformity with the law, or advise on that law. Lack of clarity may result in reduced compliance as well as unproductive uncertainty for the market.

Scope of the Discussion Paper

0.6 This Discussion Paper reviews the insider trading laws under Chapter 7 of the Corporations Law (Securities), which were substantially amended in 1991. It does not discuss the insider trading provisions in Chapter 8 of the Corporations Law (Futures Markets), which are still based on the insider trading principles prior to the 1991 amendments. Futures contracts will be regulated in the same manner as securities after enactment of the Financial Services Reform Bill. All references in this Paper are to the Corporations Law, unless otherwise indicated.

0.7 Other Corporations Law provisions complement the insider trading rules. The continuous disclosure regime helps ensure that all market participants have an opportunity to be promptly and accurately informed about price-sensitive developments affecting the securities of listed entities. The requirement for prompt
Disclosure also reduces the opportunities for insider trading. Likewise, the requirement for directors of listed companies to notify their securities holdings in their companies also seeks to reduce the likelihood of insider trading without detection. However, this requirement may need to be strengthened considerably to make it more effective.

0.8 This Paper does not discuss some other corporate law principles that may apply to particular instances of insider trading, such as the obligation of company directors not to breach their fiduciary duties of loyalty by making improper use of corporate information.

0.9 The Paper does not discuss selective disclosures to outsiders, such as private briefings to corporate analysts, which, while they may not involve disclosure of inside information, still raise questions of fairness and equal access to corporate information. Selective disclosure is the subject of ongoing initiatives by the Australian Securities and Investments Commission (ASIC), including guidance given in the ASIC Papers *Heard it on the Grapevine* (1999) and *Better Disclosure for Investors* (2000). Key elements of ASIC’s disclosure principles are that listed companies should:

1. have written policies and procedures on information disclosure that focus on continuous disclosure compliance and improving access to corporate information for all investors

2. have a website on which information is posted as soon as it is disclosed to the market, and

3. nominate a senior officer with responsibility for ensuring compliance with continuous disclosure and overseeing and co-ordinating information disclosure to the Stock Exchange, analysts, brokers, shareholders, the media and the public.

Acknowledgment

0.10 The Advisory Committee acknowledges the assistance it derived in developing this Paper from presentations made by Michael Hoyle (Director, Macquarie Corporate Finance), Stephen Kerr (Partner, Freehill Hollingdale & Page), Joseph Longo (then National Director, Enforcement, Australian Securities and Investments Commission) and Alan Shaw (then National Manager, Supervision, Australian Stock Exchange Limited) at an Insider Trading Seminar conducted by the Centre for Corporate Law and Securities Regulation of the University of Melbourne in July 2000.

Interaction with the Financial Services Reform Bill

0.11 The Financial Services Reform Bill was released in April 2001. This Bill applies the current Chapter 7 insider trading provisions, with only limited amendments, to a broader range of financial products. The relationship between the Bill’s provisions and the current Chapter 7 provisions is summarised in Appendix 1.
0.12 The changes to the insider trading provisions under the Bill were intended to be minimal only and to leave open the possibility of further legislative amendments that might arise in consequence of this Advisory Committee review.

**International comparison**

0.13 This Paper reviews the Australian law in the context of comparable provisions and recent initiatives in the United Kingdom, Germany, South Africa, the United States, Canada, New Zealand, Singapore and Malaysia. A detailed outline of the law in each of these jurisdictions, as well as the European Union Insider Trading Directive, and a draft new EU Directive, is set out in Appendices 2-11.

0.14 This international comparison indicates that there is no single agreed model for regulating insider trading. Instead, it highlights the range of possible legislative responses to market issues and may suggest useful approaches in some areas to achieve the best insider trading laws for Australia. Harmonisation of insider trading laws, where appropriate, also has important practical implications for cross-border trading.

**Use of the term “securities”**

0.15 The insider trading provisions in all overseas jurisdictions apply to securities, with some jurisdictions extending their provisions to other financial products. Likewise, in Australia, the existing insider trading legislation covers securities and futures contracts (though by different provisions). The Financial Services Reform Bill proposes to apply the insider trading provisions to securities, futures contracts and various other financial products.

0.16 For the sake of convenience, this Paper refers throughout only to insider trading in securities. This avoids the complexities of having to differentiate between the financial products covered in each jurisdiction.

**Summary of issues**

0.17 The Advisory Committee supports the principles underlying the Australian insider trading legislation and most of its existing provisions. It should be noted that, in almost every respect, the Australian insider trading laws are stronger in their terms than comparable overseas laws. This does not mean, however, that adjustments may not be called for or that, in practice, the law is necessarily fully effective.

0.18 In this Paper, the Advisory Committee has raised 40 Issues for further consideration. The Committee has indicated its provisional views on each of these Issues, though the Committee will further consider these matters in light of submissions on this Paper. Respondents are also invited to raise any other issues they consider relevant to insider trading.

0.19 The Committee’s views on the Issues in this Paper may be grouped into:

- matters that should not be changed
- matters that may require legislative change
other possible changes for consideration.

**Matters that should not be changed**

*Rationale underlying the legislation*

0.20 The Advisory Committee supports the market fairness and market efficiency principles that underlie the existing Australian insider trading laws. The fiduciary duty and misappropriation rationales that underlie insider trading laws in some other jurisdictions are too narrow.\(^1\)

*Who are insiders*

0.21 Insiders should continue to include all persons, not just natural persons.\(^2\) In consequence, the Chinese Walls defence should remain.\(^3\)

0.22 The Australian “information connection” only approach, which defines insiders as anyone who has confidential price-sensitive information, should be retained, without any additional “person connection” element (as in overseas jurisdictions), which, for the most part, would require some direct or indirect connection between informed persons and the owner or source of the information, such as the entity whose securities are traded.\(^4\)

*Information covered*

0.23 There should be no requirement that inside information be specific or precise.\(^5\)

0.24 The insider trading and continuous disclosure laws complement each other. The insider trading provisions should continue to cover matters that are exempt under the continuous disclosure requirements.\(^6\)

0.25 There should be no statutory exemption to permit persons to trade before publishing their own price-sensitive reports or recommendations.\(^7\)

*Transactions covered*

0.26 Options and warrants over equity indices should continue to be covered by the insider trading prohibition.\(^8\)

*Subjective elements*

0.27 The legislation should not be amended to require the prosecution to show that a person holding inside information used that information when trading, or to provide a defence that the defendant did not use that information when trading.\(^9\)

\(^1\) paras 1.34-1.35.
\(^2\) paras 1.54-1.56.
\(^3\) paras 2.193-2.194.
\(^4\) paras 1.73-1.74.
\(^5\) paras 2.60-2.61.
\(^6\) paras 2.66-2.67.
\(^7\) paras 2.81-2.84.
\(^8\) para 2.87.
0.28 The legislation should not be amended to introduce a defence that an insider traded contrary to inside information.10

Exemptions

0.29 The current exemption that permits companies to communicate inside information solely for the purpose of procuring a person to enter into an underwriting or sub-underwriting agreement should remain.11

Takeovers

0.30 There should be no change to the existing prohibition on a “white knight” purchasing shares from existing shareholders either when aware of a confidential impending price-sensitive hostile bid or when in possession of any other inside information.12

Matters that may require legislative change

Information covered

0.31 The definition of inside information should continue to apply to information regardless of its source, but should be amended to exclude information that relates only to securities generally or to issuers of securities generally.13

0.32 The test of generally available information should give priority to the publishable information limb of that test over the readily observable matter limb. The circumstances where a reasonable dissemination period is required under the publishable information limb should be extended.14

Transactions covered

0.33 The legislation should introduce a rule similar to SEC Rule 10b5-1, which permits persons to structure securities trading plans, to be implemented in the future, provided that those persons are not aware of inside information at the time of settling these plans and have no discretion over those plans if they later become aware of inside information. This Rule would be relevant to:

- companies issuing or purchasing their own securities15
- employee share plans or dividend re-investment plans16
- persons who conduct research and analysis.17

9 paras 2.150-2.151.
10 paras 2.157-2.158.
11 para 2.163.
12 paras 2.223, 2.225.
13 paras 1.46-1.47.
14 paras 2.25-2.40.
16 para 2.152.
17 paras 2.74-2.75.
0.34 The legislation should permit option holders who only become aware of relevant inside information after they have lawfully entered into an option contract (informed persons) to exercise their option rights to purchase or sell securities, provided that the contract stipulates a fixed exercise price.\(^{18}\)

0.35 Uninformed counterparties to informed persons under option contracts should be entitled to require those persons to honour their contractual obligations to purchase or sell securities.\(^{19}\)

Intermediaries

0.36 The legislation should make clear that, where a person trades through an intermediary, the relevant transaction for the purpose of the insider trading provisions occurs when the exchange trader on the opposite side of the contract accepts the offer.\(^{20}\)

0.37 The legislation should prohibit a broker to whom a client has given inside information from transacting in affected securities on behalf of that client.\(^{21}\)

Internal controls over insiders

0.38 The current legislative Chinese Walls defence to trading should also apply to procuring.\(^{22}\)

Equal information defence

0.39 The legislation should provide an equal information defence in civil proceedings similar to the defence that applies in criminal proceedings.\(^{23}\)

Director notification of securities holdings

0.40 The current provision requiring directors of listed companies to notify the exchange of any changes to their holdings of securities in the company or any related company should be amplified to overcome its limitations. There should be no minimum material change threshold for notification.\(^{24}\)

Other possible changes for consideration

Liabilities of insiders

0.41 The legislation could:

- prohibit insiders from disclosing inside information without a lawful reason, even where the purpose or result of the disclosure is that the recipient does not trade

\(^{18}\) paras 2.123-2.126.  
\(^{19}\) paras 2.131-2.132.  
\(^{20}\) paras 2.180-2.182.  
\(^{21}\) paras 2.188-2.189.  
\(^{22}\) para 2.195.  
\(^{23}\) para 3.23.  
\(^{24}\) paras 4.6-4.12.
require a person lawfully disclosing inside information to inform the recipient that the information is inside information

impose liability on insiders for procuring if, on the basis of inside information, they “discourage or stop” another person from dealing in affected securities.\(^{25}\)

**Information covered**

0.42 The readily observable matter limb of the generally available information test could be clarified, though this may not be essential, given the proposal to give priority to the publishable information limb of that test.\(^{26}\)

**Transactions covered**

0.43 The category of financial products subject to the insider trading provisions could exclude derivatives over commodities.\(^{27}\)

0.44 The insider trading legislation could be confined to securities and other financial products that satisfy any of the following tests, namely they are traded or capable of being traded on a financial market, they give an indirect interest in a tradeable financial product or they involve a financial services provider.\(^{28}\)

**Subjective elements**

0.45 The legislation could introduce a rebuttable presumption that directors and other managers are aware of any confidential price-sensitive information derived from within their companies and/or a rebuttable presumption that they are aware that this information is inside information.\(^{29}\)

**Exemptions**

0.46 Underwriters may be adequately protected without the current subscription exemption, which could therefore be repealed. The on-selling exemption for underwriters may not be justifiable and, if so, could be repealed.\(^{30}\)

0.47 The current exemption for liquidators, personal representatives of deceased persons and trustees in bankruptcy may not be justifiable and, if so, could be repealed. Alternatively, if the exemption is justifiable, it could be extended to other external administrators.\(^{31}\)

**Internal controls over insiders**

\(^{25}\) paras 1.106-1.107.
\(^{26}\) paras 2.41-2.50.
\(^{27}\) paras 2.88-2.92.
\(^{28}\) paras 2.96-2.98.
\(^{29}\) paras 2.139-2.141.
\(^{30}\) paras 2.164-2.166.
\(^{31}\) paras 2.170-2.171.
0.48 Persons who are in a position to control or supervise the activities of other persons could be made civilly liable for insider trading by those other persons if the controlling or supervising persons knew or recklessly disregarded the likelihood of insider trading and failed to take appropriate preventative steps.\textsuperscript{32}

\textit{Takeovers}

0.49 Any exemption for pre-bid buying by a consortium contemplating a takeover bid might only apply to any purchases made on behalf of that consortium. Individual consortium members should not otherwise have an exemption.\textsuperscript{33}

0.50 Target company directors could have a defence to the disclosing and procuring offences if they show that they communicated any inside information merely for the purpose of encouraging a person to be a white knight and took all reasonable steps to ensure that the white knight did not transact in issued target company shares before that information became generally available.\textsuperscript{34}

\textit{Regulator’s remedies}

0.51 The civil penalty provisions could provide for recovery of a multiple of the profit gained or loss avoided in insider trading. ASIC could be given the power to disburse money received under the civil penalty regime to eligible claimants, using a contemporaneous trading test. ASIC could also be given the power to impose administrative penalties.\textsuperscript{35}

\textit{Liability of procured persons}

0.52 The legislation could exempt from civil liability for the profit made or loss avoided any uninformed persons who were procured by an insider to trade, provided that the insider did not receive any direct or indirect benefit from the transaction.\textsuperscript{36}

\textit{Compensation rights}

0.53 The legislation could define eligible claimants as all “contemporaneous” traders, not just counterparties to insiders. Alternatively, these compensation rights could be repealed.\textsuperscript{37}

0.54 The legislation could limit the compensation rights for companies whose securities are traded to any actual losses suffered. Alternatively, the existing compensation rights for these companies could remain, but with the court having a discretion over the distribution of funds recovered for these companies.\textsuperscript{38}

\textit{Speculative trading by insiders}

\textsuperscript{32} paras 2.206-2.208.
\textsuperscript{33} para 2.211.
\textsuperscript{34} para 2.219.
\textsuperscript{35} paras 3.11-3.12.
\textsuperscript{36} paras 3.15-3.17.
\textsuperscript{37} paras 3.36-3.43.
\textsuperscript{38} paras 3.50-3.52.
0.55 Directors and other corporate decision makers could be prohibited from short selling their company’s securities or transacting in various options over those securities.\textsuperscript{39}

*Prohibition on short swing profits*

0.56 Directors and executive officers could be required to disgorge any profits received from buying and subsequently selling their company’s securities within a six month period.\textsuperscript{40}

\textsuperscript{39} para 4.19.

\textsuperscript{40} paras 4.27-4.30.
Chapter 1
Rationale and overview of insider trading regulation

This Chapter examines fundamental concepts underlying the prohibition on insider trading, including the purpose of insider trading laws, what constitutes inside information, who should be subject to regulation and for what behaviour. The Advisory Committee considers that insider trading laws are essential to promote market fairness and market efficiency and that the fundamental principles of the Australian legislation are sound and should be retained.

Incidence of insider trading

1.1 There is an inherent risk of some level of insider trading in any financial market. Various overseas studies have confirmed likely insider trading on securities markets. They indicate that directors, senior officers and other persons connected with a cross-sample of listed companies tended to trade in an advantageous manner in their company’s securities (that is, they purchased shares or options before an abnormal market price rise, or sold these securities before an abnormal market price fall) more frequently than can reasonably be explained by chance.41 Takeovers appear to provide a particular opportunity for advantageous pre-bid trading.42

1.2 Australian research gives some support to these findings, including in the context of takeovers,43 and also indicates that some persons would be willing to engage in insider trading if given the opportunity.44

42 Arnold, Erwin, Nail and Bos, “Speculation or insider trading: Informed trading in options markets preceding tender offers”, University of Alabama at Birmingham Working Paper (2000) state that corporate insiders (that is, directors and senior officers) trade prior to takeover announcements in the USA and use the options market (where it is available), as well as the equity (underlying) market. They hide their activities among those of other informed traders to avoid attracting the attention of market participants and observers. Likewise, Jabbour, Jalilvand and Switzer, “Pre-bid price run-ups and insider trading activity: Evidence from Canadian acquisitions”, International Review of Financial Analysis (2000) argue that abnormal stock price rises at an early stage before a takeover bid’s announcement are due to trading by corporate insiders in Canada.
43 P Brown and M Foo in “Insider Trading in Australia: Evidence from Directors’ Trades”, University of Western Australia Working Paper 1998-93 report that information collated from directors’ disclosures of changes in their interests in their own companies (under s 205G) suggests a tendency for Australian directors’ sales (but not purchases) to be profitable. In particular, directors’ sales tend to occur after abnormal price rises and are followed by abnormal price declines.
44 ID Watson and A Young in “A Preliminary Examination of Insider Trading around Takeover Announcements in Australia”, University of Western Australia Working Paper 1999-113 report that, relative to other times, directors of ASX-listed target companies buy more often and in larger parcels before the announcement of a takeover bid and are sellers after the announcement.
1.3 The likely existence of some insider trading emphasises the importance of strong and clear insider trading laws. Treating insider trading as a criminal offence, with the possibility of suspected persons being subject to investigation and criminal proceedings, may act as a strong deterrent to some persons, although it is unrealistic to expect full compliance with any law.

1.4 The clear trend is towards a more comprehensive ban on insider trading on financial markets worldwide. Over 80% of countries with stock markets, including all OECD countries, have insider trading laws. All countries reviewed in this Paper, other than New Zealand, treat insider trading as a criminal offence. Also, many jurisdictions have moved within the last decade to introduce, or significantly strengthen, their insider trading laws.

Outline of the Australian law

1.5 The current insider trading provisions for securities form an element of Part 7.11 of the Corporations Law, which regulates conduct in relation to securities. This Part distinguishes between general prohibited conduct (Part 7.11 Div 2) and insider trading (Part 7.11 Div 2A). In essence, general prohibited conduct deals with any false, fictitious, misleading, deceptive or fraudulent conduct, including market manipulation, market rigging or dissemination of false or misleading statements in relation to securities. By contrast, insider trading deals with a person trading on the basis of undisclosed price-sensitive information regarding a company’s securities.

1.6 For insider trading to occur:

- a person must be aware of information
- that information must not be generally available
- a reasonable person would expect that information, if it had been generally available, to materially affect the price or value of securities of a particular entity, and
- the person must know, or ought reasonably to know, that the information was not generally available and was material.

1.7 Where these elements apply, the person in possession of the information (the insider) must not trade in these securities, procure any other person to trade in the

Increased buying activity occurs several weeks before the announcement and then again in the last week prior to the announcement.

Just over half the respondents to a 1995 survey of senior corporate officers conducted by M Freeman and M Adams expressed a willingness to buy before a company’s favourable announcement. Also, some 44% were more likely to buy a target company’s shares before a takeover announcement. Just under half of those respondents said that they would trade to be rewarded for entrepreneurial skill and two thirds of that group said that they may do so even if it meant trading on inside information: M Freeman and M Adams, “Australian Insiders: Views on Insider Trading” (1999) 10 Australian Journal of Corporate Law 148.

The authors concluded that either the majority of senior insiders surveyed would commit insider trading if given the opportunity (given their belief that the prohibition was inadequate) or the respondents did not regard what they were doing as insider trading.
Chapter 1: Rationale and overview of insider trading regulation

securities or communicate the information to anyone else who the insider knows, or ought reasonably to know, may so trade (or procure some other person to trade), unless there is an applicable exemption. However, there is no prohibition on an insider using inside information to decide not to trade,\footnote{An example would be a person cancelling a previously given order to sell certain securities once aware of subsequently learned positive inside information.} or passing on the information to third parties to discourage them from trading.\footnote{An example would be a person disclosing positive [negative] inside information to a recipient to discourage the recipient from selling [buying] particular securities.}

1.8 Without some statutory qualifications, many legitimate commercial activities would be affected. The legislation therefore contains exemptions for persons who, pursuant to a legal requirement, communicate inside information or trade while in possession of inside information.\footnote{ss 1002K, 1002L.} Likewise, directors may obtain share qualifications, trustees of employee pension or superannuation funds may acquire shares, personal representatives of deceased persons, liquidators and trustees in bankruptcy may enter into securities transactions, and securities may be sold under a mortgage or charge, without these transactions breaching the insider trading provisions.\footnote{Corporations Regulations reg 7.11.01.} There are other statutory exceptions, including for withdrawals from registered managed investment schemes.\footnote{s 1002H. Securities, for the purpose of the insider trading provisions, include interests in managed investment schemes: s 1002A(1) definition of “securities”.} Some of these statutory exceptions, and the various statutory defences to insider trading, are further discussed in this Paper.

1.9 The insider trading provisions only apply where one party has confidential price-sensitive information not available to the counterparty. There is no insider trading where both parties are equally informed, although in some instances there may be other unlawful conduct. For instance, there is overseas evidence that some senior executives, before the date at which the exercise price of executive options is to be fixed, manipulate the release of price-sensitive information before that date to obtain an abnormally low exercise price.\footnote{Chauvin and Shenoy, “Stock price decreases prior to executive stock option grants”, Journal of Corporate Finance, 2001. Using data on 783 stock-option grants to chief executive officers in the USA, the authors found a statistically significant abnormal decline in stock prices during the 10 day period immediately preceding the grant date.} This is not insider trading, as both parties to the option contract (the executive and the company) would be aware of any confidential price-sensitive information that was withheld to affect the exercise price. This common knowledge would attract the equal information defence. However, the executive may be liable for breach of fiduciary duty to the company and, possibly, if this occurred in Australia, also for breach of the continuous disclosure requirements.

1.10 The insider trading laws do not cover every instance of unequal information between contracting parties. Insider trading only applies to transactions in securities (or other financial products). Persons are not prohibited from using confidential price-sensitive information for other purposes. For instance, a person can lawfully acquire or sell real property, even where that person, but not the counterparty, has confidential price-sensitive information affecting the value of that property. Private contract law regulates these arrangements.
Rationales for prohibiting insider trading

The issue

1.11 Identifying the reasons for prohibiting insider trading is fundamental to the appropriate development and application of insider trading laws. Is the jurisprudential basis for the current Australian legislation satisfactory?

Current rationales

1.12 Various rationales for these laws have been put forward from time to time, including:

- **fiduciary duty**
- **misappropriation**
- **market fairness**
- **market efficiency**.

1.13 The *fiduciary duty* and *misappropriation* rationales, developed primarily in US corporate law, focus on misuse of information by persons having some fiduciary or similar relationship with a company whose securities are traded or the owner of the inside information (if the company is not the owner). By contrast, the *market fairness* and *market efficiency* rationales focus on the market impact of using inside information.

*Fiduciary duty*

1.14 A person who owes fiduciary duties to a company should not make a personal profit or avoid a loss by using the company’s confidential price-sensitive information to trade in its securities. This trading may breach various fiduciary duties, including the duty of confidentiality, the duty not to use corporate information for personal gain and the duty to avoid conflicts of interest. This trading may also adversely affect the commercial standing or reputation of the company, including the value of its securities.

1.15 The scope of this fiduciary duty rationale is limited. For instance, corporate directors, officers and employees owe duties to their company, but not usually to counterparties in a public market.\(^{51}\) In consequence, the fiduciary duty concept would not prohibit an officer of a prospective bidder company, or an employee of a third party connected with the bidder company, from trading on-market in the shares of a target company prior to disclosure of the takeover bid.\(^{52}\) Also, any company whose

---

\(^{51}\) Under US corporate law, directors etc owe fiduciary duties to counterparties who are already shareholders of the company. In Australia, directors do not normally owe fiduciary duties to individual shareholders. However, a fiduciary duty may arise in some face-to-face transactions between a director and a shareholder: *Brunninghausen v Glavanics* (1999) 32 ACSR 294.

\(^{52}\) In *Chiarella v United States* 445 US 222 (1980), an employee of a printer gained access to confidential information that indicated the identity of various target companies for which the printer was printing takeover documents. The employee then traded in the target companies’
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securities are traded by an insider could waive the fiduciary duty, thereby permitting the insider to trade with an uninformed counterparty free of any fiduciary duty constraints.

Misappropriation

1.16 Misappropriation of information involves a person (the user) trading while in possession of confidential price-sensitive information that belongs to some other entity to which the user owes a fiduciary duty (the owner). This misuse of proprietary rights over information may also detrimentally affect the commercial reputation of the owner of the information and the value of its securities.

1.17 The misappropriation rationale, as developed by US courts, encompasses and extends the earlier fiduciary duty rationale, as the owner of the information may not necessarily be the entity whose securities are traded. Indeed, in some instances, the inside information may be deliberately withheld from that entity. For instance, a prospective bidder company would be the owner of any confidential information that it intends to conduct a takeover bid for a target company. The misappropriation rationale would therefore extend to an officer of a prospective bidder company who traded in target company shares.

1.18 The misappropriation rationale has several limitations. For instance, it will be violated only if the user breaches a fiduciary duty to the owner of the information (or possibly has stolen the information from the owner). The courts may resort to artificial reasoning in some circumstances to establish this fiduciary relationship between the user and the owner of the information. For instance, in one US case, a psychiatrist traded on the basis of information learned from a patient. In applying the misappropriation rationale, the Court relied in large measure on the Hippocratic Oath to establish a duty by the psychiatrist not to use inside information obtained from the patient. The reasoning in this case seems strained.

shares before the takeover bids were announced. The Supreme Court held that the employee only owed fiduciary duties to his employer (the printing company). Accordingly, the employee escaped insider trading liability under the fiduciary duty rationale when trading in the target company shares.

In United States v O’Hagan 117 S Ct 2199, 521 US 642 (1997), a partner in a law firm that was advising a prospective bidder purchased options over shares in the intended target company. The Court ruled that the partner, through his firm, had a duty not to misappropriate confidential price-sensitive information that belonged to the bidder. Under this theory, “a fiduciary’s undisclosed, self-serving use of the principal’s information to purchase or sell securities in breach of a duty of loyalty and confidentiality, defrauds the principal of the exclusive use of that information” (2199 at 2207).


W Wang in “Stock Market Insider Trading: Victims, Violators and Remedies” 45 Villanova Law Review (2000) 27 at 52 gives the example of a bartender (Mr Server) who, while serving behind the counter, overhears confidential price-sensitive information in a conversation between customers. Mr Server trades in reliance on that information:

“Has Mr Server breached a duty to the customers? A lawyer owes a duty to a client not to trade on confidential information from the client. What about a bartender and a customer? Probably, the bartender has no duty to a customer, but this is not certain.

Has Mr Server breached a duty to his employer? That depends on the policy of the bar. If the bar prohibits insider trading by its employees based on information obtained during
1.19 Also, there will be no breach if the user discloses his or her trading intentions to the owner prior to trading (under the US provision) or if the owner approves that use. In any of these instances, the user could trade with an uninformed counterparty free of any constraints. The misappropriation rationale focuses on protecting the rights of owners of confidential information, not participants in the market.

**Market fairness**

1.20 All market participants bear trading and other risks in their market dealings. These risks include that other participants have better skills to analyse the market, have access to better market research or respond more quickly to information as it comes into the public domain. Market participants with superior skill, time or commitment will therefore inevitably have a trading advantage.

1.21 Market fairness does not require the elimination of these risks or advantages. Likewise, market participants should not be discouraged from conducting research and analysis, which promote the efficiency of these markets. Indeed, skill, acumen and diligence should be encouraged. However, insider trading deals with situations where market participants who hold confidential price-sensitive information can take the premium from trading without the same risks that are run by other market participants, who cannot gain access to that information by ordinary research, skill or analysis.

**Market efficiency**

1.22 Insider trading may damage financial markets in various ways. Insiders may delay disclosure of price-sensitive information to give themselves time to trade. Insider trading may also reduce the incentive for local and foreign investors to participate in any market that gives a special trading advantage to holders of confidential price-sensitive information. Reduced market participation may have adverse effects on the overall liquidity of financial markets and the fundraising functions of those markets. Also, any move towards permitting insider trading may encourage persons to trade on false assumptions that key market participants have inside information, rather than relying on proper financial fundamentals. This could create opportunities for exploitation.

1.23 The proposition that insider trading may undermine investor confidence and therefore market efficiency has been subject to some empirical research. An international study has found that the cost of equity in a country is reduced by about

---

55 In *United States v O’Hagan*, supra, the Court stated: “The deception essential to the misappropriation theory involves feigning fidelity to the source of the information. If the fiduciary discloses to the source that he plans to trade on the non-public information, there is no deceptive device and thus no s 10(b) violation” (at 2209).

56 For instance, a corporate insider could buy company shares, while aware that this could send false signals to the market that there is as yet unreleased positive price-sensitive information. That insider could subsequently sell the shares at a profit following a market reaction to that signal.
5% if insider trading laws are enforced. These results also suggest that countries that enforce insider trading laws have more liquidity in their stock markets.57

**Australian law**

1.24 The 1989 Parliamentary Committee Report on insider trading (the Griffiths Report)58 referred to the importance of having a clear policy basis for the regulation of insider trading. The Report rejected the notion that the scope of the insider trading laws should be limited to some concept of fiduciary duty or a theory of misappropriation. Instead, the Report stated that the basis of the Australian prohibition on insider trading is investor confidence in the operation of the market, that is, a combination of *market fairness* and *market efficiency*.59 This was summarised in the Explanatory Memorandum to the 1991 amendments.

“Some commentators have suggested that regulation of insider trading is not necessary, as insider trading enhances the efficiency of the securities market through the faster dissemination of information. The Government’s policy view is, however, that it is necessary to control insider trading to protect investors and make it attractive for them to provide funds to the issuers of securities, for the greater and more efficient development of Australia’s resources. The effects of insider trading on investor confidence are regarded as outweighing any efficiencies arising from the faster dissemination of information which some commentators allege would accrue if insider trading were decriminalised.”60

**Overseas law**

1.25 All four rationales for regulating insider trading have been put forward in overseas jurisdictions.

**United States**

1.26 US courts and commentators have not reached a consensus on the rationale for prohibiting insider trading. Originally, the *fiduciary duty* rationale was predominant. The courts, and the Securities and Exchange Commission (SEC), have also developed the *misappropriation* rationale, based on the improper acquisition and use of inside information by persons in breach of their duty not to use that information contrary to another person’s proprietary rights in that information.61

---

59 id, paras 3.3.4-3.3.6. See also *Fair Shares for All: Government Response*, para 29, which endorsed those views.
60 Explanatory Memorandum para 307.
1.27 Some US courts have recognised a market fairness or market efficiency approach (albeit in the context of misappropriation), arguing that:

“… although informational disparity is inevitable in the securities markets, investors likely would hesitate to venture their capital in a market where trading based on misappropriated non-public information is unchecked by law. An investor’s informational disadvantage vis-à-vis a misappropriator with material, non-public information stems from contrivance, not luck; it is a disadvantage that cannot be overcome with research or skill”.

1.28 The US Securities and Exchange Commission has pointed to the adverse effect on market fairness and market efficiency if disclosures of confidential price-sensitive information to a limited number of persons (selective disclosure) and insider trading were permitted:

“In both cases, a privileged few gain an informational edge - and the ability to use that edge to profit - from their superior access to corporate insiders, rather than from their skill, acumen, or diligence. Selective disclosure has an adverse impact on market integrity that is similar to the adverse impact from illegal insider trading: investors lose confidence in the fairness of the markets when they know that other participants may exploit ‘unrodable informational advantages’ derived not from hard work or insights, but from their access to corporate insiders. The economic effects of the two practices are essentially the same.”

1.29 The market fairness and market efficiency rationales are reflected in the Preamble to the European Union 1989 Council Directive on Insider Trading, which notes that:

“... the smooth operation of [the securities market] depends to a large extent on the confidence it inspires in investors;

... the factors on which such confidence depends include the assurance afforded to investors that they are placed on an equal footing and that they will be protected against the improper use of inside information;

... by benefiting certain investors as compared with others, insider dealing is likely to undermine that confidence and may therefore prejudice the smooth operation of the market”.

1.30 Likewise, the UK Financial Services Authority argues that, if certain market participants have access to confidential price-sensitive information before it becomes generally available and they can trade on it to their own advantage, confidence in the
integrity of the market will diminish. On the other hand, confidence in the fairness of the market enhances its liquidity and efficiency.64

1.31 The German Federal Ministry of Finance argues that:

“the exploitation of insider information means that trading is no longer even-handed, so that market participants may lose faith in the fairness of the market. There may be a risk of the trading volume declining, liquidity falling and the market losing its most important function, which is to balance supply and demand”.65

South-East Asia

1.32 The Monetary Authority of Singapore considers that insider trading erodes the confidence of investors and is antithetical to market fairness and market efficiency.66 Likewise, the promotion of an honest securities market and investor confidence in that market is the objective of the Malaysian legislation.67

New Zealand

1.33 The New Zealand legislation is based on a modified version of the fiduciary duty rationale, namely breach of confidence:

“Statutory causes of action should be established to enable companies and persons who deal with insiders to obtain, by means of civil proceedings, redress for the mis-use of information that is held in confidence”.68

Advisory Committee view

1.34 The market fairness and market efficiency rationales for prohibiting insider trading focus on the broader market implications of insider trading and its potential economic repercussions. Australian commerce, and the community generally, benefit from deep and liquid financial markets. The existence or perception of insider trading could discourage some domestic or foreign investors from participating in these markets.

---

64 UK Financial Services Authority Consultation Paper 59, *Market Abuse: A Draft Code of Market Conduct* (July 2000) para 1.6. The Paper elsewhere points out that: “confidence in markets will be undermined if users believe that they have been unreasonably disadvantaged (whether directly or indirectly) by others in the market having improperly used relevant information which is not generally available … That reduction in confidence will impair market efficiency, and market participants will in general be disadvantaged” (para 2.8).


67 *Public Prosecutor v Chua Seng Huat* [1999] 3 MLJ 305.


---
1.35 By contrast, the *fiduciary duty* and *misappropriation* rationales for regulating insider trading are too limited. They require that the insider owe some fiduciary or similar duty either to the company whose securities are traded or to the owner of the inside information. This provides opportunities for avoidance through private permissive agreements between insiders and these companies or owners. These rationales also generally ignore the impact of insider trading on financial markets and their participants. Also, there is a strong view that insider trading should remain a criminal offence. It should not be decriminalised or be left to the discretion of particular companies to control (as would be possible under the fiduciary duty or misappropriation rationales).69

**Issue 1.** Are the current market fairness and market efficiency rationales for the Australian insider trading legislation appropriate?

**What is inside information**

**The issue**

1.36 Should insider trading laws cover only non-public price-sensitive information derived from within the entity whose securities are traded (the narrow approach) or any non-public price-sensitive information affecting particular securities that is not available to the market, regardless of its source (the broad approach)?

1.37 Also, should the definition of inside information be confined to information that relates to a company or its securities, while excluding information that relates only to securities generally or to issuers of securities generally?

**Australian law**

1.38 The Griffiths Report made only one reference to the issue of whether the definition should adopt the narrow or broad approach, which could be taken as some support for adopting the narrow approach. It said:

> “The offence of insider trading must have its genesis in the use of information derived from within a company.”70

However, the relevant recommendation in the Griffiths Report made no mention of this matter.

1.39 The Corporations Law adopts the broad approach. Inside information is defined as any information:

> “that is not generally available but, if the information were generally available, a reasonable person would expect it to have a material effect on the price or value of securities of a body corporate”.71

---

69 M Freeman and M Adams, “Australian Insiders: Views on Insider Trading” (1999) 10 *Australian Journal of Corporate Law* 148 at 156. According to the authors, over 80% of the respondents to their survey disagreed with the proposition that insider trading should be decriminalised or left to the discretion of individual firms to control.

70 *Fair Shares for All*, para 4.3.5.
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All information coming within this definition is covered, whether generated within the entity whose securities are traded (internally generated) or by some external source (externally generated).\textsuperscript{72}

1.40 Examples of externally generated price-sensitive information would be advisers trading in advance of conveying their trading recommendations to clients (scalping),\textsuperscript{73} transacting on their own behalf before implementing their clients’ instructions (frontrunning)\textsuperscript{74} or transacting with knowledge of a client’s trading strategy and in advance of receiving specific instructions based on that strategy (piggy backing).\textsuperscript{75} All these situations would be caught.\textsuperscript{76}

1.41 The broad approach may also cover confidential price-sensitive information generated by one entity that also affects the price or value of securities of another entity. This issue arose (but was not decided) in \textit{R v Evans and Doyle (1999)}.\textsuperscript{77} In this case, company A held confidential price-sensitive information about a mineral find on its tenement. That information indicated that the mineral find also extended into the adjoining tenement held by company B, and was therefore also material to the price of the securities of company B. Company B was not aware of that information. The directors of company A sought to acquire shares in company B. The Court did not rule on whether the directors of company A held inside information that prohibited them from trading in company B’s shares (given that the case was decided on other grounds).

\textbf{Overseas law}

1.42 All overseas jurisdictions examined in this Paper adopt the broad approach to defining what is inside information, with no requirement for the company whose securities are traded to have generated the information.

1.43 Under the UK legislation, for instance, inside information means:

\textsuperscript{71} s 1002G(1)(a).
\textsuperscript{72} This follows from the broad concept of inside information in s 1002G(1), supported by the equally broad definition of “information” in s 1002A(1), the test of material effect on price or value of securities in s 1002C and the lack of any requirement in the Australian provisions that the insider be directly or indirectly connected with the company whose securities are traded (see para 1.62).
\textsuperscript{73} The price-sensitive information would be the recommendation to the client, provided it satisfied the terms of s 1002G(1)(a), namely that it “is not generally available” but if it were generally available “a reasonable person would expect it to have a material effect on the price or value of securities” of the relevant company.
\textsuperscript{74} The price-sensitive information would be the client’s instructions, provided those instructions satisfied the terms of s 1002G(1)(a).
\textsuperscript{75} The price-sensitive information would be the client’s trading strategy, provided it satisfied the terms of s 1002G(1)(a).
\textsuperscript{76} “Information” is defined to include matters relating to the intentions or likely intentions of a person: s 1002A. Section 1002P provides that a natural person does not contravene the insider trading provisions “merely because the person is aware that he or she proposes to enter into, or has previously entered into, one or more transactions or agreements in relation to securities” of a body corporate. This exception would not apply to scalping, frontrunning or piggy backing, given that the price-sensitive information is not the adviser’s own intentions or activities, but the recommendation itself (scalping), the client’s instructions (frontrunning) and the client’s trading strategy (piggy backing).
\textsuperscript{77} Supreme Court of Victoria, 15 November 1999.
“information which relates to particular securities or to a particular issuer of securities or to particular issuers of securities and not to securities generally or to issuers of securities generally”.78

1.44 The German legislation has been applied to frontrunning and scalping.

1.45 The ambit of the insider trading laws in each jurisdiction is limited in that they only apply to those persons holding inside information who are also primary or secondary insiders (see paras 1.64-1.72) and accordingly, by definition, are for the most part in a position to receive information sourced from within a company.

Advisory Committee view

1.46 The Advisory Committee supports the broad approach. To adopt the narrow approach could unduly restrict the ambit of the insider trading provisions by, for instance, excluding information about a raider’s intentions to bid for the securities of a target company. Market participants are entitled to expect that any person with whom they transact does not have an unerodable advantage through access to price-sensitive information, from whatever source generated, that is not available to the market generally or to market participants who research generally available information.

1.47 The broad definition could nevertheless be amended to make it clear that it covers only non-public information that relates to a company or its securities, rather than information that has only a general market application. Information about general economic or other developments may have an impact on the price of a particular company’s securities as well as on the market more generally. There is a question whether insider trading legislation should cover such information. The UK legislation clarifies this issue by excluding from the definition of inside information any information that relates “to securities generally or to issuers of securities generally”. This qualification could be added to the Australian legislation.

Issue 2. Is the current Australian broad approach to the definition of inside information appropriate? Should the legislation exclude information that relates only to securities generally or to issuers of securities generally?

Who are insiders

Entities other than natural persons

The issue

1.48 Should the insider trading provisions apply only to natural persons?

---

78 UK Criminal Justice Act 1993 s 56(1)(a).
Australian law

1.49 The insider trading legislation applies to all “persons”, whether natural persons or any other entity (including corporations and partnerships). There are Chinese Walls provisions to permit entities to trade, even where some persons in the organization have confidential price-sensitive information.

Overseas law

1.50 The UK and South African laws only apply to natural persons (“individuals”). However, these persons are liable whether they act on their own behalf or on behalf of some other natural person or entity. Thus, insiders cannot avoid the prohibition merely by using a corporate or other entity to trade.

1.51 Other jurisdictions do not restrict the insider trading laws to natural persons.

1.52 Various reasons have been put forward for confining the insider trading law to natural persons. One UK commentator observed that:

“Corporate bodies were excluded [under the UK legislation] not because it was thought undesirable to make them criminally liable but because of the difficulties it was thought would be faced by merchant banks when one department of the bank had unpublished price-sensitive information about the securities of a client company and other departments had successfully been kept in ignorance of that information by a ‘Chinese Wall’ or otherwise. One of those other departments might deal in the shares, in which event the bank as a single corporate body would arguably have committed an offence had the act applied to corporate bodies.”

1.53 A South African insider trading law reform report stated that:

“In view of the lack of development in our law of the jurisprudence concerning the efficacy of the Chinese Wall, the Task Group decided that both the criminal offence of insider trading and the civil remedy set out in the proposed legislation should be limited to conduct by an individual.”

Advisory Committee view

1.54 An argument for confining the legislation to natural persons is that it could simplify the legislation by removing the need for any Chinese Walls defence, without permitting individuals to avoid the prohibition by using a corporate or other entity to trade. This would also avoid the debate on whether a Chinese Walls defence is workable and effective in financial organizations (see paras 2.190 ff).

1.55 An argument against confining the legislation to natural persons is that the current prohibition obliges entities to create communication barriers between their

\[79\] Subsection 1002G(1) applies to any “person”, which in turn is defined in s 85A to include a body politic or corporate as well as an individual.


\[81\] Final Report by the King Task Group into Insider Trading Legislation (October 1997) at para 3.1.2.
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research and trading sections in order to attract the Chinese Walls defence. Limiting the legislation to natural persons could undermine any incentive for entities to control the flow of information within their organizations.

1.56 Also, confining the legislation to natural persons would permit companies to issue their own securities without being subject to the insider trading provisions. The Advisory Committee elsewhere proposes that this corporate activity should not be exempt from the insider trading provisions (see paras 2.104-2.106).

**Issue 3. Should the current Australian definition of insider, which includes entities as well as natural persons, be maintained or be confined to natural persons?**

**Information connection or person connection**

*The issue*

1.57 Should insiders continue to be defined under an “information connection” test only (that is, according to their possession of relevant inside information) or should there be an additional “person connection” test (which, for the most part, would require some direct or indirect connection or relationship to the source or owner of the information, such as the company whose securities are traded)?

**Australian law**

1.58 **Person connection.** The Australian law prior to the 1991 amendments adopted a “person connection” test, which distinguished between primary and secondary insiders. A primary insider was any person holding confidential price-sensitive information who also was (or had recently been) “connected” with the corporation whose securities were traded. Connected persons included any director, officer or substantial shareholder of the company or a person having a business relationship with the company.

1.59 A secondary insider (or “tippee”) was any person who had knowingly received inside information from a primary insider in circumstances where the primary insider and the secondary insider were either associated or had an arrangement for the communication of such information.

1.60 **Information connection.** The 1991 amendments to the Corporations Law abolished this “person connection” approach. The Griffiths Report was very critical of the technicalities involved in the definitions of primary and secondary insiders under the pre-1991 legislation and the possible ways to avoid them.82

1.61 The Griffiths Report noted that it is the use of inside information, not a person’s connection with the company whose securities are traded or some other entity, which can detrimentally affect the market:

“The [pre-1991 amendment] prohibition requiring the person to be connected to the corporation which is the subject of the information unnecessarily complicates the issue. It is the use of information, rather than the connection

---

82 *Fair Shares for All* paras 4.7.1 - 4.7.9.
between a person and the corporation, which should be the basis for determining whether insider trading has occurred.”

1.62 The Australian prohibition now adopts an “information connection” approach only, without the additional “person connection” concepts of primary and secondary insiders. An insider is any person who possesses information and who “knows or ought reasonably to know” that the information “is not generally available” and “might have a material effect on the price or value” of securities. If these tests are satisfied, it makes no difference how, or from whom, that person has obtained the information. For instance, an informed person need not, in addition, have any direct or indirect connection with the owner or source of the information, such as the company whose securities are traded. Instead, the definition of insider covers all persons who knowingly obtain inside information, even by chance.

1.63 An overseas commentary supports the Australian approach:

“Nothing more needs to be said other than that an insider is a person in possession of inside information. In other words, the definitional burden in the legislation should fall on deciding what is inside information and the definition of insider should follow as a secondary consequence of this primary definition..... The proposal that insiders should be defined as those in possession of inside information would to some extent reduce uncertainty, because the only question that would have to be asked is whether the individual was in possession of inside information and the additional question of whether the individual met the separate criteria for being classed as an insider would be irrelevant.”

Overseas law

1.64 Unlike Australia, most overseas jurisdictions do not define insiders merely by reference to their possession of inside information. They narrow the category of insiders to those informed persons who also have some direct or indirect connection with the source of the information or satisfy some other employment or fiduciary duty criteria (“person connection” approach). This “person connection” approach also distinguishes between primary and secondary insiders, though the tests employed vary

---

83 Fair Shares for All, para 4.3.5.
84 s 1002G(1).
85 The Explanatory Memorandum to the 1991 amendments discussed the position of a person who overhears confidential price-sensitive information. It pointed out that, given the terms of s 1002G(1)(b), “a person who, for example, overhears information in a lift or on the street and trades on the basis of that information would only be in breach of the provisions if he/she was aware [or ought reasonably to have known] that the information was inside information” (para 342).
between jurisdictions. However, a few jurisdictions have followed the Australian model by adopting the “information connection” only approach to who are insiders.

1.65 Primary insiders. These are defined somewhat differently in each jurisdiction, but largely fall within the following categories:

- **direct connection**: persons having a direct connection with the company whose securities are affected by the inside information, for instance the company itself, a director of the company, other company officers, an employee of the company, a shareholder of the company or a related company, affiliates or associates of the company and other persons in a special relationship with the company. However, in some instances, the person must come into possession of inside information “by virtue of” that person’s connection with the company.

- **employment**: persons who have access to inside information by virtue of their employment, office or profession.

- **fiduciary duty**: persons having a fiduciary or similar duty to the company whose securities are traded, to the counterparty or to the source of the inside information.

1.66 It is arguable that, under the employment category, there must be a causal link between the employment, office or profession and the acquisition of the information.
1.67 The employment category can be difficult to apply in practice:

“For example, does the barman at the local golf club become [a primary] insider if he overhears inside information being discussed by a couple of senior executives as he takes their order? … It is unclear, however, whether there has to be a functional link between the individual’s employment, office or profession and the company or securities to which the information relates. If such a link is necessary, individuals such as the barman, the taxi driver or the worker, who gain inside information from snatches of overheard conversation would not be caught as primary insiders.”

1.68 Secondary insiders. These are generally defined as persons who obtain inside information from a primary insider or another secondary insider.

1.69 The UK, South African and Canadian provisions do not require that the primary insider have intentionally communicated the inside information to a secondary insider. For instance, the Canadian legislation refers to a person “that learns of a material fact” from a primary or another secondary insider. However, the secondary insider must be aware that the direct or indirect source of the information was a primary insider.

1.70 This awareness requirement can be difficult to meet, especially if the information came indirectly to the secondary insider via a chain of communication. To prove that a secondary insider knew that the ultimate source of the information was a primary insider could be difficult.

“To return to the [barman] example, the barman who overheard price-sensitive information being discussed in the golf club would be caught as a [secondary insider] [only] if it could be shown that he knew that his interlocutor was an inside source.

[More generally,] director A may pass on price-sensitive information to his brother B, who later tells his friends C and D. To insist that C and D should know the identity or the exact position of their indirect source of information will, in most cases, remove the prospect of successfully prosecuting sub-tippees who have received information from an intermediate tippee. It would have been

---


\(^{102}\) UK, South Africa, United States, Canadian provincial securities legislation, New Zealand.

\(^{103}\) Canadian provincial securities legislation.

\(^{104}\) Ontario Securities Act s 76(5)(e).
better to cast the legislation in a manner that seeks to capture tippees solely on the basis of their knowledge of the specific and price-sensitive quality of the information they have received, rather than on their awareness of the identity or position of their intermediate or ultimate informant.”  

1.71  Germany adopts a “person connection” approach for primary insiders, but in effect takes an “information connection” approach to secondary insiders. It defines secondary insiders as any persons who are not primary insiders but nevertheless have knowledge of inside information, regardless of how that information was obtained (legally or illegally), and without any requirement that secondary insiders be aware of the existence, identity or position of the original, or any intermediate, informant. The consequences are potentially far-reaching:

“The taxi driver [who overhears a conversation in the cab], the air hostess who hears a conversation between two businessmen while serving them a meal during the flight, the nosy cleaner who listens to his landlady speaking on the phone about the company she directs, the wife of the psychiatrist who listens to the conversation between her husband and one of his clients who is a stressed CEO of a big company, all fall within the definition of secondary insider.”

1.72  Under New Zealand law, the category of possible secondary insiders is limited to persons who are not more than two removes from a primary insider.

Advisory Committee view

1.73  The Australian “information connection” only approach applies insider trading laws to all persons who trade, or unlawfully disclose or procure, when aware of inside information. This contrasts with the “person connection” approach, which, for the most part, confines insiders to those informed persons who have some relevant connection, employment or fiduciary duty. From the perspective of market fairness and efficiency, it may be difficult to justify a restriction that would allow some persons armed with inside information lawfully to trade merely because they fall outside the “person connection” test.

1.74  The “information connection” only approach is also more conceptually straightforward than the “person connection” approach. It therefore assists market participants to understand the insider trading laws, while avoiding many of the complexities, uncertainties and gaps in coverage that can arise under the “person connection” approach.

Issue 4. Should the Australian definition of insider continue to take an “information connection” approach only or require an additional “person connection” element?

Liabilities of insiders

The issue

1.75 Under Australian law, persons who are aware of inside information are prohibited from trading in affected securities, disclosing that information or procuring others to trade, unless there is a relevant exemption. Should these prohibitions be modified in light of comparable overseas provisions?

Trading

Australian law

1.76 Any person who is aware of inside information is prohibited from subscribing for, purchasing or selling affected securities, either as a principal or an agent, unless permitted under any statutory exemption. It makes no difference whether they are transacting on their own or someone else’s behalf or whether the affected securities are transferred to or from someone other than the insider.

1.77 Non-trading. An insider may lawfully use inside information for the purpose of refraining from trading or cancelling an order to trade, given that the prohibition only applies to trading.

Overseas law

1.78 Most of the jurisdictions discussed in this Paper prohibit primary or secondary insiders holding inside information from buying or selling securities, either as principals or agents for someone else.

1.79 The United States law is more restrictive. It prohibits informed primary insiders from trading only if they would thereby breach a duty under the fiduciary duty or misappropriation rationales. Therefore, trading is permitted with the consent, or (in misappropriation cases) the prior knowledge, of the person to whom that duty is owed.

1.80 The US law prohibits secondary insiders from trading only when they know, or should know, that:

- the information given to them is inside information
- the primary insider passed on that information in breach of the primary insider’s fiduciary duty, and
- the primary insider has derived a direct or indirect personal benefit in so doing.

---

107 s 1002G(2)(a). Some of these statutory exemptions are discussed elsewhere in this Paper.
108 s 1002G(2)(a).
109 UK, Germany, South Africa, Canadian provincial securities legislation, New Zealand (this jurisdiction imposes civil liability only), Singapore, Malaysia.
1.81 US law on insider trading during a takeover is somewhat broader, in that it does not have this fiduciary prerequisite for liability. Instead, it focuses on the mere possession of material non-public information. It prohibits any informed person (other than the bidder) from trading in target company securities if:

- the bidder has commenced or has taken a “substantial step” towards commencing the bid
- the informed person knows or has reason to know that the information was acquired directly or indirectly from the bidder, the target company or any officer of those entities, and
- the informed person knows or has reason to know that the information is non-public.

1.82 *Defences to trading.* The UK and South Africa provide primary and secondary insiders with a defence to prohibited trading where they can show that they “would have acted in the same manner even without the inside information”.

1.83 The UK also provides defences to primary and secondary insiders who can show that they:

- did not at the time expect the dealing to result in a profit or avoidance of a loss attributable to the inside information, or
- believed, on reasonable grounds, that the information had been or would be sufficiently disclosed to avoid prejudicing any participant in the dealings who did not have the information.

1.84 *Non-trading.* No jurisdiction discussed in this Paper prohibits primary and secondary insiders from refraining from trading (or cancelling prior orders to trade) on the basis of inside information.

**Disclosing inside information**

*Australian law*

1.85 Any person who is aware of inside information is prohibited from directly or indirectly disclosing confidential price-sensitive information concerning exchange-tradable\(^{110}\) securities to any other person who they know, or ought reasonably to know, would transact in the securities or procure some other person to

---

\(^{110}\) The prohibition applies where trading in securities is permitted on an exchange, even where on-market trading has been suspended by the exchange or prohibited by ASIC: s 1002D(1). The disclosure prohibition is the only instance where the Australian insider trading provisions are limited to exchange-tradeable securities. This follows the recommendation of the Griffiths Report, which argued that restrictions on disclosing inside information are not necessary for proprietary companies, whose shareholders are generally better informed and have greater access to material information regarding their companies than shareholders of listed companies. Also, many proprietary companies have restrictions on the transfer of shares: *Fair Shares for All*, paras 4.8.1–4.8.7 and Recommendation 8.
transact. There are various statutory exceptions for certain disclosures, such as to underwriters or pursuant to a legal requirement.

1.86 **Non-trading.** The disclosure prohibition only applies where there is an actual or reasonable expectation that the recipient (or some other person) will transact in the affected securities. A person who discloses inside information with the clear purpose and a reasonable expectation of discouraging persons from trading may fall outside the prohibition.

**Overseas law**

1.87 Most of the jurisdictions discussed in this Paper prohibit primary or secondary insiders from disclosing any inside information of which they are aware to another person. Liability does not depend on the insider having received any financial or other reward for this disclosure.

1.88 The US law has different elements. Primary and secondary insiders are liable for disclosing any inside information to recipients only where that disclosure breaches a fiduciary or like duty owed by the disclosing person and the disclosure is made for that person’s direct or indirect personal benefit. However, in the takeover context, these restrictions do not apply. Any person (other than the bidder) is liable for disclosing inside information where it is reasonably foreseeable that the recipient will trade. There is an exception for any communications made in good faith to the officers, directors, agents, advisers or employees of the bidder or target company in connection with conducting the bid.

1.89 **Defences to disclosure.** Some jurisdictions provide primary and secondary insiders with defences to disclosing inside information where they can show that:

- the disclosure took place in the proper performance of the functions of the primary or secondary insider’s employment, office or profession. In South Africa, however, it must also be established that the insider, at the same time, disclosed that the information was inside information (thereby putting the recipient on notice). Also, the UK civil regime, except in certain instances (for instance, disclosures to employees or professional advisers to enable them to perform their functions), requires that any lawful disclosure of inside information should be accompanied by a statement indicating that the information is inside information and that the recipient should not trade until after the information has been made generally available

---

111 s 1002G(3).
112 s 1002J.
113 s 1002L. This would cover, for instance, communication of inside information to ASIC or an exchange, pursuant to a legal requirement.
114 s 1002G(3).
115 UK, Germany, South Africa, Canadian provincial securities legislation, Singapore, Malaysia. The German insider trading legislation does not deal directly with secondary insiders disclosing inside information. However, German law may have this prohibition on secondary insiders by virtue of its aiding and abetting offences.
116 UK, South Africa, Canadian provincial securities legislation (this legislation refers to the disclosure being “in the necessary course” of the person’s business).
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- the insider did not expect the recipient (or any other person) to trade because of the disclosure. 118 This defence would, for instance, protect insiders who confide confidential information to another person, not as part of the proper performance of their official functions, but for reasons unrelated to trading in those securities.

1.90 The UK also provides a defence to primary and secondary insiders disclosing inside information who can show that, although they expected that the recipient would trade, they did not expect that any such trading would result in a profit, or avoidance of a loss, attributable to that information.

1.91 Germany makes it an element of the offence that any disclosure of inside information must have taken place without lawful authority. Otherwise, that jurisdiction, unlike the UK, has no statutory defences to the disclosure prohibition.

1.92 Non-trading. The US law effectively does not prohibit disclosures of inside information for the purpose of non-trading. The UK and some other jurisdictions also, in effect, permit primary and secondary insiders to disclose inside information where those insiders intend to discourage the recipient from trading. 119 By contrast, primary insiders under the German legislation are liable for disclosing inside information without authority (whether or not they intend or suspect that the recipient would trade in the relevant securities, or whether the recipient does in fact trade). However, it appears that secondary insiders may be liable under German law for unlawfully disclosing inside information only if the recipient in fact trades.

Procuring trading

Australian law

1.93 Liability of insiders. Any person who is aware of inside information is liable for procuring another person to trade in affected securities, unless a statutory exemption or defence applies. 120

1.94 The expression “procure” is widely defined to include inciting, inducing or encouraging an act or omission by another person. 121

1.95 The insider need not disclose the inside information to the person procured, or even indicate that the insider is aware of any price-sensitive information. Also, it is not necessary to establish that the person who is procured transacted in the affected securities. Mere encouragement to do so may suffice. Likewise, the motivation for

---

118 UK, South Africa, New Zealand. The South African defence requires that the insider’s belief be reasonable. New Zealand imposes civil liability for disclosure only if the person disclosing knows or believes that the recipient will buy or sell affected securities or that the recipient will advise or encourage a third person to buy or sell those securities. By contrast, under the Ontario Securities Act, it is not necessary for the recipient to have traded on the information, or for the primary or secondary insider to have expected the recipient to so trade. Unauthorised disclosure alone constitutes an offence.

119 UK, South Africa, New Zealand have the defence that the insider did not expect the recipient (or any other person) to trade because of the disclosure.

120 s 1002G(2)(b).

121 s 1002D(2).
procuring is irrelevant, for instance that the insider believed that the transactions in
the particular securities would balance the long-term securities portfolio of the person
procured.

1.96 Liability of persons procured. Any persons procured by an insider would be
liable for insider trading only if, when they dealt in the affected securities, they also
possessed some inside information, thereby themselves becoming insiders. The
question remains, however, whether a person who was merely advised by an insider
to trade in particular securities, unsupported by any information, would be prohibited
from trading. This may depend on the knowledge that the person procured could
reasonably expect the insider to have about those securities. In any event, where the
insider and the person procured are acting in concert, the person procured could be
liable for aiding and abetting the procuring breach by the insider.

1.97 Non-trading. An insider may lawfully use inside information for the purpose
of procuring another person not to trade or to cancel an order to trade, given that the
procuring prohibition only applies to inciting, inducing or encouraging a person to
trade.

Overseas law

1.98 Liability of insiders. Various jurisdictions prohibit primary or secondary
insiders who hold inside information from:

- procuring another person to buy or sell affected securities or

- encouraging or recommending another person to deal in affected
  securities.

1.99 In no jurisdiction is it necessary that any procuring or encouraging be
successful, nor does it make any difference whether the procurer acted gratuitously or
for personal gain. However, in the UK, but not the other jurisdictions, primary or
secondary insiders are liable only if they know, or have reasonable cause to believe,
that the other person will so deal.

1.100 The US law is more restrictive. Primary and secondary insiders who are aware
of inside information are liable for recommending or encouraging trading by a
recipient in affected securities only where they breach the same fiduciary duty and
direct or indirect personal benefit prerequisites that apply to disclosing inside
information (see para 1.88).

1.101 Liability of persons procured. The person procured or encouraged to deal by a
primary or secondary insider would be guilty of insider trading under the various

---

122 See further para 2.57 on relevant US case law.
123 See s 1002G(2)(b).
124 UK, Germany, South Africa, New Zealand. The German insider trading legislation does not deal
directly with secondary insiders procuring, encouraging or recommending. However, German
law may have this prohibition on secondary insiders by virtue of its aiding and abetting offences.
New Zealand imposes civil liability for advising or encouraging a second person to buy or sell
affected securities or for advising or encouraging that second person to advise or encourage a
third person to buy or sell those securities.
overseas laws only if the person procured satisfied the prerequisites for being a secondary insider, including that the person was aware of the inside information and committed the elements of the trading offence. One question is whether a person who is merely advised by an insider to trade in particular securities, unsupported by any information, holds inside information. Some US case law suggests that the mere advice to the recipient may constitute inside information, depending on the knowledge that the recipient could reasonably expect the insider to have about those securities.\textsuperscript{125} In any event, where the insider and the person procured are acting in concert, the person procured could be liable for aiding and abetting the procuring breach by the insider.

1.102 **Defences to procuring.** The UK and South Africa provide primary and secondary insiders holding inside information with a defence to procuring or encouraging trading in affected securities where the insiders can show that they “would have acted in the same manner even without the inside information”.

1.103 The UK also provides a defence to those primary and secondary insiders who can show that they:

- did not at the time expect the dealing to result in a profit or avoidance of a loss attributable to the inside information, or

- believed, on reasonable grounds, that the information had been or would be sufficiently disclosed to avoid prejudicing any participant in the dealings who did not have the information.

1.104 **Non-trading.** Most of the jurisdictions examined in this Paper do not prohibit informed primary or secondary insiders from procuring other persons not to trade in affected securities. By contrast, South Africa imposes liability on any insider holding inside information who either “encourages or causes another person to deal or discourages or stops another person from dealing” in the affected securities.

**Advisory Committee view**

1.105 Various specific issues arising from the trading, disclosing and procuring prohibitions are discussed in Chapter 2.

1.106 The Committee here seeks views on whether the Australian law should adopt any of the following principles that have been applied in some overseas jurisdictions:

- **disclosing:** prohibiting any person holding inside information from disclosing that information without a lawful reason, even where the purpose or result of the disclosure is that the recipient does not trade (paras 1.86, 1.92)

- **disclosing:** requiring a person lawfully disclosing inside information to inform the recipient that the information is inside information (either under the UK civil or the South African principles) (para 1.89)

\textsuperscript{125} See further para 2.57.
• *procuring*: imposing liability on persons holding inside information if they “discourage or stop” another person from dealing in affected securities (para 1.104).

1.107 The Committee notes the manifest difficulties of proof where an insider’s actions or disclosures result in non-trading. Also, if non-trading were included, the civil liability regime would need to be reviewed, given its current focus on the profits made or losses avoided through actual trading.

**Issue 5.** Should the insider trading legislation:

• prohibit any person holding inside information from disclosing that information without a lawful reason, even where the purpose or result of the disclosure is that the recipient does not trade

• require a person lawfully disclosing inside information to inform the recipient that the information is inside information

• impose liability on persons holding inside information if they “discourage or stop” another person from dealing in affected securities?
Chapter 2
Details of regulation

This Chapter raises a range of matters that affect the structure and operation of the Australian insider trading laws. It includes proposals to reform the concept of generally available information, adopt the principles in SEC Rule 10b5-1 and clarify the insider trading laws in the context of options, trading through intermediaries and takeovers. The Chapter also considers whether the current external administration, and some of the underwriting, exemptions are justified and whether derivative civil liability should be introduced.

Information covered

Generally available information

The issue

2.1 The insider trading laws seek to prohibit persons who are aware of any price-sensitive information that is not generally available from transacting, disclosing or procuring in relation to relevant securities. The distinction between what is and what is not generally available information is therefore crucial to the working of the legislation. Should the current tests of generally available information be reformulated?

Australian law

2.2 The Corporations Law has two alternative tests for determining what information is generally available (and can therefore lawfully be used in trading):

- publishable information
- readily observable matter.

Publishable information

2.3 This is information that “has been made known in a manner that would, or would be likely to, bring it to the attention of persons who commonly invest in securities of bodies corporate of a kind whose price or value might be affected by the information”.\(^{126}\)

2.4 The publishable information test applies differently to:

- uninformed persons, that is, persons who become aware of price-sensitive information affecting particular securities “solely as a result of the information having been made known … in a manner that would, or would

---

\(^{126}\) s 1002B(2)(b).

be likely to, bring it to the attention of persons who commonly invest” in that kind of securities, \(^{127}\) and

- **informed persons**, that is, persons who become aware of inside information earlier, or through a different means, than uninformed persons.

2.5 Uninformed persons can trade immediately they become aware of any publishable information. No dissemination period is required. \(^{128}\) This protects a previously uninformed diligent investor or market analyst who responds immediately to information that is in the process of being publicly disseminated.

2.6 Informed persons can trade on publishable information only after a reasonable dissemination period has elapsed. \(^{129}\) The Griffiths Report explained the reason for this mandatory delay:

> “It is clearly incompatible with the intent of the legislation if an [informed person] gains an advantage from the dissemination of information before the market has had a reasonable time to absorb that information”. \(^{130}\)

2.7 Disclosure to a small group of investors only would not satisfy the dissemination requirement. \(^{131}\) The legislation does not prescribe a reasonable dissemination period. This would be determined by market practices. \(^{132}\)

**Readily observable matter**

2.8 The Griffiths Report did not refer to any readily observable matter test.

2.9 Nevertheless, this test was subsequently introduced as an amendment to an earlier draft of the 1991 insider trading amendments, for the following reasons.

> “Concern was expressed that in consequence of the adoption of this definition [that is, the publishable information test] in the exposure draft, information directly observable in the public arena would not be regarded as generally available, as it had not been ‘made known’. It was considered that a person could be liable for insider trading where he/she traded in securities on the basis

---

\(^{127}\) s 1002B(2)(b)(i).

\(^{128}\) This result arises from the interaction of various provisions. Under s 1002T(2)(a), there is a defence “if the Court is satisfied that the information came into the first-mentioned person’s possession solely as a result of the information having been made known as mentioned in subparagraph 1002B(2)(b)(i)”. (A similar defence applies in civil litigation: s 1013(7).) This defence does not require that s 1002B(2)(b)(ii) be satisfied, namely that “since it was so made known, a reasonable period for it to be disseminated among such persons has elapsed”.

\(^{129}\) s 1002B(2)(b)(i) and (ii) both apply.

\(^{130}\) Fair Shares for All, para 4.5.7.

\(^{131}\) The Explanatory Memorandum to the 1991 amendments states that “it would not be sufficient for information to be released to a small sector of the investors who commonly invest in securities … [the] information must be made known to a cross-section of the investors who commonly invest in the securities” (para 328).

\(^{132}\) For instance, the ASX has a 10 minute trading halt following its release of material information that has been given to the Exchange.
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of, for example, an observation that the body corporate had excess stocks [eg of cars] in a yard. This was not the intention of the provisions.”

2.10 The legislation does not define a “readily observable matter”.

2.11 Informed and uninformed persons can trade immediately on the basis of readily observable matter. Unlike the publishable information test, there is no reasonable dissemination period for informed persons.

Overseas law

2.12 The UK and South African provisions have concepts somewhat analogous to readily observable matter. Information shall be deemed to be made public (the equivalent of being generally available) if it can be readily acquired by those likely to deal in any securities to which the information relates or any securities of an issuer to which the information relates. In addition, information may, but not necessarily will, be regarded as being public “even though ... it can be acquired only by observation”. Likewise, the proposed UK civil insider trading provisions provide that information is treated as generally available if it can be obtained by such means as observation.

2.13 The draft Singapore legislation proposes to adopt a readily observable matter test, based on the current Australian provisions. By contrast, the Malaysian definition of generally available information, which broadly follows the Australian definition, does not include “readily observable matter”.

Australian case law on readily observable matter

2.14 The meaning of the term “readily observable matter” has been considered in two related cases, R v Kruse and R v Firns.

The facts in both cases

2.15 The relevant facts were that the value of a particular Australian listed company’s shares would be materially affected by the outcome of an appeal in the Supreme Court of Papua New Guinea. Both defendants were officers of the appellant company. They became aware that the judgment would be handed down at 9.30 am on a particular Friday by notification by the Supreme Court to the parties the previous

---

133 Explanatory Memorandum para 326.
134 s 1002B(2)(a). This defence applies to criminal and civil liability, given that readily observable matter constitutes generally available information, and is therefore outside the general prohibition in s 1002G.
137 Financial Services and Markets Act 2000 s 118(7). FSA Code of Market Conduct April 2001, Annex B para 1.4.8 refers to the example of a train passing a burning factory and a passenger calling his broker using his mobile telephone to sell shares in the company that owns the factory.
138 Draft Securities and Futures Act 2001 s 204(a).
139 New South Wales District Court, December 1999.
evening. The Supreme Court decision on that Friday morning found in favour of the company.

2.16 One defendant attended the Papua New Guinea Court and immediately the decision was known telephoned his broker in Australia with instructions to purchase the company’s shares in Australia. The other defendant remained in Australia and purchased the company’s shares in Australia immediately after being informed, by telephone, of the successful appeal. All these on-market purchases occurred on that Friday morning within approximately an hour of the Court’s decision being handed down.

2.17 The company notified the Australian Stock Exchange the following Monday afternoon of the Court’s decision and its positive consequences for the company. Also, reports of the judgment first appeared in the Papua New Guinea media on that Monday and in the Australian media on Tuesday. The two defendants subsequently sold the shares they had purchased at a profit.

2.18 Both defendants were charged with breach of the Australian insider trading provisions and were given separate trials. The alleged inside information was the content of the Papua New Guinea Court judgment. Both defendants argued that this judgment was a readily observable matter under the Australian law and therefore no dissemination period was required before they purchased the securities.

*R v Kruse*

2.19 In this case, the defendant was in the Papua New Guinea Court when the decision was handed down. The New South Wales District Court ruled that “readily observable matter” was not limited to information the source of which was in Australia. Therefore, a Papua New Guinea Court decision was a readily observable matter:

“the facts must be directly observable in a public arena, but that public arena need not be confined to this country or to any State in this country. ... [However, a] matter cannot be readily observable if it happens in some remote area in a situation where there is no dissemination of information”.

2.20 The Court directed the jury to acquit the defendant on the readily observable matter ground.

*R v Firns*

2.21 In this case, the defendant was in Australia when the decision was handed down in the Papua New Guinea Supreme Court. The New South Wales District Court, at first instance, held that the readily observable matter element was confined to matters occurring within Australia. The defendant was convicted. The New South Wales Court of Criminal Appeal, by majority, quashed this conviction, ruling that the announcement of a judgment in an open Papua New Guinea court was a readily observable matter under the Australian legislation and the defendant did not breach the insider trading provisions by purchasing shares immediately thereafter.
2.22 Mason P, in the majority Court of Criminal Appeal judgment, described the concept of readily observable matter as “opaque”. His Honour ruled that readily observable matters are not confined to things that can only be perceived by vision. Also, given modern telecommunication methods, including telephone, fax and Email, readily observable matters are not limited to things that can be perceived in Australia. A large proportion of investors in Australian companies are non-Australians and the insider trading provisions should not be confined to protecting the interests of resident Australians only. Furthermore, the Papua New Guinea judgment was readily observable even though some time would inevitably elapse before the profession generally learned about it and absorbed its effect. Given this, the defendant had not breached the legislation by trading within approximately an hour of that judgment being handed down.

2.23 The dissenting Court of Criminal Appeal judge in *R v Firns* took the view that a matter must be readily observable to the investing public at large, which must at least include the Australian public. Also, the reference to “readily observable” matter would not cover any matters that could only be discovered by members of the public meticulously searching for them.

*The effect of the cases*

2.24 One implication of these decisions is that corporate officers who become aware of any readily observable matter affecting their company may trade immediately in the company’s securities, before the market is advised of that matter (for instance, through a press release or a continuous disclosure notice) or the information otherwise becomes generally available.

*Advisory Committee view*

2.25 The Court of Criminal Appeal in *R v Firns* referred to the “conflicting goals embedded in the essentially two-pronged definition of ‘information generally available’”. \(^{141}\)

2.26 The conflicts arise from:

- the lack of any public dissemination period requirement for readily observable matter, even for persons closely associated with the company whose securities are traded
- the uncertain application of the term “readily observable matter”.

2.27 In the Advisory Committee’s view, these problems could best be remedied by:

- giving priority to the publishable information test by confining the readily observable matter test to anything not capable of falling within the publishable information test
- clarifying the application of the publishable information test

\(^{141}\) [2001] NSWCCA 191 para 58.
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• extending the circumstances where a reasonable dissemination period is required under that test

• reviewing the meaning of the readily observable matter test.

Giving priority to the publishable information test

2.28 The Explanatory Memorandum to the 1991 legislation indicated that the readily observable matter test was included as an amendment to the draft legislation to overcome concerns that the “made known” requirement in the publishable information test (see para 2.3) would not cover matters that, of themselves, are not means of propagating information. In the Advisory Committee’s view, the readily observable matter test should have been included only to cover information not capable of falling within the publishable information test. However, the provision was drafted to give equal, if not greater, prominence to the readily observable matter test.

2.29 The legislation should be redrafted to provide that any information that can satisfy the publishable information test should be regulated under that test. The readily observable matter test should only apply to any residual matter.

Clarifying the application of the publishable information test

2.30 The application of the “made known” requirement in the publishable information test may be unclear. Consider the following two examples:

• a judgment in open court in a domestic or foreign jurisdiction materially affecting an Australian listed company

• a major catastrophe such as a natural or man-made disaster occurring on a site owned by an Australian publicly listed company and located in Australia or overseas (for instance, a burning factory or a polluting oil spill).

2.31 Arguably, a judgment given in open court would fall within the existing publishable information test, as “it has been made known in a manner that would, or would be likely to, bring it to the attention of” the investing public. Less certain is whether the mere occurrence of a catastrophe would satisfy this “made known” requirement, given that a catastrophe, unlike a judgment read out in open court, is not of itself a means of propagating information. However, the catastrophe, as with the judgment, would be likely to become known to the market generally (for instance, through media reports or the continuous disclosure requirements), and therefore, in principle, should be included within the publishable information test.

2.32 To overcome any uncertainty, the publishable information test should be amended to state that the “made known” requirement covers any information, matter or event whose existence or price-sensitive implications will, or will be likely to, come to the attention of the investing public either of itself or through some other means. This revised “made known” requirement should also cover any price-sensitive information that would or would be likely to come to the attention of the investing public but for a lawful exemption from disclosure, such as under any of the exceptions to the continuous disclosure requirement in ASX Listing Rule 3.1.
2.33 Applying the revised “made known” requirement, a catastrophe, as well as a court judgment, would be publishable information. By contrast, the excess stock example in the Explanatory Memorandum would not be publishable information, if that fact, alone, would not be likely to come to the attention of the investing public.

*Extending the circumstances where a reasonable dissemination period is required under the publishable information test*

2.34 As previously indicated (paras 2.4-2.7), only informed persons need wait a reasonable period for the dissemination of publishable information before they can lawfully trade.

2.35 The Griffiths Report, in proposing this reasonable dissemination period, considered that it would be incompatible with the intention of the insider trading legislation if informed persons could gain a trading advantage before the market had a reasonable opportunity to absorb that information.142 Likewise, the Explanatory Memorandum to the 1991 amendments pointed out that the reasonable dissemination period “is designed to prevent an insider, who is aware of information prior to its release, getting an unfair head start on other market participants”.143

2.36 Directors or other officers of a company that is materially affected, say, by a court judgment or a natural or man-made disaster could argue that they are uninformed persons, as they became aware of the inside information “solely as a result of the information having been made known … in a manner that would, or would be likely to, bring it to the attention of persons who commonly invest” in their company’s securities. In that case, they could trade immediately, without waiting for a reasonable dissemination period.144

2.37 The market fairness and market efficiency goals of insider trading laws could be perceived to be severely compromised if persons who are closely associated with a company and become aware of publishable information affecting that company could trade in the company’s securities before the market had an opportunity to be informed.

2.38 To overcome this possibility, the Advisory Committee proposes that the reasonable dissemination period requirement in the publishable information test be extended beyond informed persons to any other person “connected” with a company.

2.39 The following could be connected persons:

- any director or executive officer of the company or a related company 145

---

142 *Fair Shares for All* para 4.5.7.
143 Explanatory Memorandum para 328.
144 Currently, it is a defence to a criminal prosecution “if the Court is satisfied that the information came into the [defendant’s] possession solely as a result of the information having been made known … in a manner that would, or would be likely to, bring it to the attention of persons who commonly invest in securities” of that kind: ss 1002T(2)(a), 1002B(2)(b)(i).
145 s 9 definitions of “director”, “executive officer”.
• any other person whose relationship with the company may reasonably be expected to provide that person with access to any undisclosed price-sensitive information about that company.

2.40 Connected persons who become aware of any publishable information affecting any of the securities of their companies would be subject to the trading, disclosing and procuring prohibitions in relation to those securities until a reasonable period for dissemination of that information has elapsed. This rule would reflect the primacy of the goal of a fully informed market over the trading opportunities for individuals closely connected with particular companies.

Reviewing the meaning of the readily observable matter test

2.41 The decisions in *R v Firns* and *R v Kruse* do not resolve many of the outstanding questions about what constitutes readily observable matter. Rather, as indicated by Mason P in *R v Firns*, they leave open questions such as:

- observable to whom
- how observable, and
- where observable,

though the need to clarify these matters may be less pressing, given the proposal to give priority to the publishable information test.

2.42 *Observable to whom.* One commentator has raised the following questions:

“One may ask, readily observable to whom? Suppose the excess stocks [as referred to in the Explanatory Memorandum], instead of being in a yard, were inside a building to whom lawful entrance was permitted only to staff and those having business dealings? Would the excess stocks then be ‘readily observable’? What about the confidential memorandum picked up in the street? It is certainly ‘readily observable’ to the person who picked it up and those to whom he shows it. What about the careless conversation in a lift? It is certainly ‘readily observable’ by the ears of the passengers in the lift who are able to hear it. In either case, the information is not in the public domain; but is it ‘generally available’ by virtue of being ‘readily observable’?”.

2.43 *How observable.* Does the notion of readily observable matter include a matter that is observable only with technological assistance? One commentator has raised the following example.

“Assume A discovers by lawful means the existence of a mineral deposit under land owned by B Ltd, a listed company. Specifically, A analysed the publicly available reports on the land and then flew over the land in an aeroplane fitted to detect magnetic anomalies. A buys shares in B Ltd, without disclosing the

---

146  para 64.
information. Under the Corporations Law, the question of liability would turn on whether the information about the deposit on B’s land was “readily observable”. On a strict interpretation of the words, the information would probably not be readily observable, as a person could not just walk onto the land and observe the deposit. It would not be directly observable in a public arena.”

2.44 The Court in *R v Firns* raised, but did not resolve, the question of whether readily observable matter is limited to things perceptible by the unaided human senses or, if not, what technological aids would be permissible.

2.45 What if information is only available in a foreign language? Would the level of access to suitable means for translating the language make any difference?

2.46 *Where observable.* One commentator supports the view, as now reflected in *R v Kruse* and *R v Firns*, that the readily observable matter test should not be confined to matters readily observable in Australia. Otherwise:

“If foreign investors legitimately obtain information that is not generally available in Australia from an offshore source and trade upon that information, then they are prima facie insiders and liable to prosecution as the readily observable matter test would not assist them … Such overreach seems wrong in principle”.

2.47 This commentator suggests that the locality test of readily observable matter should be linked to the elements of the offence. Therefore:

“If the relevant acts and omissions are alleged to occur within Australia, the information must be readily observable matter in Australia. If the acts and omissions are alleged to occur outside Australia, the information must be readily observable matter in the offshore jurisdiction”.

2.48 This approach has various difficulties. The first is where relevant acts occur in more than one jurisdiction. For instance, assume that a person travels to a foreign jurisdiction where a “readily observable matter” subsequently takes place and that person immediately contacts a broker in Australia and arranges to trade without delay in the affected securities on an Australian exchange. One relevant act occurs offshore (the instructions to trade), while another relevant act occurs in Australia (the actual trading). To which jurisdiction should the proposed locality test apply? If the answer is the foreign jurisdiction, the test would exonerate a person who travelled to that jurisdiction, whereas a person who remained in Australia but was informed of the offshore “readily observable matter” could not trade until the information was otherwise generally available, given that it was not readily observable in Australia. This difference in result seems difficult to justify.

150 Id at 217.
2.49 An alternative policy option, similar to the approach of the dissenting Court of Criminal Appeal judge in *R v Firns*, would be to confine any readily observable matter test to material that is readily observable by persons in Australia who commonly invest in securities of that kind in Australia. Its purpose would be to better ensure that Australian market participants have an equal opportunity to learn of the information before trading is permitted. However, this raises the issue of fairness for offshore participants in the Australian market.

2.50 Would information posted on a corporate intranet site or anonymously in a chatroom on the Internet be a readily observable matter?\textsuperscript{151}

**Issue 6.** Should the test of generally available information:

- give priority to the publishable information test
- expand the application of that test
- extend the circumstances where a reasonable dissemination period is required under that test?

**Issue 7.** Should the readily observable matter test be clarified? If so, in what manner?

**Level of precision of the inside information**

**The issue**

2.51 How precise should information be before it becomes inside information?

**Australian law**

2.52 The insider trading prohibition applies to any information that is materially price-sensitive, namely:

> “a reasonable person would expect it to have a material effect on the price or value of securities of a body corporate”.\textsuperscript{152}

2.53 The legislation does not have an additional requirement of specificity. Inside information can include:

> “matters of supposition and other matters that are insufficiently definite to warrant being made known to the public and matters relating to the intentions, or likely intentions, of a person”.\textsuperscript{153}

\textsuperscript{151} The New Zealand Securities Commission *Report on Questions Arising from an Inquiry into Trading in the Shares of Fletcher Challenge Limited in May 1999* (November 2000) at paras 92-95 concluded that information posted on a computer system that could, for approximately 30 minutes, be accessed by about 200 people, all of whom were employees of the company whose securities were traded or associated service providers of that company, was not publicly available.

\textsuperscript{152} s 1002G(1)(a).

\textsuperscript{153} s 1002A(1) definition of “information”.
2.54 This definition avoids the narrow concept of specificity found in earlier insider trading legislation, where it was held that:

“specific information … connotes not merely that it is precisely definable but that its entire content can be precisely and unequivocally expressed and discerned.”

**Overseas law**

2.55 Most jurisdictions examined in this Paper do not require that inside information be precise. However, two jurisdictions, the UK and South Africa, require that inside information be “specific or precise”. This serves to exclude rumours, suspicions, conjecture or speculation from the ambit of inside information.

2.56 Information can be specific, though not precise, for instance, knowledge that a particular person proposes to launch a takeover bid for a particular company or that a company’s profits are in excess of expectation, without any precise information about the details of the bid or the amount of profit.

2.57 Under US law, inside information is not limited to verifiable facts. It includes:

- any information that might affect the value of the securities in question, such as plans or proposals or projections and estimates regarding an entity’s earnings and liabilities
- information that contradicts or calls into question prior assumptions about a company that were held by investors generally
- mere recommendations from credible sources. In one case, the court held that the mere statement by a company executive that “events were occurring” at that company that would result in an increase in the market price of the company’s shares and that this information was not public, together with a recommendation to buy the shares, constituted inside information
- a course of conduct. In one case, a broker observed that one of his firm’s clients consistently bought shares in advance of their nomination as “stock of the week” in a market influential publication. The broker set up a programme of parallel trading of whatever shares the client gave instructions to purchase. The broker’s own trading was deemed to amount to insider trading.

---

154 Ryan v Triguboff (1976) 1 ALCR 337 at 344. This case dealt with the insider trading provisions under the Securities Industry Act 1970 (NSW).


2.58 Inside information under US law can also include a “mosaic” of discrete pieces of information, none of which, in isolation, is precise or conclusive. For instance, in one case, the defendant was the husband of an administrative officer of company A. That company was in the process of secretly formulating a takeover bid for company B. At a social function, the defendant heard some employees of company A talking about how interesting it was to be working on “an acquisition”. Then, using his position as an electrician in the offices of company A, the defendant eavesdropped in an effort to ascertain the intended target. He overheard an officer of company A on the phone discussing company C, which he ascertained through his own research was a subsidiary of company B. He also learned of the travel plans of various officers of company A to the city where company B had its headquarters, as well as other small but helpful bits of information in conversations with his wife (who was unaware that company B was a takeover target). Gradually he became convinced that company B was the stock to buy. The Court held that he was in possession of inside information.

2.59 The definition of information in the Malaysian legislation and the proposed Singaporean legislation adopts the Australian definition of information, but goes beyond it to make it clear that information also covers such things as:

- matters relating to negotiations or proposals with respect to commercial dealings or dealings in securities and
- matters relating to the future.

Advisory Committee view

2.60 The Advisory Committee does not support any statutory requirement that the information be specific or precise. It notes the argument that this requirement could ensure that mere rumour, suspicion, conjecture or speculation does not constitute inside information. However, the Australian legislation applies only to information that a reasonable person would expect to be materially price-sensitive. Also, it would be very difficult to successfully prosecute a person without being able to identify some particular inside information. To introduce an additional “specific or precise” requirement could unduly narrow the application of the legislation and create artificial distinctions between what does and what does not constitute information.

2.61 The Committee sees no pressing need for an extension of the definition of information, as found in the Singapore and Malaysian legislation.

Issue 8. Should the Australian legislation require that inside information must be specific or precise?

Insider trading and continuous disclosure

The issue

2.62 Do the insider trading and continuous disclosure laws satisfactorily complement each other?

---

Chapter 2: Details of regulation

Australian law

2.63 Continuous disclosure for all disclosing entities was introduced in 1994, after the current insider trading provisions came into force. These disclosure provisions were designed to improve market fairness and market efficiency by requiring disclosing entities to publish price-sensitive information promptly, thereby assisting all investors to make properly informed decisions about the allocation of their investment funds. Timely disclosure was also intended to help reduce the opportunities for insider trading as well as counter the creation of false markets or the distortion of markets through dissemination of rumours or false information.

2.64 The continuous disclosure and insider trading provisions both apply to any information that is not generally available and that a reasonable person would expect, if it were generally available, to have a material effect on the price or value of particular securities. However, the continuous disclosure provisions have various exemptions not found in the insider trading provisions. This difference seeks to reflect differing obligations: continuous disclosure involves an obligation to disclose information to the market, whereas insider trading involves an obligation to refrain from trading when aware of the information. In summary:

- the definition of “information” in the insider trading provisions includes matters of supposition and other matters that are insufficiently definite to warrant being made known to the public. Where this information is materially price-sensitive, an insider is precluded from transacting in affected securities. By contrast, these matters, and any information concerning an incomplete proposal or negotiation, are exempt from the

---

160 ss 1001A-1001D, ASX Listing Rule 3.1. Disclosing entities are defined in s 111AC.

In addition to the continuous disclosure obligations, the ASX Listing Rules have specific disclosure obligations in relation to significant transactions, dividend announcements, communications from the Commissioner of Taxation disallowing deductions, options to acquire mining tenements, winding up applications or appointments of receivers etc.

161 Companies and Securities Advisory Committee, Report on an Enhanced Statutory Disclosure System (September 1991) at 7. ASIC has undertaken various initiatives to improve compliance with the continuous disclosure requirements: see further para 0.9. The ASX also has a surveillance programme for continuous disclosure compliance.

162 Continuous disclosure: ss 1001A(2), 1001B(1), ASX Listing Rule 3.1; insider trading: s 1002G(1). The term “generally available” information is defined in identical terms for continuous disclosure (s 1001C) and insider trading (s 1002B). Likewise, the concept of “material effect on price or value” is defined in identical terms for continuous disclosure (s 1001D) and insider trading (s 1002C).

163 Under ASX Listing Rules 3.1.1-3.1.3, the ASX disclosure requirement does not apply for so long as each of the following conditions is satisfied:
- a reasonable person would not expect the information to be disclosed
- the information is confidential, and
- one or more of the following conditions apply:
  (a) it would be a breach of the law to disclose the information
  (b) the information concerns an incomplete proposal or negotiation
  (c) the information comprises matters of supposition or is insufficiently definite to warrant disclosure
  (d) the information is generated for the internal management purposes of the company, or
  (e) the information is a trade secret.

164 s 1002A(1) definition of “information”.
Chapter 2: Details of regulation

continuous disclosure requirements, as release of this information could be misleading (given that it is uncertain or unsettled) or commercially damaging

- the continuous disclosure provisions have exemptions for information generated for the internal management purposes of a company and trade secrets, given their commercial sensitivity. There are no equivalent exemptions under the insider trading provisions. Indeed, trading when aware of these matters should be covered by the insider trading law, provided that they are materially price-sensitive

- continuous disclosure only covers relevant information generated within, or otherwise known to, the disclosing entity. That entity cannot be obliged to disclose any information that is relevant to itself, but of which it is unaware. By contrast, a person who is aware of inside information cannot avoid the insider trading provisions merely because that information is generated by some external source and is unknown to the entity whose securities are traded

- only information that is known (or ought reasonably to be known) by directors and executive officers of a company in the course of their duties is subject to continuous disclosure. By contrast, bodies corporate are subject to the insider trading rules where any of their officers, not just executive officers, satisfies the information awareness test. A body corporate in that situation can lawfully trade only if it has an effective Chinese Wall.

Overseas law

2.65 In various jurisdictions, the concept of inside information is broader than information to be disclosed under continuous disclosure. For instance, it has been argued that, under German law, profit forecasts or budget plans constitute inside information, but are not disclosable under German continuous disclosure requirements.

Advisory Committee view

2.66 The insider trading provisions should continue to apply to information that, while materially price-sensitive, falls within one or more of the exemptions from the continuous disclosure requirements.

---

165 ASX Listing Rule 3.1.3(b), (c).
166 ASX Listing Rule 3.1.3(d), (e).
167 For instance, entity A obtains reliable geological information that strongly indicates that there is a large and valuable mineral deposit on land owned by listed company B. Company B is required to disclose that information (if it satisfies the test in Listing Rule 3.1) under the continuous disclosure requirements only when it becomes aware of that information.
168 ASX Listing Rule 19.12 definition of “aware”, s 9 definition of “executive officer”.
169 s 1002E, s 9 definition of “officer”.
170 s 1002M.
171 Inside information (Insidertatsache) is defined under Wertpapierhandelsgesetz §13(1). The continuous disclosure requirements are set out in §15. See further the comparative analysis between §13(1) and §15 by T Hickinbotham & C Vaupel in M Stamp & C Welsh (eds) International Insider Dealing (FT Law and Tax, 1996) at 133.
2.67 If insider trading were limited to information falling within the continuous disclosure requirements, a person with inside information that is exempt from the continuous disclosure provisions could trade to advantage, as the market would be uninformed. This could give the impression of a market being open to manipulation by those who can determine the timing and content of their market disclosures.

**Issue 9.** Do the current insider trading and continuous disclosure provisions properly complement each other?

**Research and analysis: mixing research and inside information**

**The issue**

2.68 Market research and analysis are fundamental to ensuring an efficient market. However, research may involve gathering information that is not generally available. What tests should distinguish between research and analysis and inside information?

**Australian law**

2.69 There is a specific exemption for research and analysis that take the form of deductions, conclusions or inferences made or drawn from generally available information.\(^{172}\) By contrast, any deductions etc gleaned from non-generally available information, for instance, private discussions with company officers about particular matters concerning that company, or analysis of unpublished corporate documents (for instance, budgets), do not come within the statutory research and analysis exception and may constitute inside information if material and price-sensitive. Both the provider of that information and the recipient may be liable for any subsequent trading while the information remains confidential.

**Overseas law**

*Europe and South Africa*

2.70 The German legislation provides an exemption for research and analysis only if they are based entirely on publicly known information. That research and analysis can lawfully be used for trading, even if they could considerably affect the price of the securities.\(^{173}\)

2.71 The UK and South African statutes provide that information may be treated as having been made public (and therefore not being inside information) even though it can be acquired only by persons exercising diligence or expertise or by observation.\(^{174}\) Unlike the German law, there is no express requirement in the UK or South African legislation that the diligence or expertise must be exercised only on publicly available information, though it may be illogical to characterise information gleaned by a researcher from confidential sources as having been made public.

---

\(^{172}\) s 1002B(3).

\(^{173}\) Wertpapierhandelsgesetz §13(2).

\(^{174}\) UK Criminal Justice Act s 58(3)(a), (c), South African Insider Trading Act 1998 s 3(2)(a).
2.72 The UK and South African provisions also provide a defence to persons who can show that they would have acted in the same manner even without the inside information.\(^{175}\) This defence could apply to a person who, on the basis of research and analysis of publicly available information, decides to buy or sell certain securities, and subsequently, but prior to trading, obtains inside information that supports that previously reached decision.

*United States*

2.73 The US case law appears to be the most permissive. In the leading US decision, *Dirks v SEC*,\(^ {176}\) the Court held that an analyst who privately questioned corporate employees about rumours of possible fraudulent activities in the company, and then discussed his findings with some clients, who subsequently sold their securities in that company, did not breach the US insider trading rules. The Court ruled that the analyst had obtained material non-public information from diligent research. To prohibit this activity through the insider trading laws:

“could have an inhibiting influence on the role of market analysts, which ... is necessary to the preservation of a healthy market. It is commonplace for analysts to ‘ferret out and analyse information’ and this is often done by meeting with and questioning corporate officers and others who are insiders”.\(^ {177}\)

*Advisory Committee view*

2.74 The Advisory Committee does not support the approach adopted in *Dirks v SEC*. Australian law already permits market analysts to act on deductions, conclusions and inferences drawn from generally available information. To grant a broader exemption may allow analysts to use inside information to trade by characterising that information as being acquired through research and analysis.

2.75 Rather, the principles in SEC Rule 10b5-1 (developed in another context) could be applied to persons who have reached irreversible trading decisions based on research and analysis of publicly available information before coming into possession of confidential price-sensitive information concerning those securities. Rule 10b5-1 permits persons to structure securities trading plans and strategies, to be implemented at a future time, provided that those persons had devised the plan before they became aware of any relevant price-sensitive information, and they had no discretion over the plan or strategy thereafter.

**Issue 10.** What, if any, amendments are necessary to take into account research and analysis?

**Research and analysis: trading before publishing one’s own research**

**The issue**


\(^{176}\) 463 US 646 (1983).

\(^{177}\) id at 658.
2.76 Persons conducting research into particular securities may seek to trade in those securities before publishing their research findings (and any recommendations), for instance, by buying [selling] securities in advance of releasing positive [negative] research results (and recommendations) concerning those securities.

2.77 Should these research results (and recommendations), if materially price-sensitive, constitute inside information, thereby prohibiting their authors from trading in affected securities before this information becomes generally available?

**Australian law**

2.78 Trading in affected securities by an entity prior to publication of its price-sensitive recommendations appears to constitute insider trading, except where there is an effective Chinese Wall between the research and trading personnel of the entity.\(^{178}\) The inside information in this case is the research findings (and any recommendations), notwithstanding that they may be based on deductions, conclusions and inferences drawn from publicly available information. Also, the statutory exceptions for persons having knowledge of their own intentions or activities\(^{179}\) only apply to their own transactions in securities, not to the content of any report that may influence trading by others.

**Overseas law**

2.79 A US court has convicted a journalist of insider trading where he dealt in securities in advance of the publication of his recommendations concerning those securities in his newspaper column.\(^{180}\)

2.80 There has also been a recent successful prosecution under the German insider trading law of a business journalist who purchased securities in advance of publishing his price-sensitive recommendations concerning those securities.\(^{181}\)

**Advisory Committee view**

2.81 The argument for permitting authors of price-sensitive research reports to trade prior to publication of those reports is that research and analysis benefit

---

\(^{178}\) ss 1002M, 1002N.

\(^{179}\) ss 1002P, 1002Q, 1002R.

\(^{180}\) In *United States v Carpenter* 791 F.2d 1024 (1986), a reporter for the *Wall Street Journal* traded in advance of recommendations in his newspaper column. The journalist was convicted of insider trading under the misappropriation theory, based on the finding that he had breached the Journal’s policy prohibiting personal use of information produced or derived on behalf of the newspaper. The newspaper suffered reputational injury when the public became aware of that trading.

\(^{181}\) The Bundesaufsichtsamt für den Wertpapierhandel [Federal Supervisory Office for Securities Trading] *1999 Annual Report* at 25 refers to a November 1999 decision of the regional Court of Frankfurt am Main, which ruled that a business journalist who purchased securities in advance of publishing his price-sensitive recommendations, and with the aim of benefiting from the resulting price gain, was liable for insider trading. The Court ruled that mental processes such as the intention to release a recommendation can represent inside information. Under the legislation, the business journalist would be prohibited from either purchasing affected securities in advance of the publication of his recommendation, or informing third parties in advance about what securities he would recommend.
financial markets. A prohibition on pre-publication trading may reduce the incentive for research.

2.82 The contrary argument is that any trading exemption could result in persons profiting through advance dealing in securities whose price is likely to be influenced by publication of their research findings and recommendations. This may undermine public confidence that the market is not open to manipulation.

2.83 Applying the insider trading provisions in this situation would not prevent corporate entities and partnerships from trading where there is an effective Chinese Wall between their research and trading divisions.

2.84 In the absence of a Chinese Wall, their options (and the options of natural persons) are:

- to trade on the basis of the conclusions reached in their research, but not publish their report (that is, use it for internal trading purposes only), or
- to delay trading until the research report has become generally available.

In the latter circumstance, the publisher can be recompensed by selling its recommendations either generally or to its clients.

**Issue 11.** What, if any, amendments are necessary to take into account trading before release of one’s own research?

**Transactions covered**

**Financial products covered by the prohibition**

**The issue**

2.85 Should some of the financial products covered by the Financial Services Reform Bill be excluded from the insider trading provisions?
Australian law

2.86 Currently, the insider trading provisions only cover securities (including interests in managed investment schemes) and futures contracts. The insider trading provisions of the Financial Services Reform Bill cover these products as well as other derivatives, superannuation products, and any other financial products that can be traded on a financial market.\(^{182}\)

Advisory Committee view

Indices

2.87 The Advisory Committee Report *Regulation of On-exchange and OTC Derivatives Markets* (1997) considered whether the insider trading provisions should apply to options and warrants over equity indices. The Report noted the argument that there is little likelihood that insider trading in those derivatives could occur.\(^{183}\) However, insider trading could take place through “mirror trades”, that is, where an insider buys a derivative on an aggregate share index and sells short the shares in individual companies covered by that index, other than the company about which the insider has inside information. This is equivalent to having directly bought shares in that company. For this reason, the insider trading prohibition should apply to index options and index warrants, as under the Financial Services Reform Bill, though mirror trades may be rare, given the transaction costs.

Derivatives over commodities

2.88 The 1997 Advisory Committee Derivatives Report noted that one argument for extending the insider trading provisions to exchange-traded derivatives over commodities is that permitting people to trade while in possession of inside information could distort the efficient price discovery mechanism of commodities markets and may generate uncertainty about whether parties are trading on the basis of confidential price-sensitive information.

2.89 However, some respondents to the Derivatives Review opposed extending the insider trading prohibition beyond derivatives over equities. They pointed out that the prohibition on insider trading of derivatives over equities supports the prohibition on the insider trading of the underlying equities themselves. However, to extend the insider trading provision to derivatives over commodities would prohibit a person from buying or selling derivatives over a commodity (when in possession of confidential price-sensitive information concerning that commodity), although that person could still lawfully buy or sell the physical commodity itself. In consequence, the insider trading prohibition would apply to the derivative, but not to its underlying asset.

2.90 A contrary argument is that undesirable insider trading is still possible in a commodity derivatives market. One example might be an executive of a large mining

---

\(^{182}\) Financial Services Reform Bill 2001 s 1042A definition of “financial products”. Derivatives are defined in s 761D of that Bill.

company who takes a short position in gold futures contracts on the basis of confidential information about the discovery of a large gold deposit by that company, in the knowledge that the announcement of an increased supply of gold from this discovery is likely to cause the price of gold, and hence the price of gold futures contracts, to fall. Another example would be a person with confidential information concerning a very large transaction about to occur in a commodity that would affect the value of futures contracts over that commodity. Therefore, in principle, the insider trading provisions should apply to derivatives over commodities, albeit that it may be relatively rare for individuals to hold confidential price-sensitive information that would materially affect a particular commodities market.

2.91 Market practices and perceptions may also be relevant. It has been argued that commodity producers should at least be permitted to hedge (in the commodity derivatives market) any existing contractual delivery obligations before disclosing information (for instance, under listing obligations) that is also relevant to the price of commodity derivatives.

2.92 Similarly, assume that a commodity producer (CP) has confidential information that it will not be able to supply to the market as much of the commodity (for instance, energy) as it had to date. That information, once disclosed, will drive up the price of the commodity and the price of the commodity derivative. On one view, CP should be entitled to protect its own commercial interests by hedging any uncovered positions and protecting itself against any additional risks arising out of the news before it makes any disclosure of the reduction in supply. However, it is less clear whether it would be reasonable for CP to overhedge or otherwise profit at the expense of other users of the market prior to release of the information.

**Issue 12.** Should the range of financial products covered by the insider trading provisions of the Financial Services Reform Bill exclude indices, derivatives over commodities and/or any other financial products?

**On-market and off-market application of insider trading prohibition**

**The issue**

2.93 Should the insider trading legislation be limited to financial products that are traded or tradeable on a public market?

**Australian law**

2.94 The Australian legislation applies to the securities of all bodies corporate.\(^{184}\) It is not confined to the securities of public companies or listed entities, except in one instance.\(^{185}\)

---

\(^{184}\) s 1002(a).

\(^{185}\) The prohibition on communication of inside information by an insider to a third party only applies to securities of listed public companies: s 1002G(3).
Oversea law

2.95 Most overseas jurisdictions confine the insider trading provisions to transactions in which there is a direct or indirect link between the securities, or the parties, involved and a public market. All jurisdictions cover transactions in securities that are traded on-market. In addition, various jurisdictions extend their insider trading laws to:

- transactions in securities that are capable of being traded, whether or not they are actually traded, on-market\(^\text{186}\)
- transactions in any securities that give an indirect interest in tradeable securities\(^\text{187}\)
- transactions where the person trading has relied on or acted through a professional intermediary, or was himself or herself acting as a professional intermediary,\(^\text{188}\) or
- transactions in securities of public issuers or securities that are distributed to the public.\(^\text{189}\)

Advisory Committee view

2.96 The market fairness and market efficiency rationales for prohibiting insider trading are concerned with the impact on public markets. On one view, the legislation should be confined to on-market transactions and those off-market transactions that can affect public markets, for instance where the securities involved are publicly tradeable (even if traded off-market) or create an indirect interest in tradeable securities. Also, the insider trading provisions could cover any transactions involving professional intermediaries, as in some overseas law, given the linkage to, and possible impact on, public markets.

2.97 The further extension of the provisions to securities of unlisted or proprietary companies can create practical problems. For instance, shareholders in many proprietary companies may not be aware of the application of the insider trading provisions to them. Also, it is usually not possible to avoid a breach of the insider trading provisions with respect to these companies by making the information publicly available. However, this problem may not be significant. In some cases, the matter can be resolved by appropriate exchange of information between the contracting parties so that each is aware of any confidential price-sensitive information, thereby attracting the equal information defence.

2.98 An argument against exempting off-market transactions is the possibility of avoidance, if any exemption includes the securities of proprietary holding companies of public companies. A person with inside information might be able to trade in the proprietary holding company’s securities, notwithstanding that he or she is prohibited

\(^{186}\) Germany, South Africa.
\(^{187}\) France.
\(^{188}\) UK.
\(^{189}\) Canadian provincial securities legislation, New Zealand.
from trading in the public company’s securities. However, this would only affect shareholders of the proprietary holding company, who may have private contractual remedies. Persons transacting in shares of the public company would not be directly affected.

**Issue 13.** Should the insider trading legislation apply to any trading or only transactions that are or can be carried out on a public market?

**An entity issuing new securities**

**The issue**

2.99 An entity may lawfully raise capital through new securities issues in the form of initial public offerings (IPOs) or rights issues. Should the insider trading provisions apply to new issues?

**Australian law**

2.100 In *Exicom Limited v Futuris Limited* (1995),\(^\text{190}\) the Court ruled that the current insider trading provisions do not apply to new share issues.\(^\text{191}\) Therefore, a private initial placement by a company to a subscriber could not constitute insider trading (even if the company had confidential price-sensitive information not known to the subscriber). In so ruling, the Court relied on the Court of Appeal decision in *Hooker Investment Pty Ltd v Baring Brothers* (1986)\(^\text{192}\) that the insider trading provisions in the previous Companies Code should be restricted to previously issued shares.

2.101 The reasoning in the *Exicom* case is questionable, given that the *Hooker* decision was based on the language of the previous Code, which did not exempt underwriting agreements for new share issues. The Court in *Hooker* ruled that, unless new share issues were exempted, entry into an underwriting agreement for those shares would be very difficult. By contrast, the current legislation, which applied in the *Exicom* case, has a specific exemption for underwriting.\(^\text{193}\)

**Overseas law**

2.102 A New Zealand Discussion Paper raises the question whether a company’s new share issues made pursuant to a prospectus should be specifically exempt from the insider trading prohibition.\(^\text{194}\)

2.103 SEC Rule 10b5-1 enables companies to make new securities issues, provided that directors reach the decision to issue securities before obtaining any inside information and they have no further discretion over the share issue scheme.

---

\(^\text{190}\) (1995) 18 ACSR 404.
\(^\text{191}\) The Court ruled that s 1002G (the insider trading prohibition) was directed to market dealings in previously issued securities. Young J ruled that the word “subscribe” in s 1002G(2) does not include subscribing for new shares to be issued by the company, despite the very broad definition of “securities” in s 1002A(1).
\(^\text{192}\) (1986) 10 ACLR 462, 4 ACLC 243.
\(^\text{193}\) s 1002J.
Advisory Committee view

2.104 New securities issues are an important means for companies to expand their financial base and ensure an appropriate equity/debt gearing ratio. The insider trading laws should not create inappropriate obstacles to this process. However, subscribers also need protection against the possibility of a company issuing new securities without disclosing negative inside information. Exempting new securities issues from the insider trading laws could deprive shareholders of this protection.

2.105 In many instances, a company would be required to disclose information either under continuous disclosure or in the prospectus accompanying the new issue.

2.106 The Committee acknowledges the practical problems faced by directors who are often likely to hold some confidential price-sensitive information. The principles in SEC Rule 10b5-1 may provide a suitable way of achieving a balance in some instances. Under those principles, a company could issue new securities, provided that the directors, at the time they resolved to make the securities issue offer, were not aware of any relevant confidential price-sensitive information (other than any information that would be disclosed before or pursuant to the issue offer), and had no subsequent discretion over the issue offer or its terms.

Issue 14. What, if any, amendments are needed to enable companies to issue their own securities without breaching the insider trading provisions, while properly protecting investors?

An entity buying back its issued securities

The issue

2.107 An entity may lawfully buy back its own securities. How should the insider trading provisions apply to this activity?

Australian law

2.108 A managed investment scheme may buy back members’ interests without breaching the insider trading provisions, provided the buy-back price is calculated pursuant to the scheme constitution and by reference to the underlying value of the scheme assets, and not unilaterally by any party in possession of any inside information.\(^\text{195}\)

2.109 In relation to companies, Young J in\textit{ Exicom Limited v Futuris Limited} (1995)\(^\text{196}\) ruled that a company cannot be an insider in relation to its own shares, as:

\(^{195}\) s 1002H. Securities, for the purpose of the insider trading provisions, include interests in managed investment schemes: s 1002A(1) definition of “securities”. The buy-back is permitted because the buy-back price is determined by objective factors, as per the constitution of a managed investment scheme, not by any person in possession of inside information. The right of members to withdraw from a managed investment scheme is regulated under ss 601KA-601KE.

\(^{196}\) (1995) 18 ACSR 404.
“the theory behind insider trading is breach of fiduciary duty ... and ... the whole genesis of this aspect of the law from the law of fiduciary obligation shows that one does not owe a fiduciary obligation to oneself.”\textsuperscript{197}

In consequence, a company could buy back its own shares without reference to the insider trading provisions.

2.110 The conclusion in \textit{Exicom} is questionable. The Australian insider trading provisions are not confined to persons who have some fiduciary link with the company whose securities are traded, nor do they require that there be any breach of fiduciary duty for insider trading to take place.

\textbf{Overseas law}

\textit{New Zealand}

2.111 A New Zealand Discussion Paper considers whether share buy-backs should be specifically exempt from the insider trading provisions. The Paper argues that:

\begin{quote}
“Without any exception in the statute it seems that a company may be liable as an insider ... where it purchases shares pursuant to a buy-back. The statutory procedure in the [New Zealand] Companies Act regulating buy-backs contains detailed restrictions on the extent to which the board can hold material price-sensitive information which is not disclosed to shareholders when making a buy-back offer. In these circumstances it has been suggested that buy-backs should be taken outside the ambit of the insider trading provisions.”\textsuperscript{198}
\end{quote}

2.112 In some, but not all, instances, the Australian share buy-back provisions require companies to make full disclosure of all information relevant to their shareholders’ decision whether to approve the buy-back proposal\textsuperscript{199} or accept the buy-back offer.\textsuperscript{200} No statutory disclosure obligation applies to on-market buy-backs that do not exceed more than 10% of a company’s capital in any 12 month period.\textsuperscript{201} Some confidential price-sensitive information may also be exempt from disclosure under the continuous disclosure requirements.\textsuperscript{202}

\textit{United States}

2.113 US companies that engage in share buy-backs while in possession of inside information are potentially liable for insider trading under the fiduciary duty

\textsuperscript{197} At 408-409.
\textsuperscript{199} ss 257C(2), 257D(2).
\textsuperscript{200} s 257G.
\textsuperscript{201} s 257B(1).
\textsuperscript{202} ASX Listing Rule 3.1.1 contains various exceptions to the continuous disclosure requirements, including where the information concerns an incomplete proposal or negotiation, comprises matters of supposition, is insufficiently definite to warrant disclosure, is generated for the internal management purposes of the entity or is a trade secret.
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rationale. To make these buy-back powers more workable, SEC Rule 10b5-1 now permits companies to engage in buy-backs without running the risk of insider trading, provided that the directors make the buy-back decision before obtaining any inside information and they have no further discretion over the scheme.

Advisory Committee view

2.114 Buy-backs are a well-recognized method for companies to contract their equity base. The insider trading laws should not create inappropriate obstacles to this process. However, shareholders also need protection against a company taking advantage of inside information to buy back its shares for less than what the company would have to pay if the information was disclosed, thereby advantaging remaining shareholders over selling shareholders. This favouring of one class of shareholders over another class is inconsistent with the basic principle of corporate governance to treat all shareholders equally.

2.115 To apply the insider trading rules to buy-backs is consistent with a recommendation in a previous Insider Trading Report, and comments by other commentators, that a company should be an insider in relation to its own securities.

2.116 The principles in SEC Rule 10b5-1 would provide a suitable way of permitting buy-backs in some circumstances. Under those principles, a company could buy back its shares, provided that the directors, at the time they resolved to make the buy-back offer, were not aware of any relevant confidential price-sensitive information (other than any information that would be disclosed before or pursuant to the buy-back offer) and had no subsequent discretion over the buy-back offer or its terms.

Issue 15. What, if any, amendments are needed to enable companies to buy back their own securities without breaching the insider trading provisions?

Exercise of physical delivery option rights by informed persons

The issue

2.117 Persons may, when they are not aware of inside information, lawfully enter into option contracts under which they may buy (call options) or sell (put options) particular securities within, or at the end of, a specified period. Should they be permitted to exercise their physical delivery call or put rights (against the
counterparty or the clearing house) if in the meantime they become aware of relevant inside information, thereby becoming informed persons?

**Australian law**

2.118 Entry into option contracts to buy or sell securities is subject to the insider trading provisions. Likewise, exercise of a physical delivery right under an option contract would constitute a purchase or sale of the affected securities, also within the insider trading provisions. In consequence, any party to a physical delivery option contract who becomes aware of inside information in the period between entry into and exercise of that option contract (an informed person) cannot lawfully exercise a physical delivery option right. Mere disclosure of the information to the counterparty, even if possible, may not suffice to permit the informed person to exercise the option. Also, the informed person would not have the defence of acting pursuant to a legal obligation.

2.119 By contrast, an informed person who obtains negative inside information in the interim period may lawfully decide not to exercise a physical delivery option, given that the Australian legislation does not apply to non-trading.

**Overseas law**

2.120 Put and call options are subject to the insider trading provisions of overseas jurisdictions.

2.121 In some instances, an informed person who holds a put or call option could seek to rely on a statutory use requirement, or a “non-use” defence, in exercising the physical delivery rights, that is, the insider did not use the inside information in deciding to exercise those rights (see paras 2.144-2.147).

---

205 s 1002G(2), (3) prohibit an insider from entering into an agreement to purchase or sell securities. Paragraph (e) of the definition of “securities” in s 1002A(1) refers to “an option contract under which a party acquires from another party an option or right, exercisable at or before a specified time, to buy from, or sell to, that other party a number of securities … at a price specified in, or to be determined in accordance with, the contract”.

206 For instance, A and B enter into a physical delivery put option (the first transaction), whereby A can require B to buy specified securities from A. If A exercises that physical delivery right, B must purchase the specified securities from A (the second transaction). The second transaction would constitute a purchase for the purpose of the prohibitions in s 1002G(2), (3).

207 For instance, A and B enter into a physical delivery call option (the first transaction), whereby A can require B to sell specified securities to A. If A exercises that physical delivery right, B must sell the specified securities to A (the second transaction). The second transaction would constitute a sale for the purpose of the prohibitions in s 1002G(2), (3).

208 Under s 1002T(2)(b), it is a defence “if the Court is satisfied that the other party to the transaction or agreement knew, or ought reasonably to have known, of the information before entering into the transaction or agreement”. Presumably, this refers only to entry into an option contract, not its exercise, given that its intended purpose is to exempt transactions where both parties, each with inside information, have freely entered into the agreement. Arguably, it could not apply at the time of exercise of the option, as only one party has any discretion at that time.

209 Section 1002K provides that the insider trading prohibition does not apply in respect of the purchase of securities pursuant to a requirement imposed by the Corporations Law. Exercise of an option is pursuant to a private contract, not the Corporations Law. Also, the exercise could not be said to be pursuant to a “requirement”: the insider could simply allow the option to lapse unexercised.
2.122 The UK and South African provisions also have a defence for an insider who shows that “he would have done what he did even if he had not had the information”. The informed person could provide evidence that he or she would have exercised the physical delivery right even in the absence of the inside information.

Advisory Committee view

2.123 It appears anomalous that a person who bona fide enters into a physical delivery option contract, and subsequently becomes an informed person, can settle that contract in cash, but cannot exercise the alternative physical delivery rights unless the later-acquired inside information has become generally available before the exercise period expires.

2.124 An informed person should be permitted to exercise physical delivery rights (and thereby receive the securities from the counterparty under a call option or require the counterparty to take delivery of the securities under a put option), provided that this person did not have inside information at the time of entry into the option contract and the exercise price was fixed at that time. Persons should be entitled to the benefit of rights for which they contracted in good faith.

2.125 An informed person in these circumstances may sometimes have an advantage over other option holders, for instance, exercising a physical delivery call option (when in possession of later-acquired positive inside information) where other, uninformed, call option holders let their options lapse (given that they appear to be out-of-the-money). However, the insider trading provisions should not seek to deal with this advantage, given that the person only became an informed person after entry into the option contract. Also, in some instances, informed persons may have a fiduciary duty not to publicly release the inside information at the relevant time.

2.126 An exemption for exercise of physical delivery rights by informed persons could, however, be abused if the exercise price could be determined by events after entry into those contracts. An example might be a call option between a company and its directors whereby the directors may subscribe for their company’s shares, at any time before expiry of the option, for the market price (or some discount on that price) at the time of exercise. The directors could take advantage of any price-positive inside information by exercising their options to subscribe for the shares before releasing that information. By contrast, outright on-market share acquisitions by these directors in these circumstances would continue to constitute insider trading. For these reasons, the Advisory Committee supports an exemption only where the exercise price is fixed on entry into the original option contract.

Issue 16. What, if any, amendments are needed to enable informed persons (that is, persons who only receive inside information in the period between entry into and exercise of an option contract) to exercise their physical delivery option rights without breaching the insider trading provisions?

211 Cash-settled option contracts do not involve any purchase or sale of securities, and therefore fall outside the insider trading prohibitions in s 1002G(2), (3).
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Exercise of physical delivery option rights by uninformed counterparties

The issue

2.127 Should an uninformed counterparty to a person who has become aware of inside information in the period following entry into the option contract be permitted to require the informed person to satisfy that contract by physical delivery (that is, by purchasing or selling securities)? In practice, this issue would only be of concern in face-to-face off-market transactions, given the clearing house novation arrangements for on-exchange transactions.

Australian law

2.128 As previously indicated (para 2.118), the Australian insider trading provisions apply both at the time of entry into option contracts and at the time of their exercise. Persons who become aware of inside information in the interim period (informed persons) would be caught by these provisions if, at the direction of the uninformed counterparty, they either purchased securities from the counterparty (to honour the exercise of a physical delivery put option by the counterparty) or purchased securities from a third party (to honour the exercise of a physical delivery call option by the counterparty). In consequence, informed persons may be unable to honour their physical delivery obligations.

Overseas law

2.129 Under the UK and South African law, an informed person could argue that he or she was obliged to transact in the affected securities in order to honour the physical delivery option contract with the counterparty and therefore “he would have done what he did even if he had not had the information”.

2.130 It has been recommended that the Canadian federal legislation be amended to specifically exempt informed persons transacting in securities under option contracts exercised by uninformed counterparties.

---

212 This Paper does not review the case where a person at the time of entry into an option contract with an uninformed counterparty possessed relevant inside information, thereby breaching the insider trading provisions. In this case, the uninformed counterparty has common law remedies for illegality of contract.

213 The option contract may provide for alternative remedies, for instance, that the counterparty purchases the shares and claims any costs additional to the option price from the defaulting party.


Advisory Committee view

2.131 It is anomalous that an uninformed counterparty can require settlement of a put or call option contract in cash, but may be unable to enforce physical delivery rights if the other party has become an informed person. This anomaly could be avoided by applying the insider trading provisions, in this context, only at the time of entry into the option contract. In consequence, an informed person could lawfully transact in affected securities if so required by the uninformed counterparty.

2.132 It is not necessary to limit this exception to option contracts that fix the exercise price, given that the physical delivery discretion in this case lies with the uninformed counterparty, not the informed person.

Issue 17. What, if any, amendments are necessary to enable uninformed counterparties to informed persons (that is, persons who only receive inside information in the period between entry into and exercise of an option contract) to exercise their physical delivery options?

Subjective elements

Awareness and knowledge of inside information

The issue

2.133 Should a person’s liability for breaching the insider trading provisions require that the person both be aware of the relevant information and know that it is inside information?

Australian law

2.134 Under the Australian legislation, the prosecution must prove:

- *awareness of the information*, that is, the defendant was aware of (possessed) the relevant information at the time of trading or procuring (*subjective awareness test*),\(^{216}\) and

- *knowledge that the information is inside information*, that is the defendant knew (*subjective knowledge test*) or ought reasonably to have known (*objective knowledge test*) that this information was not generally available and was materially price-sensitive.\(^{217}\)

\(^{216}\) This matter is not totally beyond doubt. The insider trading prohibition in s 1002G(1) applies to a person who “possesses” information. Section 86 states that “a thing that is in a person’s custody or under a person’s control is in the person’s possession”. However, it seems unrealistic to apply this provision to insider trading, as this could extend these provisions to situations where persons had physical custody, say, of documents containing confidential price-sensitive information, but without being aware of the nature, content or price significance of those documents.

\(^{217}\) s 1002G(1)(b), (2).
These awareness and knowledge tests are consistent with the recommendations in the Griffiths Report.218

**Overseas law**

*Awareness of the information*

2.135 Most overseas jurisdictions require proof that the person was subjectively aware of particular information.

2.136 However, French courts have implied into the French criminal insider trading law a presumption of awareness of particular information in limited circumstances. Thus, any persons who were the directors of, or were otherwise involved in, the management of a company and who traded in the securities of that company are deemed to be aware of any inside information that derived from within that company when they conducted the transactions. The defence has the onus of rebutting that presumption of awareness.219

*Knowledge that the information is inside information*

2.137 The UK and South African provisions apply only the subjective knowledge test, that is, the defendant must “know” that the information is inside information.220 There is no equivalent of the alternative objective knowledge test. Various commentators have referred to the difficulties in proving subjective knowledge:

“It is clear that [under the South African and UK provisions] only subjective appreciation of these facts will do. Thus, for example, if the accused thinks (no matter how unreasonably) that the information is public, then he does not commit the offence. The prosecution will have to prove that this subjective requirement has been met and it is of concern that perpetrators may be able, too readily, to avoid prosecution on the basis of ‘lack of knowledge’”.221

2.138 By contrast, the Monetary Authority of Singapore (MAS) proposes that the Australian subjective/objective knowledge tests, modified by a presumption of knowledge, apply to “connected persons”, but that only the subjective knowledge test, with no presumption, apply to non-connected persons. Under these proposals:

---

218 Fair Shares for All, paras 4.10 - 4.10.9 and Recommendation 10.
220 UK Criminal Justice Act 1993 s 57(1) provides that “a person has information as an insider if and only if ... it is, and he knows that it is, inside information ... ”. Cf the South African Insider Trading Act 1998 s 2(1), which refers to “any individual who knows that he or she has inside information”.
liability of directors, other officers and other connected persons\textsuperscript{222} for breach of the insider trading provisions would depend on showing that they knew (subjective knowledge test) or ought reasonably to have known (objective knowledge test) that any information concerning their corporation was not generally available and was materially price-sensitive.\textsuperscript{223} Connected persons would be presumed to have satisfied these knowledge tests, unless they can prove otherwise on a balance of probabilities.\textsuperscript{224} The MAS considers that this approach will introduce greater discipline for those in fiduciary positions\textsuperscript{225}.

by contrast, liability of non-connected persons would depend on proof of the subjective knowledge test, that is, that they knew that the information in their possession was not generally available and was price-sensitive.\textsuperscript{226}

\textit{Advisory Committee view}

\textit{Awareness}

2.139 Obtaining corroborative evidence that a person was subjectively aware of inside information can be one of the most difficult aspects of insider trading investigations.

2.140 The French rebuttable presumption of awareness may assist in insider trading prosecutions against directors and managers of a company, who may be the persons most likely to be aware of inside information. However, it would not overcome the evidential difficulties in proving awareness in any prosecutions against third persons who may have received inside information from directors or managers. The mere existence of a relationship between a director or manager and a third person would not usually be sufficient to prove that the inside information had been passed on to the third party.

\textsuperscript{222} The draft Securities and Futures Act 2001 s 208(5) defines persons who are connected to a corporation to include:
- any director or other officer (as defined in s 208(6))
- any substantial shareholder of that corporation or of a related corporation
- any person who occupies a position that may reasonably be expected to provide access to inside information by virtue of any professional or business relationship between the person (or the person’s employer) and that corporation or a related corporation, or through being an officer of a substantial shareholder of that corporation or a related corporation.

\textsuperscript{223} Draft Securities and Futures Act 2001 s 208(1)(b).

\textsuperscript{224} This is the apparent intention of the draft Securities and Futures Act 2001 s 208(4), which provides that:

“In a prosecution of a person for a contravention of [the trading, procuring or disclosing offences], where the prosecution proves that the insider who is connected to a corporation knows or ought reasonably to know that he possesses information concerning that corporation that is not generally available but, if the information were generally available, a reasonable person would expect it to have a material effect on the price or value of securities of that corporation, it shall be presumed that such a connected person knows, or ought reasonably to know, that the information is not generally available and if it were generally available, it would have a material effect on the price or value of those securities, unless he can prove otherwise, on a balance of probabilities.”

\textsuperscript{225} MAS, \textit{The Securities and Futures Act 2001 Consultation Document} (March 2001) at 27.

\textsuperscript{226} Draft Securities and Futures Act 2001 s 207(1)(b).
Knowledge

2.141 A rebuttable presumption that directors and other connected persons are aware that information they hold is inside information could also assist in insider trading prosecutions. The contrary argument is that it is not generally appropriate to have presumptions of this nature in criminal proceedings, even against persons closely connected with the source of the inside information.

Issue 18. Should any amendments be made to the current awareness test?

Issue 19. Should any amendments be made to the current knowledge test?

Use of inside information

The issue

2.142 Should criminal liability for insider trading require that a person holding inside information has used (relied on) that information in trading?

Australian law

2.143 The Corporations Law does not require the prosecution to show that a person holding inside information used that information when trading in affected securities. The Griffiths Report recommended that the legislation provide that a person shall not use confidential price-sensitive information to trade in securities. However, the Government at the time of introducing the 1991 amendments to the insider trading law took the view that, once the prosecution has proved that the person was in possession of the inside information and traded in the relevant securities, it was reasonable to assume that the person was motivated to trade by possession of that information. However, there is no case law that deals with this matter.

Overseas law

Use requirement

2.144 Some jurisdictions require the prosecution to prove that the defendant used or took advantage of the inside information.

Defence of non-use

2.145 Some other jurisdictions provide a defence of non-use, namely, that the insider can show that he or she would have acted in the same manner even without the inside information. This defence may be available to an insider who transacted in order to

---

227 Fair Shares for All Recommendation 2.
228 Government Response to Fair Shares for All, para 29.
229 Germany, Canadian federal legislation, Singapore (though the draft Singapore Securities and Futures Act 2001 abolishes the use requirement).
230 UK, South Africa.
meet a pressing financial need or contractual obligation or who simply followed independent professional advice or a general trading strategy.

2.146 One commentator has pointed to other ways in which the non-use defence might operate:

“This effectively allows certain individuals to avoid a conflict of interest between their contractual or fiduciary obligations and the fact that they have personal knowledge of inside information at the time. For example, the insolvency practitioner who has to liquidate all the assets of an insolvent company can safely deal if he has also price-sensitive information about the securities he is about to sell.”

2.147 By contrast, there has been some criticism of this non-use defence, at least as it applies to forced sales:

“Although these defences are designed to exonerate forced sales, eg to pay back tax or satisfy pressing trade creditors, in one sense there is no legitimate reason why they should be allowed, since imprudence in handling one’s business affairs such as to require panic realisation of assets is hardly a justification for acting on inside information.”

Specific defences

2.148 The United States and the Canadian provinces have taken a different approach by having various specific defences instead of a use requirement.

2.149 SEC Rule 10b5-1 was introduced in 2000 to override previous court decisions that applied a use requirement in the US insider trading laws. The SEC Rule abolishes the use requirement, but permits persons to structure securities trading plans and strategies, including selective buy-backs, employee share plans or dividend re-investment plans, which may be implemented at any future time, provided that those persons are not aware of material nonpublic information at the time of devising the plan, entering into a binding contract to purchase or sell securities or instructing

---


233 P Mitchell, Insider Dealing in UK Butterworths Corporate Law Service: Corporate Transactions, Chapter 8, para [8.141] gives the following examples:

“X decides on strategic investment grounds to increase his portfolio exposure in European recovery stocks and selects shares in Y GmbH which are rising in value. X also has price-sensitive information about Y GmbH but does not buy the shares for that reason. The ‘lack of intention’ defence should apply.

X decides that his property securities holdings are declining in value and that he must liquidate the entire portfolio. He has information about Z plc, which will cause its shares to fall even faster than the remainder of the market sector. The ‘inevitable transaction’ defence ought to apply here.”


235 P Mitchell, Insider Dealing in UK Butterworths Corporate Law Service: Corporate Transactions, Chapter 8, para [8.142].
an agent to do so and have no discretion over the previously determined trading plan if they later become aware of any inside information.

Advisory Committee view

2.150 There should be no requirement that the prosecution prove that the defendant used the inside information. Experience from US case law points to the great difficulties that any prosecutor may face in proving that a defendant actually used inside information in consummating particular transactions.

2.151 A defence of non-use would assist defendants who can establish that their trading is totally unrelated to their possession of inside information. However, it may enable individuals to erect plausible screens to disguise their real motivation for trading. It may be a simple matter for a trader, with the benefit of hindsight, to suggest numerous reasons for trading other than the possession of inside information.

2.152 By contrast, specific defences similar to SEC Rule 10b5-1 may provide companies and individuals with the flexibility to plan their securities trading at a time when they have no inside information advantage over other market participants. Without some exemption, bona fide market participants may be unable to trade because of information that comes to their attention after they have reached their trading decisions. The evidential onus should rest on persons relying on the Rule to establish that they acted before becoming aware of the inside information.

Issue 20. Should the Australian legislation deal more specifically with the use requirement issue and, if so, in what manner?

Trading contrary to inside information

The issue

2.153 Should an insider be permitted to trade contrary to the inside information that he or she holds, that is, by selling [buying] particular securities while holding positive [negative] inside information concerning them?

Australian law

2.154 The statutory prohibition on trading\(^{236}\) applies, regardless of whether that trading is consistent with the likely price impact of the inside information.

Overseas law

2.155 The UK legislation provides a defence if the defendant can show:

“That he did not at the time expect the dealing to result in a profit [or avoidance of a loss] attributable to the fact that the information in question was price-sensitive information in relation to the securities.”\(^{237}\)

\(^{236}\) s 1002G.

\(^{237}\) Criminal Justice Act 1993 s 53(1)(a), (6).
2.156 By contrast, the South African legislation, which is largely modelled on the UK provisions, has not included this defence.

Advisory Committee view

2.157 There may be an assumption in the commercial community that any trading contrary to inside information is permitted, or is at least less reprehensible, as the insider has not benefited from the transaction. Also, a regulator may be less likely to take action against a person who clearly traded contrary to inside information.

2.158 The Advisory Committee, however, does not support the UK defence. The risk remains of its being manipulated by persons with inside information claiming that, despite trading profitably, they did not expect to receive a profit (or avoid a loss) through their trading. Also, some confidential inside information may clearly be price-sensitive, without the holder being able to determine whether it will increase or decrease the price of the securities (for instance, the pending resignation of a senior executive or a planned merger). A UK-type provision may provide a fortuitous defence to an insider who traded on what turned out to be that person’s incorrect assumption about the price impact of the inside information, when later made public.

Issue 21. Should the legislation permit an informed person to trade contrary to inside information?

Exemptions

Underwriting

The issue

2.159 Should an underwriter be permitted to subscribe for securities pursuant to an underwriting agreement before inside information given to the underwriter becomes generally available?

2.160 Should an underwriter be permitted to on-sell securities taken up under an underwriting agreement before inside information given to the underwriter becomes generally available?

Australian law

2.161 The insider trading provisions do not apply to:

- the communication of inside information solely for the purpose of procuring a person to enter into an underwriting or sub-underwriting agreement (communication exemption)\(^2\)\(^{238}\)

- an underwriter or sub-underwriter who has that inside information subscribing for securities under that agreement (subscription exemption)\(^2\)\(^{239}\)

\(^{238}\) s 1002J(2).

\(^{239}\) s 1002J(1)(a), (b).
• an underwriter or sub-underwriter who has that inside information on-selling securities acquired under an underwriting agreement (on-selling exemption).\textsuperscript{240}

2.162 The 1989 Griffiths Report referred to submissions arguing for the subscription and on-selling exemptions.\textsuperscript{241} The Report supported these two exemptions, without any discussion of their merits.\textsuperscript{242} The Explanatory Memorandum to the 1991 insider trading amendments adopted the Report’s recommendation, without any comment.\textsuperscript{243}

Advisory Committee view

Communication exemption

2.163 It is essential to retain the communication exemption. Underwriters and sub-underwriters quite reasonably require full disclosure of all relevant information in deciding whether to underwrite a proposed issue. Without these disclosures, underwriters (and sub-underwriters) would not be prepared to provide this essential service. Likewise, intending issuers need to have the freedom to disclose confidential price-sensitive information to potential underwriters during negotiations to select the underwriter and agree on the terms of the underwriting.

Subscription exemption

2.164 The subscription exemption is justifiable in principle, though it may not be strictly necessary, given that the equal information defence would apply to transactions between the company and the underwriter (or sub-underwriter) where all relevant information has been disclosed.

On-selling exemption

2.165 On one view, the on-selling exemption may assist companies to raise capital. Companies may find it more difficult to obtain an underwriter at a reasonable cost unless the underwriter has the discretion to on-sell the securities that may have to be taken up under an underwriting agreement, even where inside information known to the underwriter is not yet generally available.

2.166 From another perspective, there is no clear justification for any on-selling exemption in the pre-public disclosure period. Arguably, the right of underwriters to on-sell securities in this period should be limited to sales to sub-underwriters. In this case, the existing equal information defence would apply, given the commercial practice of all material information being disclosed to underwriters and sub-underwriters. Permitting on-selling to uninformed counterparties may be contrary to the market fairness and market efficiency rationales behind the insider trading prohibition.

\textsuperscript{240} s 1002J(1)(c).
\textsuperscript{241} Fair Shares for All, para 4.3.4.
\textsuperscript{242} Recommendation 2.
\textsuperscript{243} para 349.
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**Issue 22.** Should the underwriting exemptions be reformulated and, if so, in what manner?

**Transactions by external administrators**

**The issue**

2.167 Should external administrators of companies and the equivalent representatives of personal estates be exempt from the insider trading provisions in the exercise of their official powers?

**Australian law**

2.168 Liquidators, personal representatives of deceased persons and trustees in bankruptcy may lawfully transact in securities, notwithstanding that they hold inside information about those securities, provided they act in good faith and in the performance of the functions of their office.244

2.169 There is no equivalent statutory protection for administrators, scheme managers, receivers, and receivers and managers. These persons are only protected for any transaction that is entered into pursuant to a *requirement* (as opposed to in the mere exercise of a power) imposed by the Corporations Law,245 or for communicating any inside information pursuant to any requirement imposed by a government or regulatory authority.246

**Advisory Committee view**

2.170 The rationale of the current exemption for liquidators, personal representatives of deceased persons and trustees in bankruptcy is not readily apparent. On the one hand, these office holders would not gain personally from securities trading, which could also assist in the effective and expeditious fulfilment of their functions. However, such trading could be seen as being contrary to the principles of market fairness and market efficiency. Given this, it is also questionable whether administrators, scheme managers, receivers, and receivers and managers should have any exemption.

2.171 On one view, any exemption should be limited to inside information that external administrators have obtained before their appointment. Without that exemption, some companies could be prejudiced simply by the pre-existing state of knowledge of the particular appointee.

**Issue 23.** Should the rules regulating transactions by external administrators be amended and, if so, in what manner?

---

244 Corporations Regulations reg 7.11.01(1)(d).
245 s 1002K.
246 s 1002L.
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Intermediaries

Liability of an insider when trading through an intermediary

The issue

2.172 Persons with inside information may attempt to trade through intermediaries. Should they be liable when they instruct a broker to trade, when that broker places their offer on the market, when that offer is accepted by a counterparty broker or at some other time?

Australian law

2.173 The Corporations Law, prior to 1991, provided that an insider “shall not deal” in relevant securities.247 “Deal” includes making an offer.248 Thus, for instance, if the pre-1991 insider trading provision still applied, a person could breach the legislation when his or her broker enters an offer on a SEATS terminal, whether or not the offer is accepted.

2.174 However, the 1991 amendments adopted different language. An insider must not “subscribe for, purchase or sell, or enter into an agreement to subscribe for, purchase or sell, any such securities”.249 A comparable prohibition applies to procuring a trade by another person or communicating inside information to another person who would be likely to trade.250

2.175 In R v Evans and Doyle (1999)251 (the Mt Kersey case), the Court held that the relevant “agreement” referred to in the statutory prohibition was the on-market broker-to-broker agreement, not the earlier client-broker agreement to trade.252

---

247 s 1002(1), prior to its repeal in 1991.
248 s 9 definition of “deal”.
249 s 1002G(2)(a).
250 s 1002G(2)(b), (3).
251 Supreme Court of Victoria, 15 November 1999.
252 The Court identified four agreements in a traditional on-market purchase, namely, the two initial agency agreements between the future contracting parties and their brokers, the later on-exchange contract between the brokers, and the deemed simultaneous consequential contract between the contracting parties. The Court held that the reference to “enters into an agreement” to purchase or sell securities in s 1002G(2)(a) refers in the context of market trading not to the initial agency contract but to the later contract entered into by the buying and selling brokers on behalf of their clients:

“the agreement to purchase the securities is entered into by the buying broker on behalf of his client when such agreement is concluded with the selling broker, thereby causing the buying broker’s client to enter in an agreement with the seller to purchase the securities”.

By contrast:

“a person instructing a broker to purchase shares on the exchange market on his or her behalf ... does not enter into an agreement to purchase securities within the provisions of s 1002G(2)(a). In such circumstances, the client is entering into an agency contract or agreement. It is only if and when a trade or agreement to purchase the securities has been achieved by the broker that, as an agent, the broker enters into an agreement to purchase securities causing the principal also to enter an agreement to purchase securities”.

In excluding the earlier agency agreement, the Court referred to the possibility of events intervening following a client instructing the broker to acquire or sell shares:
2.176 One consequence of the Mt Kersey case is that the insider trading provisions apply to any person who receives inside information about particular securities in the period between giving instructions to the broker to transact in those securities and the counterparty’s broker accepting the offer. In consequence, that person may need to take all reasonable steps to cancel an order prior to its acceptance.

**Overseas law**

2.177 Under the UK and South African provisions, an insider is not guilty of insider dealing by virtue of dealing in securities if the insider shows that he or she would have acted in the same manner even without the inside information.\(^{253}\) This defence could be raised by persons who became insiders only after giving instructions to their brokers and thereafter did not alter those instructions.

2.178 One US commentator argued that persons in these circumstances should be required to cancel the trade, unless this involves a penalty:

> “So long as the ability to cancel without liability is present, a decision not to cancel is, in effect, an investment decision.”\(^{254}\)

2.179 Subsequently, however, SEC Rule 10b5-1 introduced a specific affirmative defence to a breach of the insider trading provisions that, “before becoming aware of the information, the person had instructed another person to purchase or sell the security for the instructing person’s account”. That exclusion only applies to instructions given in good faith and not as part of a plan or scheme to evade the insider trading prohibition.

**Advisory Committee view**

2.180 There are at least three options for determining the time when insiders who act through a broker or other market intermediary incur liability:

- *when the client gives instructions to a broker.* A client who at that time was not aware of inside information would not breach the legislation, even where the client subsequently became aware of any inside information. In this respect, this result would reflect the approach in SEC Rule 10b5-1

- *when an offer is placed on a stock exchange trading system.* A client who received inside information in the period between instructing the broker and the offer being placed would be obliged to take all reasonable steps to withdraw the offer to avoid breaching the legislation. This would reflect the pre-1991 provision which provided that an insider “shall not deal in relevant securities”, with the term “deal” including making an offer.

---
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• *when the offer is accepted by another exchange trader.* This would reflect the decision in the *Mt Kersey* case. A client who received inside information in the period between instructing the broker and the offer being *accepted* would be obliged to take all reasonable steps to withdraw the offer to avoid breaching the legislation.

2.181 The first or second policy option could have anomalous results. A person could be liable for insider trading, even where no trading took place (for instance where the instructions were not carried out or were withdrawn, or an offer placed on the trading system was subsequently withdrawn or not matched).

2.182 The third policy option would avoid this problem and apply the insider trading provisions when on-market contracts are made. However, as noted above, this policy option would require a person who became aware of inside information after instructing a broker to act diligently to withdraw any affected offer that had not been accepted.

**Issue 24.** Should persons with confidential price-sensitive information be liable when they instruct a broker to trade, when that broker places the offer on the market, when that offer is accepted by a counterparty broker or at some other time?

**Intermediary acting on clients’ instructions**

**The issue**

2.183 Can an intermediary carry out a client’s instructions to trade in particular securities if that client has revealed to the intermediary inside information concerning those securities, or that the client holds inside information, without revealing the actual information?

**Australian law**

2.184 A person working within the office of a broker or other intermediary may lawfully carry out the instructions of a client, even where the office holds relevant inside information, provided that the person acts under specific instructions from the client and the person was not aware, and there were arrangements to ensure that he or she could not be aware, of the inside information.255 However, this Chinese Walls provision is not designed to deal with the situation where the inside information comes from the client.

2.185 On one view, an intermediary who acts for a client when aware that the client has confidential price-sensitive information would be liable for aiding and abetting any breach of the insider trading provisions by that client. This matter was raised, but not decided, in the *Mt Kersey* case.256

255 s 1002S. In addition, ASX Business Rule 3.5 deals with Chinese Walls for brokers.

256 *R v Evans and Doyle* Supreme Court of Victoria, 15 November 1999.
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Overseas law

Revealing the inside information

2.186 The South African legislation deals directly with this matter. It provides that an intermediary trading for a client is not guilty of an offence if the intermediary proves on a balance of probabilities that he or she:

“was acting on specific instructions from a client, save where the inside information was disclosed to him or her by that client.”257 [emphasis added]

This makes it clear that an intermediary cannot lawfully transact in particular securities on the instructions of a client who has given the intermediary inside information regarding those securities.

Revealing that the client has inside information

2.187 The UK Financial Services Authority Code of Market Conduct provides that intermediaries will be civilly liable for market abuse (including insider trading) in executing the instructions of their clients only if they knew or ought to have known that their clients were themselves engaging in market abuse when the intermediaries executed the clients’ transactions.258 Where these elements are satisfied, there is no requirement that the inside information be disclosed to the intermediary.

Advisory Committee view

2.188 The Advisory Committee supports the South African and UK principles, which seek to provide clear guidance to practitioners. An intermediary who has knowingly received inside information from a client, or has merely been informed by the client that the client holds inside information, should be prohibited from transacting in affected securities for that client. The Advisory Committee has not reached a view on whether this prohibition should apply where the intermediary should have been aware that the client held inside information.

2.189 An intermediary who has been informed by a client of inside information, or that the client has inside information, should be entitled to transact for other, uninformed, clients in affected securities only on an “execution-only” basis.

Issue 25. Should the legal position of intermediaries acting for clients who they know have inside information be clarified and if so, in what manner?

Issue 26. Should intermediaries who have been informed by clients that they have inside information be restricted in acting for other clients?

Internal controls over insiders

Persons trading on behalf of an entity: the Chinese Walls defence

The issue

2.190 The Australian legislation seeks to permit organizations to both research and trade, while protecting themselves from the insider trading provisions for any dealing done on their behalf, through the use of Chinese Walls between their research and trading divisions. However, is the concept of Chinese Walls outdated? Alternatively, are the current Australian Chinese Wall provisions too limited?

Australian law

2.191 The insider trading provisions apply to any person who “possesses” confidential price-sensitive information. A body corporate is taken to possess any information held by any of its officers in the course of their duties.\(^{259}\) A comparable provision applies to partnerships.\(^ {260}\) However, these entities can avoid possible contravention of the insider trading provisions through internal arrangements to ensure that no inside information or related advice is communicated within the organization to persons who are transacting on behalf of the organization.\(^ {261}\) A similar defence applies to licensees or their representatives in carrying out instructions of their clients.\(^ {262}\)

2.192 It is arguable that, as drafted, these Chinese Wall defences do not apply to the prohibited conduct of procuring another person to enter into securities transactions.\(^ {263}\) Procuring in this context can include merely encouraging an act or omission by another person.\(^ {264}\) This can result in the insider trading provisions being unduly wide.\(^ {265}\)

---

\(^{259}\) s 1002E. An officer is defined in s 9.

\(^{260}\) s 1002F.

\(^{261}\) ss 1002M, 1002N.

\(^{262}\) See paras 2.183-2.189.

\(^{263}\) s 1002G(2)(b). HAJ Ford, RP Austin & IM Ramsay, *Ford’s Principles of Corporations Law* (loose leaf, Butterworths) at [9.660], [9.670] argues that the language of ss 1002M and 1002N, in effect, only covers the offence under s 1002G(2)(a), and does not cover the procuring offence under s 1002G(2)(b).

\(^{264}\) s 1002D(2).

\(^{265}\) HAJ Ford, RP Austin & IM Ramsay, *Ford’s Principles of Corporations Law* (loose leaf, Butterworths) at [9.660] gives the following example:

“Suppose that a branch manager of a bank acquires inside information about a corporate customer of the bank. The bank itself is deemed by s 1002E(a) to possess that information, even if the branch manager has passed it on to no-one else within the bank. The bank manager knows that the information is not generally available, and would have a material effect on the price of the corporate customer’s securities, and therefore the bank is presumed to know these things: s 1002E(b). Now suppose that an employee of the financial services division of the bank advises a client to buy or sell securities of the branch manager’s customer, being unaware of the information, which the bank manager possesses. The advice encourages the client to trade and therefore procures the client to trade. Since the advice was given in the course of employment, it would appear that the procuring is attributable to the bank as principal, and the bank has therefore contravened s 1002G(2). However good the bank’s Chinese walls may be, s 1002M is of no
Advisory Committee view

2.193 The first question is whether the principles that underlie the Chinese Wall defence continue to be relevant in financial intermediary organizations. On one view, the distinction between research and trading is becoming increasingly blurred, given modern information transfer technology and the involvement of personnel with specialist knowledge of particular financial instruments in both research and trading. It may be increasingly difficult to erect, or maintain, effective communication or knowledge barriers within an organization. This might suggest that consideration should be given to removing the Chinese Walls defence from the insider trading provisions.

2.194 The alternative view is that the Chinese Walls defence should remain available to those organizations that can effectively quarantine any inside information. Also, removal of the defence may simply lead to organizations setting up separate research and trading entities to overcome the effect of the provisions that attribute the knowledge of officers or partners to the entire entity.

2.195 If the Chinese Walls defence remains, entities with effective Chinese Walls should be protected from both the trading offence and the procuring offence. Extending the exemption to procuring would not breach the market fairness and market efficiency rationales of the insider trading provisions. There would be no unfairness or unjust enrichment when an organization’s trading or procuring is done by a person who is unaware of any inside information held by that organization, given its Chinese Wall. The current limitation appears to reflect a legislative oversight, rather than any good policy reason for distinguishing between trading and procuring.

Issue 27. Should the Chinese Walls defence be amended and, if so, in what manner?

Persons trading on their own behalf: derivative civil liability

The issue

2.196 In what circumstances, if any, should anyone who is in a position to control or supervise the activities of another person be civilly liable where that other person on his or her own behalf breaches the insider trading provisions?

Australian law

2.197 Bodies corporate and partnerships holding inside information are liable for any trading done on their own behalf where any inside information is held within the entity, unless they have effective Chinese Walls to quarantine the inside information from the person who trades. However, they are not liable where any informed person within the entity trades on his or her own behalf, not on behalf of the entity.
Overseas law

2.198 United States legislation imposes derivative civil liability in some circumstances.

2.199 Any person who is in a position to control another person may be subject to derivative civil liability for any impermissible trading or tipping by that other person. That liability may be up to three times the profit gained or loss avoided by the insider or the insider’s direct tippee. A “controlling person” is defined as “any person with power to influence or control the direction or the management, policies, or activities of another person”. Control is inferred from possession of such power, whether or not it is exercised.

2.200 A controlling person has derivative civil liability for any insider trading or tipping breach by a controlled person where it is established that:

“the controlling person knew or recklessly disregarded the fact that such controlled person was likely to engage in the act or acts constituting the violation and failed to take appropriate steps to prevent such act or acts before they occurred”.

In consequence, a controlling person may not deliberately disregard circumstances suggesting that a controlled person is breaching the insider trading provisions. The clearest example of reckless disregard would be where a controlling person has no, or an apparently inadequate, internal system to control access to, or dissemination of, confidential price-sensitive information, where such information exists or is likely to exist.

2.201 The express rationale for imposing derivative liability is that insider trading may be an institutional, as well as an individual, problem:

“Firms whose lifeblood is the continued public trust in our securities markets must do more to share in the responsibility for policing those markets and should be subject to considerable penalties for a shirking of that responsibility.”

2.202 Controlling persons who are securities issuers may take various preventative steps to avoid derivative liability, including education of employees, controls over the internal dissemination of confidential price-sensitive information and reporting and other internal controls over trading in their own securities, particularly short selling or options trading in those securities. These precautions may help to rebut any claim that

---

266 Insider Trading and Securities Fraud Enforcement Act s 21A(a)(3).
267 D Langevoort, Insider Trading: Regulation, Enforcement and Prevention (West Group) (looseleaf) §8.02(2)[b] at 8-16.
the securities issuer recklessly disregarded the risk of illegal insider trading by its employees.\footnote{D Langevoort, \textit{Insider Trading: Regulation, Enforcement and Prevention} (West Group) (looseleaf) §12.03[1][b] at 12-12 to 12-16.}

2.203 Other organizations such as law or accounting firms or banks that regularly come into possession of material non-public information could also take preventative steps to minimise the possibility of insider trading abuse and any derivative liability. These steps could include prohibiting or controlling transactions in the securities of particular clients, internal reporting requirements for securities trading by partners or employees, and requirements that any securities trading be executed through a designated brokerage firm.\footnote{id, §12.03[2] & §12.03[3] at 12-27 to 12-34.}

2.204 Under US law, a controlling person may also be jointly liable in any private civil suit brought against an insider trader “unless the controlling person acted in good faith and did not directly or indirectly induce the act or acts constituting the violation or cause of action”.\footnote{Insider Trading and Securities Fraud Enforcement Act 1988 s 20(a).} One commentator suggests that a controlling person may be liable if there has been a reasonably serious breakdown in (or the non-existence of) the sorts of controls that such a person should be expected to adopt to deal with the problem of insider trading.\footnote{D Langevoort, \textit{Insider Trading: Regulation, Enforcement and Prevention} (West Group) (looseleaf) §12.03[1][c] at 12-16 to 12-21.}

2.205 US brokers or investment advisers have an additional basis for derivative liability. They may be civilly liable for any insider trading or tipping breach by an employee where they knowingly or recklessly failed to establish, maintain or enforce written policies and procedures reasonably designed to prevent the misuse of material non-public information, and that failure substantially contributed to or permitted the occurrence of the act or acts constituting the violation.\footnote{Insider Trading and Securities Fraud Enforcement Act 1988 s 21A(b)(1)(B). The elements of this statutory requirement are analysed in D Langevoort, \textit{Insider Trading: Regulation, Enforcement and Prevention} (West Group) (looseleaf) §12.05 at 12-39 to 12-44.} This nexus between the failure of the supervisory system and the insider trading is established on proof that the breakdown or failure permitted or provided some assistance to the underlying violation.\footnote{D Langevoort, \textit{Insider Trading: Regulation, Enforcement and Prevention} (West Group) (looseleaf) §8.02[2][c] at 8-23.}

\textbf{Advisory Committee view}

2.206 Arguably, any organization that has inside information should have some responsibility to reduce the opportunities for its officers, partners or employees to trade on their own behalf while aware of inside information.

2.207 There is some evidence that, compared with the United States, Australian listed companies are less willing to introduce guidelines to prevent insider trading by
their directors and officers. Derivative civil liability may encourage Australian companies to act more decisively in this respect.

2.208 An argument against derivative civil liability is that it may reduce any incentive for firms to voluntarily notify the regulator and assist in the investigation of possible insider trading within their organizations, given a concern that the regulator may subsequently commence a derivative liability action against them.

**Issue 28.** Should a derivative civil liability provision be included in the Australian legislation?

**Takeovers**

**Bidders**

**The issue**

2.209 Should a member of a consortium which is secretly contemplating a takeover bid be entitled to transact in target company shares, with the consent of all other consortium members, if that member’s only inside information is the takeover intentions of the consortium?

**Australian law**

2.210 A person who intends to conduct a takeover bid can acquire shares in the target company prior to announcing the bid, given the statutory exemption for a person’s own intentions. However, this exemption does not permit a member of a consortium to acquire shares in the target company if the consortium member’s only inside information is the takeover intentions of the consortium.

---

276 Bettis, Coles and Lemmon, “Corporate policies restricting trading by insiders”, Arizona State University Working Paper (1998) found that 90% of respondents to a survey of US corporations (response rate 35%) had corporate policies regarding insider trading and 80% had instituted specific blackout periods, that is, periods where trading by executives and officers in the company’s securities was prohibited.

By contrast, I Ramsay and R Hoad, “Disclosure of Corporate Governance Practices by Australian Companies” (1997) 15 Company and Securities Law Journal 454 report only a “small number” of 268 Australian companies they studied disclosed guidelines in their Annual Reports with respect to trading by directors and officers. “Some companies provided more specific guidelines and stated that their directors are permitted to buy and sell shares only during specified periods of time” (at 464).

A more detailed University of Western Australia study, Wan and Watson, University of Western Australia Working Paper (2000), examined the implications of the 1996 Australian Stock Exchange Listing Rule 4.10.3, which requires listed companies to include in their annual report a statement of the main corporate governance practices they employ. The study sample consisted of 311 companies (of the top 500) that had annual reports available for each of the years from 1995 to 1998. With respect to directors’ share dealings, in 1995 only 7% (22 of 311 companies) reported guidelines with respect to the purchase/sale of the company’s shares by directors, most stating only that directors are prohibited from insider trading. Since 1995 the number of companies has increased, to 20.3% (63 companies) in 1996, 21.9% (68 companies) in 1997 and 32.2% (100 companies) in 1998. The level of detail covered in these reports also increased over the same time.

277 ss 1002P (a natural person’s own intentions), 1002Q (intentions of a body corporate) and 1002R (exception for officers or agents of a body corporate).

I Renard and J Santamaria, Takeovers and Reconstructions in Australia (loose leaf, Butterworths) at para [617] point out that “where the acquirer is part of a corporate group, care should be taken...
takeover bid consortium to acquire shares before the consortium bid becomes publicly known, given that the exemption only applies to one’s own intentions, not those of fellow consortium members (assuming that the knowledge that other consortium members are engaged in confidential takeover discussions constitutes confidential price-sensitive information).

Advisory Committee view

2.211 Individual consortium members should not be given an exemption from the insider trading provisions to acquire shares unilaterally. Any exemption for pre-bid buying should only apply to purchases made on behalf of the consortium collectively.

Issue 29. How should the Australian legislation deal with consortium bidders?

Target company directors

The issue

2.212 The principles underlying the Australian takeover provisions recognise the advantages to shareholders of an auction for target company shares. Directors of target companies who are aware of a pending hostile takeover bid may approach a third party (a white knight) to encourage that person to conduct a counter takeover bid or, at least, to acquire sufficient securities to force a substantial increase in the bid price. Do the insider trading provisions unduly inhibit these strategies?

Australian law

Subscribing for new shares

2.213 On one view, target company directors may lawfully provide inside information to white knights to encourage them to subscribe for new target company shares, in reliance on the case law that the insider trading provisions do not apply to a company issuing its own securities. In any event, the equal information defence would apply where a white knight has been given all relevant inside information by the target company directors prior to the subscription (given that the parties to the transaction are the white knight and the company).

Purchasing issued shares

2.214 Another option for white knights is to purchase the target company’s issued shares from existing shareholders. Target company directors who disclose inside information with this purpose or possibility in mind face two possible grounds of insider trading liability, namely:

to ensure that the entity which buys target shares before making the bid is the same entity which makes the bid as ss 1002Q and 1002R only apply where the acquirer is the same entity”. This commentary also points out that “the exemption in s 1002R does not extend to purchases by officers and other associates of the offeror made on their own account”.

279 s 1002T(2)(b).
• disclosing inside information. Typically, the type of inside information given to a white knight would be that there is a pending hostile takeover bid (if this information is not known to the market) and/or information that is exempt from the continuous disclosure requirements, such as information generated for internal management purposes only, for instance, projected financial data.

• procuring trading when aware of inside information.

2.215 The equal information defence would not apply in these cases, given that the white knight would be purchasing shares from uninformed third party shareholders, not from the target company itself.

2.216 The courts have expressed some reluctance to intervene in this situation. Nevertheless, target company directors may seek to better protect themselves by obtaining an undertaking from a white knight not to acquire any issued target company shares (or procure another person to do so) until all the relevant confidential price-sensitive information given by them to the white knight has been publicly disclosed. However, a white knight is not obliged to give that undertaking. Furthermore, one commentary has suggested that the mere initial disclosure to the white knight of any inside information prior to receiving an undertaking could breach the procuring provision, as it could be construed as encouraging the white knight to purchase target company shares immediately. That commentary points out that “in practice, target directors appear to ignore this problem, perhaps on the basis that inducing others to buy shares is beneficial to all shareholders apart from the offeror”.

---

280 See para 1.85.
281 See paras 1.93-1.95.
282 For instance, in ICAL v County Natwest Securities Aust Ltd (1988) 13 ACLR 129, the Court declined to grant an injunction restraining target company directors from disseminating price-sensitive information to third parties with a view to soliciting a rival takeover bid. Bryson J stated that:

“I do not consider that it would be wise to make use of the remedy of an injunction against a company or directors of a company when the supposed insider trading was in fact an exercise undertaken, as this one appears to me to have been, with a view to widening the area of interest in the shares of the company in response to a takeover offer, a measure which is obviously in the interests of shareholders. Generally promoting interest in shares and competition with the offeror is an activity on which, in my view, a high value should be placed and I am reluctant to restrain it by injunction” (at 167).

283 The prohibition on disclosing inside information (s 1002G(3)) requires that “the insider knows, or ought reasonably to know” that the recipient of the inside information “would or would be likely to” transact in the affected securities. The target company directors could argue that, given the undertaking, they ought not reasonably to have known that the recipient of the information would be likely to deal in the securities.

The prohibition on recommending or encouraging transactions (s 1002G(2)(b)) prohibits an insider from “procuring” another person to transact in the affected securities. The target company directors could argue that, given the undertaking, they did not procure (as defined in s 1002D(2) to cover inciting, inducing or encouraging an act) the recipient to deal in the securities.

284 I Renard and J Santamaria, Takeovers and Reconstructions in Australia (loose leaf, Butterworths) at para [1149]. Under s 1002D(2), procuring includes inciting, inducing or encouraging an act or omission by another person.
285 Ibid.
Advisory Committee view

Subscribing for new shares

2.217 The Advisory Committee elsewhere proposes that the insider trading provisions apply to a company issuing its own securities. However, target company directors could still issue new securities to white knights who had been fully informed of all relevant inside information, given the equal information defence.

Purchasing issued shares

2.218 The Committee sees the need to integrate, if possible, the respective goals of the insider trading provisions and the takeover provisions. The Committee supports the policy of encouraging an auction for target company shares, where possible. Target company directors should have appropriate flexibility to promote this process. However, this should not extend to giving target company directors a free hand to encourage white knights armed with inside information to enter the market and purchase issued shares from uninformed counterparties.

2.219 One possibility is for the legislation to recognise corporate best practice by providing an express defence for target company directors who can show that:

- they communicated any inside information merely for the purpose of encouraging a person to act as a white knight, and
- they took all reasonable steps to ensure that the white knight did not purchase target company shares from uninformed existing shareholders before that information became generally available.

These two restrictions would be necessary to reduce any opportunities for abuse of an exemption that would permit a company to provide unequal access to its confidential information. A rule that goes some way towards satisfying the second restriction is found in the UK civil regime.286

Issue 30. Do the Australian provisions need any modification for target company directors in the context of takeover bids?

White knights

The issue

2.220 Should white knights be permitted to purchase issued target company shares when aware of any inside information affecting those shares?

---

286 UK Financial Services Authority Code of Market Conduct April 2001, Annex B, para 1.8.5 provides that a person holding inside information who lawfully discloses that information to a recipient should at the same time give the recipient a statement that the information is given in confidence and that the recipient should not transact on the basis of that information until it is made generally available.
Awareness of pending hostile bid not known to the market

**Australian law**

2.221 Intending bidders may lawfully buy shares in a target company before their own bid becomes publicly known, provided they have no other confidential price-sensitive information.\(^{287}\)

2.222 A white knight who has been advised by target company directors of an undisclosed impending hostile takeover bid is caught by the insider trading provisions. The statutory exemption for knowledge of one’s own intentions does not apply to awareness of some other person’s intentions. The white knight would be prohibited from purchasing the target company’s issued shares where the information about the hostile takeover bid was confidential and price-sensitive.

**Advisory Committee view**

2.223 The Advisory Committee acknowledges that, in some instances, the current prohibition could inhibit white knights acquiring target company shares, and therefore reduce the possibility of a takeover bid auction in those shares. However, the Committee does not support any statutory exemption that would permit white knights to purchase shares from uninformed counterparties.

**Issue 31.** Should white knights be permitted to purchase issued shares when aware of a pending price-sensitive hostile bid not known to the market?

Awareness of other inside information

**Australian law**

2.224 A white knight who has been given other inside information by the target company directors cannot purchase any issued shares prior to that information becoming generally available.

**Advisory Committee view**

2.225 The Advisory Committee acknowledges that the current prohibition could significantly reduce the ability of white knights to purchase a strategic share parcel in the pre-bid period sufficient to encourage an auction. Nevertheless, it does not support any statutory exemption for purchases by white knights. The Committee would be concerned about any exemption that would permit white knights to transact with uninformed counterparties while in possession of inside information, even if given by the target company to encourage a counter-bid or improve the hostile bid offer price.

**Issue 32.** Should white knights be permitted to purchase issued shares when aware of any other inside information affecting those shares?

---

\(^{287}\) s 1002P.
Chapter 3

Remedies

This Chapter examines the remedial powers of regulators over insider trading and the compensation rights of affected persons. The question of whether, or to whom, compensation should be paid by insiders, and how that compensation should be assessed, arises particularly with on-market trading.

Regulator’s remedies

The issue

3.1 Are the remedies given to ASIC in relation to insider trading appropriate and sufficient?

Australian law

3.2 Breach of the insider trading provisions is a criminal offence subject to imprisonment and/or a fine. In addition, orders may be sought under the Proceeds of Crime Act 1987 (Cth) and the Crimes Act 1914 (Cth) to deprive an insider of any benefits received as a result of the insider trading, and for the insider to pay reparation to any affected person. The court has various restraining, disposal and vesting powers to deal with the consequences of insider trading.288

3.3 ASIC may, in the public interest, bring a civil action in the name of a body corporate whose securities have been traded to recover amounts that the body corporate is entitled to recover under the legislation.289 It may also seek injunctive and related relief,290 or request the court to exercise any of its broad discretionary powers, for instance, to order that the insider pay compensation to aggrieved persons, or to permit these persons to avoid their contracts with the insider.291 The Commission may also enter into enforceable undertakings, whereby a person agrees to do or refrain from doing a particular action.292

3.4 Under the Financial Services Reform Bill, the insider trading provisions will be civil penalty provisions,293 with the court having the power to make various civil penalty orders including:

• a declaration of contravention294

• a pecuniary penalty order of up to $200,000,295 or

288 s 1002U.
289 s 1013(6), ASIC Laws s 50.
290 ss 1323, 1324, 1325.
291 s 1114.
292 ASIC Act s 93AA.
293 s 1317E(1)(j)(f), (jg).
294 ss 1317E(1), (2), 1317F.
• a compensation order for any person who has suffered damage through a contravention.\footnote{\textit{s 1317G}.}

Only ASIC may apply for a declaration of contravention or a pecuniary penalty order.\footnote{\textit{s 1317HA}.}

3.5 Proceedings for a declaration of contravention or a pecuniary penalty order must be started no later than six years after the contravention.\footnote{\textit{s 1317K}.}

3.6 To guard against double jeopardy, proceedings for a declaration of contravention or a pecuniary penalty order are stayed if there are criminal proceedings for the same conduct.\footnote{\textit{s 1317N}. The proceedings for the declaration or order can be resumed if the director is not convicted. Otherwise, the proceedings are dismissed.}

**Overseas law**

3.7 Most of the jurisdictions discussed in this Paper permit the regulator to take civil, as well as criminal, action against insider traders.

3.8 Civil remedies against insiders include disgorgement of any profit obtained or loss avoided as a result of insider trading\footnote{United States, South Africa.} and a civil monetary penalty of up to three times the profit gained or loss avoided by an insider trader.\footnote{United States, South Africa, Malaysia. The Monetary Authority of Singapore will have power to recover triple damages under the draft Securities and Futures Act 2001. The Canadian provincial securities legislation imposes a maximum fine of up to four times the profit made or loss avoided by reason of the contravention. In France, the maximum monetary penalty is ten times any profit realised on the insider trading.}

3.9 In the United States, the Securities and Exchange Commission (SEC) has the power to pay a bounty to informers of up to 10\% of any penalty collected by the Commission.\footnote{Insider Trading and Securities Fraud Enforcement Act 1988. Informers can include brokerage firms, which thus have an incentive to monitor the activities of their employees.} The argument for this power is that it may assist the SEC to identify and investigate possible insider trading. The contrary argument is that bounty payments might frustrate firms’ own internal compliance systems, in that individuals may hesitate to report suspicious conduct internally lest they lose the ability to claim a bounty.

3.10 The UK also gives the Financial Services Authority the power to impose financial administrative penalties. The grounds for imposing these financial penalties are designed to reflect market behaviour and expectations. The tests employed are different from those that impose criminal liability. The four prerequisites for administrative penalties are:

• the person must possess information that is not generally available to the market at large
• the information would be likely to be regarded by a regular user in the market as relevant when deciding the terms on which transactions in investments of the kind in question should be effected

• the information must relate to matters which a regular user would reasonably expect to be disclosed to other users of the market on an equal basis, whether at the time in question or in the future

• the person’s behaviour must be based on the information, and not be required for other reasons.

Behaviour such as scalping, frontrunning or piggy backing may not be caught under these provisions, as the market would not expect information about clients to be made public.

Advisory Committee view

3.11 Under the Financial Services Reform Bill, ASIC will have the power to seek a civil penalty for insider trading. However, in the context of insider trading, the Committee seeks views on whether the civil penalty provisions should include a multiple factor for the profit gained or loss avoided. Any funds received (less administrative costs) could be disbursed to eligible claimants (see paras 3.24-3.43).

3.12 Given the current initiatives with civil penalties, it may be premature to consider further moves such as giving the regulator a power to impose administrative penalties or award a bounty. The Advisory Committee notes that the Australian Law Reform Commission is currently conducting a general review of civil and administrative penalties.

Issue 33. Should the regulator be given any additional powers to deal with insider trading?

Persons civilly liable

Uninformed procured persons

The issue

3.13 Insiders, persons procured by insiders, and any other persons involved in the contravention may be civilly liable for insider trading. Should there be any exemption from civil liability for uninformed persons procured by insiders?

Australian law

3.14 An insider is civilly liable for insider trading, or procuring some other person to trade. Any person procured by an insider to transact in the securities is also civilly liable for the profit made or loss avoided by the transaction, even where the person procured is unaware of the inside information.  

303  ss 1005, 1013.
304  Any person procured is referred to as “the other person” in s 1013(2), (3), (4), (5).
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Advisory Committee view

3.15 On one view, a counterparty to any transaction that was directly or indirectly tainted by insider trading should have a right to compensation. However, extending civil liability beyond insiders to persons procured by insiders could produce a harsh result where the persons procured acted in good faith, without knowledge of the inside information, and expected to achieve a final settlement. Arguably, these persons should not be civilly liable to disgorgement in those circumstances, given that the legislation provides civil remedies against insiders who procure others to trade.

3.16 To avoid possible abuse by insiders (for instance, using uninformed relatives or associates to trade), any exemption from civil disgorgement liability for persons procured could be limited to circumstances where the person procured was not aware of the inside information and the insider who procured did not receive any direct or indirect benefit from the transaction. The person procured could have the onus of proving both these elements.

3.17 Any civil liability for uninformed procured persons should be limited to the actual profit made or loss avoided by them. Given that they are not insiders, they should not be subject to any multiple civil penalty.

Issue 34. In what circumstances, if any, should uninformed procured persons not be civilly liable for the profit made or loss avoided by an insider trading transaction?

Equal information defence

The issue

3.18 Should insiders (or persons procured) have a statutory equal information defence in civil proceedings similar to the defence that applies in criminal proceedings?

Australian law

3.19 Insiders have a specific defence to a criminal prosecution if the court is satisfied that the counterparty to the transaction “knew or ought reasonably to have known” of the confidential price-sensitive information.

3.20 There is no equivalent statutory civil defence. However, civil liability of an insider to a counterparty requires that the counterparty “did not possess the information”. In effect, this creates an equal information defence where the counterparty has actual knowledge. The defence appears not to apply, however, where the counterparty did not know, but ought reasonably to have known, of the relevant information.

305 This concern was also raised in the New Zealand Securities Commission Report on Questions Arising from an Inquiry into Trading in the Shares of Fletcher Challenge Limited in May 1999 (November 2000), paras 166-167.
306 s 1002T(2)(b).
307 s 1013(3) (4).
3.21 There is no equal information defence in civil actions involving transactions
between an insider who subscribes for shares and the issuing company.\textsuperscript{308} However,
where the company as well as the subscriber is aware of the inside information, the
company may have no common law remedy. Equality of information between
contracting parties is recognised as a defence in contract law. The legislation does not
appear to overturn that common law principle.

3.22 A company whose securities are traded, but which is not a party to the
transaction, may also have civil remedies.\textsuperscript{309} In this context, a counterparty equal
information defence is irrelevant, as the company is not a transacting party.

\textit{Advisory Committee view}

3.23 The same principles should apply in criminal and any civil proceedings. In
either instance, there should be a defence that the counterparty to the transaction
“knew or ought reasonably to have known” of the confidential price-sensitive
information.

\textbf{Issue 35.} Is any amendment to the equal information defence necessary?

\textbf{Persons entitled to compensation}

\textbf{Market participants}

\textbf{The issues}

3.24 Who, if anyone, should be entitled to compensation for insider trading? How
should any compensation be assessed?

\textbf{Australian law}

\textit{Eligible claimants}

3.25 A counterparty to a person trading when aware of inside information has
standing to sue for damages or other related remedies.\textsuperscript{310} Also, ASIC may request a
court to compensate counterparties.\textsuperscript{311}

\textsuperscript{308} s 1013(2).
\textsuperscript{309} s 1013(5).
\textsuperscript{310} Most of the recent Australian private insider trading civil litigation has arisen in the context of a
commercial dispute, rather than a claim for compensation. For instance, in \textit{Crafter v Singh} (1990) 2 ACSR 1, the defendant sought to avoid a contract to purchase shares on the ground that the
counterparty had engaged in insider trading. In \textit{Exicom Limited v Futuris Limited} (1995) 18 ACSR 404, a person sought to use an alleged breach of the insider trading provisions
to restrain a second person from proceeding with an agreement to make a share placement to a
third person in the context of a battle for corporate control of the second person.
In \textit{Ampolex Ltd v Perpetual Trustee Company (Canberra) Ltd} (1996) 20 ACSR 649, the
allegation of insider trading arose in the context of a wider dispute regarding the conversion rate
to be applied to certain convertible securities. In that case, Rolfe J came to the tentative
conclusion that s 1005 and s 1013 do not provide separate causes of action. Rather, they must be
read together. Therefore, before a civil action can be brought under s 1005 for a contravention of
the insider trading provisions, the requirements in s 1013 for bringing such a civil action must be
3.26 A counterparty in any off-market face-to-face transaction is readily identifiable. However, market participants may face considerable privity and identification difficulties in determining whether they were the counterparty to an insider (or a person procured) who has traded on-market. One commentary points out that:

“In the case of sales and purchases on-market, proof of contractual privity will almost always be difficult and will sometimes be impossible. There are several difficulties. One is that on some occasions a broker acting as principal (not merely as deemed principal) will stand between the plaintiff and the contravening defendant. Another is that the process of allocation of on-market transactions to clients is normally carried out in the back offices of the buying and selling brokers, who appear to have a discretion to set policies for the process of allocation (ASX Listing Rule 3.3). Further, the allocation may be carried out on a net basis, at least where institutional clients are involved. The result may be that, particularly where there has been active trading, the plaintiff will be unable to demonstrate contractual privity with the defendant even if all of the labyrinthine facts are before the court.”

Assessment of compensation

3.27 An insider (or a person procured) has a maximum potential civil liability of the actual profit made, or loss avoided, through the relevant trading. This is determined (except in the case of options) by the difference between the transaction price and the notional price if the inside information had been generally available at the time of trading.313 There is no provision for multiple damages.

Overseas law

Eligible claimants

3.28 Various overseas jurisdictions go beyond direct counterparties to include “contemporaneous traders” within the category of eligible claimants.

3.29 Contemporaneous traders are not confined to persons who have been matched with an insider on-market. The concept is designed to include all persons who traded on the opposite side of the market to the insider at or about the same time as the insider, whether or not their orders were matched with those of the insider. This overcomes the problem of random matching of buy and sell orders on an anonymous market.

---

311 s 1114.
313 s 1013(2)-(5). The test is the difference between the cost of the securities subscribed for, purchased or sold by the insider and the price at which they would have been likely to have been sold or purchased in a transaction made at that time if the information had been generally available.
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3.30 The US legislation adopts, but does not define, contemporaneous trading. This was intentionally left for the courts to develop in light of changing market practices and trading technologies. Some commentators suggest that, in a widely traded security, contemporaneous trading would be any trading that takes place within a few days of the insider’s trading activities, though some case law suggests that trading would have to take place within one day of those activities to be contemporaneous.\(^{314}\) It is unclear whether a person who trades immediately before the insider’s unlawful trading has standing to sue. One judicial view is that any person who trades before the insider, even on the same day, has no cause of action, as an insider commits no wrongdoing until he or she begins dealing in securities.\(^{315}\)

3.31 The American Law Institute draft Securities Code (which is a model Code only) has the broadest test of contemporaneous trading. It classifies as eligible claimants any person:

“who buys [or sells] during the period beginning at the start of the day when the [insider trader] first unlawfully sells [or buys], and ending at the end of the day when all material facts … become generally available”.\(^{316}\)

3.32 One commentator on the Singapore legislation, which employs the contemporaneous dealing concept, has suggested that these dealings should be confined to trades entered into on the same day as the insider dealing, whether before or after the time that the insider dealing took place.\(^{317}\) Arguably, including all same-day traders could avoid possible arbitrariness arising from the order in which clients’ instructions are executed.

3.33 South Africa, in the context of civil recovery by the Financial Services Board, specifies persons to whom amounts recovered are payable as:

- where the inside information was made public within a week of the insider having traded - any persons who dealt within that week in the same securities or financial instruments on the opposite side of the market to the insider
- if the time lapse was more than a week - any persons who dealt in the same securities or financial instruments on the opposite side of the market to the insider on the same day (whether before or after the time) that the insider traded.\(^{318}\)

---


\(^{317}\) Tan Cheng Han, “Protecting the integrity of the securities market: recent amendments to the law relating to insider trading” [2000] Singapore Journal of Legal Studies 33 at 46.

\(^{318}\) South African Insider Trading Act 1998 s 6(6).
There is no requirement that these persons prove actual loss.

**Assessment of compensation**

3.34 Various jurisdictions provide that any money recovered by the regulator in civil actions against an insider, which can include a multiple of the profit gained or loss avoided, (less reasonable expenses) shall be held for the benefit of eligible claimants.

3.35 In assessing compensation to each eligible claimant, the Canadian provincial securities legislation requires the court to use an “average market price” formula to assess compensation to each eligible claimant, being:

- if the claimant is a purchaser - the price paid by the claimant for the security less the average market price of the security in the 20 trading days following general disclosure of the inside information

- if the claimant is a vendor - the average market price of the security in the 20 trading days following general disclosure of the inside information less the price received by the claimant for the security.

These factors seek to provide an objective compensation formula, while avoiding the effects of immediate, and possibly inappropriate, market reaction when inside information is first disclosed.

**Advisory Committee view**

**Should there be rights of compensation?**

3.36 An argument against granting any compensation rights, particularly to on-market participants, is that it is difficult to discern what actual loss they have suffered. Presumably, they would have traded with other market participants if the insider had not been in the market. Arguably, the only time when a person’s loss can be directly linked to a transaction with an insider is when it involves a face-to-face off-market transaction between that person and the insider or when the insider is the only person making a market on one side of the trade, so that without the insider no-one would have transacted.

3.37 A contrary argument is that permitting traders to obtain compensation helps ensure that insiders do not profit from their illegal behaviour. Also, market participants are entitled to expect that any person with whom they transact does not have an unerodable advantage through access to price-sensitive information not available to the market generally and that they will have rights to compensation if this is not the case. Furthermore, since the information on which an insider trades is materially price-sensitive, market traders would have altered their trading conduct (for instance, not trading or trading on different terms) had the information then been generally available.

**Who should be eligible claimants?**
3.38 To confine claimants to those persons who have been matched with an insider (or person procured) could have anomalous effects for transactions on an anonymous exchange, particularly if there are other persons transacting in the same manner, and at the same time, as the insider. It would then be a random matter whether a particular trader is matched with the insider or some other person. As one commentator has noted:

“To give a civil remedy to the person who happened to end up with the insider’s shares and not to the others who dealt in the market at the same time in the security in question would be arbitrary, whilst to give a civil remedy to all relevant market participants might well be oppressive of the insider.”

3.39 The concept of contemporaneous dealing would overcome the problems of privity, identification and chance in determining who has standing to sue, while still confining the category of eligible claimants. There are various possible contemporaneous dealing tests, as reflected in the US and South African legislation.

3.40 Another, and even broader, contemporaneous dealing test, as reflected in the American Law Institute draft provisions, would be everyone who has traded on the opposite side of the market to the insider in the period between the insider trading and the release of the price-sensitive information. Arguably, all these persons have been equally disadvantaged by the non-disclosure of the inside information. However, this broader test could result in an excessively large number of eligible claimants, and thereby only a minuscule return to each claimant, even if the money recovered from the insider for distribution to those claimants were a multiple of the profit gained or loss avoided by the insider.

3.41 The Advisory Committee seeks comments on the relative merits of each of these tests.

How should compensation be assessed?

3.42 Arguably, any money recovered in civil penalty actions by the regulator from an insider trader (less reasonable administrative expenses) could be made available to eligible claimants.

3.43 The Canadian “average market price” approach provides one means to determine compensation for eligible claimants without the possible complexity or uncertainty that could arise under the Australian provision in determining a notional price for which the securities would have been traded if the inside information had been generally available when the insider trading took place. However, the 20 day period following general disclosure of the inside information under the Canadian test may be too long. Also, it does not take into account other factors that may affect the market price between the insider trading and the expiration of the 20 day post-disclosure period.

Issue 36. Should there be a right of compensation for insider trading? If so, who should be eligible claimants and how should compensation be assessed?

---

Companies whose securities are traded

The issue

3.44 Should a company whose securities are traded in breach of the insider trading provisions be entitled to compensation?

Australian law

3.45 These companies have standing to seek civil remedies. They may recover for any profits made or losses avoided by insiders (or persons procured) in any transactions involving their securities, even where they are not the counterparties to those transactions.\(^{320}\) Individual shareholders might seek to act on behalf of the company through a statutory derivative action (for instance, where the insiders are the directors of the company, and therefore are unwilling to have the company commence an action against them).\(^{321}\)

3.46 In addition, ASIC may, in the public interest, bring a civil action in the name of a body corporate whose securities have been traded to recover amounts that the body corporate is entitled to recover under the legislation.\(^{322}\)

Overseas law

3.47 New Zealand and Canada\(^{323}\) permit the company whose securities were traded to seek civil remedies.

3.48 Under the New Zealand law, the company whose securities were traded or, with the leave of the court, any person who was a shareholder of that company at the time the insider trading took place may take civil proceedings against an insider.\(^ {324}\) The maximum recoverable fund cannot exceed the consideration paid for the securities or three times the profit made or loss avoided by the insider, whichever is the greater.\(^{325}\)

3.49 Any money recovered in an action by the company must be held for distribution in accordance with the directions of the court. The court may order that any amount be distributed to particular individuals (such as shareholders or former shareholders of the company or any person who would otherwise have a civil remedy against the insider), be retained by the company or be paid for charitable purposes.\(^{326}\)

Advisory Committee view

3.50 The argument for granting civil remedies to companies whose securities are traded is that, in many instances, the insider has used the company’s valuable commercial intellectual property, which may have been developed at great expense

\(^{320}\) s 1013(2), (5).

\(^{321}\) ss 236 ff.

\(^{322}\) s 1013(6), ASIC Law s 50.

\(^{323}\) Ontario Securities Act s 134(4).

\(^{324}\) New Zealand Securities Amendment Act 1988 ss 7(2)(c), 9(2)(g), 11(2)(c), 13(2)(g), 18.

\(^{325}\) id, ss 7(4), 11(4).

\(^{326}\) id, s 19.
for the purpose of pursuing a strategic interest, increasing profitability or preserving a competitive advantage. The use of this information by insiders could therefore be analogous to theft from the company. In addition, failure to recognise a company’s proprietary right in its inside information by not conferring a statutory right of civil recovery may discourage or significantly reduce some corporate investment in the search for and production of valuable information.

3.51 The opposing argument is that, in most instances, any harm caused by insider trading is borne by the counterparties to the insider, or the market generally, rather than the company whose securities were traded. That company would not be a party to most affected transactions, and could therefore obtain a windfall under this provision, given that it has not suffered any direct harm or loss. In only very limited instances would a company suffer an actual loss through insider trading in its own

---

327 The following examples may be given.

*Commercial contract.* A corporate officer negotiates a major contract for the company and, prior to its announcement, purchases some of the company’s shares in anticipation of the shares increasing in value through the announcement. The company does not suffer any loss of profits or other loss from that transaction. For instance, that trading does not reduce the contract’s value to the company. It is also difficult to argue that the company is acting on behalf of the affected counterparties to the insider, given that those counterparties may no longer be shareholders and, even if they were, would not benefit directly over and above any other shareholders from the recovery obtained by the company. At most, the company may suffer reputational damage from one of its officers acting illegally.

*Unfavourable corporate information.* An insider sells shares in anticipation of a company releasing unfavourable financial information. It is hard to justify a company recovering the losses avoided by the insider, given that any loss is borne solely by the purchasers of the shares.

*Takeover bid.* An officer of a prospective bidding company uses inside information about the forthcoming bid to trade in the target company’s shares. The target company, not the bidder, will be entitled to recover under s 1013(5), notwithstanding that the officer may have breached his or her fiduciary duties to the bidder company, not the target, through use of this information. The bidder company may have a separate action against that officer under s 183.
shares.\textsuperscript{328} Also, there are civil remedies where any of a company’s directors or officers improperly use its corporate information.\textsuperscript{329}

3.52 The solution may be either to confine the provision to where the company suffers actual loss through insider trading or to retain the existing remedy, but give the court a discretion over the distribution of funds recovered by the company, as under the New Zealand legislation.

**Issue 37.** In what circumstances, if any, should companies whose securities are affected by insider trading be entitled to compensation?

---

\textsuperscript{328} For instance, a company officer with inside information about a pending buy-back scheme might purchase a substantial number of the company’s securities in anticipation of the announcement of the buy-back. If those purchases had caused a rise in the market price for the securities, the company could be detrimentally affected by having to pay more for its own shares.

\textsuperscript{329} s 183.
Chapter 4

Other provisions

This Chapter discusses various measures, in Australia and overseas, which complement the insider trading laws. The Australian requirement for directors of listed companies to notify holdings in their companies’ securities needs to be considerably strengthened to make it more effective. The Canadian controls over speculative trading by company executives in their own companies’ securities and the US “short swing profit” rule are raised for consideration in the Australian context.

Director notification of securities holdings

The issue

4.1 Directors and other senior company officers who fulfil their duties in a conscientious fashion will from time to time be aware of confidential information that could affect the price of their companies’ securities. One means to reduce any opportunity for particular directors or senior officers to trade undetected when aware of inside information is to require that all directors and senior officers promptly disclose all trading in their company’s securities. Are the existing statutory disclosure requirements satisfactory?

Australian law

4.2 Directors of a listed public company must notify the exchange of any changes in the relevant interests they hold in securities of that company or any related company.330

4.3 This statutory disclosure requirement has some apparent limitations. It:

- applies to listed companies, but not listed managed investment schemes. In consequence, directors of a responsible entity of a listed managed investment scheme are not obliged to notify any changes in their holdings in that scheme

- may not apply to directors of registered foreign companies listed on the ASX

- is limited to directors. One possibility is to extend the disclosure obligation to all executive officers or, at least, the top five executive officers (based on relative remuneration)331

330 s 205G, s 9 definition of “relevant interest”, ss 608, 609.

The genesis of s 205G can be found in the UK Cohen Committee Report (1945) (Cmnd 6649) para 86, which, in the context of considering insider trading, recommended legislation to ensure that transactions by a director in the securities of his or her company were made public.

331 Section 9 defines an “executive officer” as “a person who is concerned in, or takes part in, the management of [a body corporate] (regardless of the person’s designation and whether or not the
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4.4 A company’s annual report must disclose details concerning its directors’ holdings of the company’s shares or related options, but not other securities.\(^{332}\)

4.5 The ASX proposes to amend its Listing Rules from September 2001 to require each listed entity to disclose, within five business days, any information of which it is aware relating to its directors’ holdings of its securities and changes to those holdings, subject to a material change threshold.\(^{333}\)

Advisory Committee view

4.6 The requirement for directors of listed companies to disclose their trading in their companies’ securities reflects the market’s legitimate interest in knowing the transactions of directors in their own company’s securities. It also reduces the opportunity for any particular director to engage in insider trading without detection.\(^{334}\) In addition, some companies have “windows trading” policies, which

\(^{332}\) \(s\) 300.

\(^{333}\) Originally, the ASX proposed a notification period of two business days following a transaction. However, a large number of respondents argued that a two business day notification requirement was too short, given that orders to buy or sell at a particular price may result in trades being effected over a period of time. Also, directors may be overseas when transactions take place, or they may entrust their affairs to discretionary managers and not be aware that transactions have taken place. They may not be immediately advised of issues of securities under dividend re-investment plans or employee incentive schemes. The ASX subsequently revised the notification period to five business days after the date of any transaction.

\(^{334}\) Information from \(s\) 205G notices can be used to indicate the possibility that particular persons may be engaging in insider trading. Various research projects to this effect have been undertaken through the University of Western Australia, namely: P Brown and MS Foo, “Insider Trading in Australia: Evidence from Directors’ Trades”, ID Watson and A Young, “A Preliminary Examination of Insider Trading around Takeover Announcements in Australia”, A Anand, “An
limit the times when directors and other officers can deal in their company’s securities (for instance, for a period after release of the annual general report, when it is most likely that the market will be fully informed), though any dealing within the windows period is still subject to the insider trading laws.

4.7 The ASX’s proposed Listing Rule requirement seeks to complement comprehensive disclosure obligations in the Corporations Law. However, the ASX can only impose the disclosure obligation on listed entities, given that the relevant contractual relationship is between ASX and the listed entity, not its individual directors. Listed entities may not necessarily know the transactions of their directors. Therefore, a comprehensive statutory disclosure obligation on directors is also necessary.

4.8 The director notification requirements should be made fully effective by amendments to overcome their identified limitations, as set out in para 4.3.

4.9 The annual report disclosure requirements should also be made more comprehensive to cover all securities, not just shares.

4.10 Currently, there is no Corporations Law prescribed form for director disclosure notices. In consequence, directors can include the required information among other information, where it may not be readily accessible. It would be useful if an appropriate tabular style form were included in the Corporations Law Schedules. That form could prominently indicate the date of the change, current holdings and changes to previous holdings and the nature and origin of these changes. Directors could also be required to disclose this information immediately on their company’s website.

4.11 The Advisory Committee notes the discussion in the ASX Listing Rule amendment proposal whether to introduce a material change threshold to trigger the notification requirement. For instance, substantial shareholders must lodge a notice only where there has been a 1% change since their last notification.335

4.12 The Committee does not favour a material change threshold. Notification of all changes is not unduly burdensome, and the market has a legitimate interest in knowing immediately of directors’ dealings in the securities of their own companies. Also, any threshold could result in particular directors engaging in insider trading in small quantities of their company’s securities, with no obligation to disclose and therefore a lower chance of detection. Furthermore, the substantial shareholding provisions are aimed only at alerting the market to changes in corporate control and therefore do not require the notification of minor transactions in shares.

**Issue 38.** In what manner should the director notification requirements be amended?

---

335 s 671B.

investigation of long-run performance and insider trading in Australia”, B Baker, “The Information Content of Earnings and Director Trading Activity”.
Speculative trading by corporate decision makers

The issue

4.13 Should there be controls over “speculative trading” by directors and other corporate decision makers in the securities of their companies?

Australian law

4.14 There is no specific provision dealing with speculative trading.

Overseas law

4.15 In addition to the insider trading provisions, the Canadian legislation prohibits two forms of speculative trading by company directors, officers and other persons closely connected with a company (closely connected persons), namely:

• short selling their company’s shares

• transactions in call or put options over their company’s shares.

These prohibitions are seen as extensions of, or complementary to, the insider trading provisions. However, there is no requirement that these persons have any inside information.

4.16 Closely connected persons are prohibited from short selling their company’s shares or those of an affiliate company. It has been argued that short selling by these persons is simply pure speculation by them that the price of their company’s shares will decline in the short term. This may create a conflict between their personal interests and the company’s interests, particularly where they are in a position to influence the company’s affairs. Permitting short selling may also encourage insider trading where closely connected persons are aware of confidential information, the release of which will reduce the market price of the company’s shares.

4.17 Closely connected persons are also prohibited from selling or buying a call or put option over their company’s shares or those of an affiliate company. This prohibition reflects a policy that those persons should not be allowed to speculate in their company’s shares or place their personal interest above the interests of their company. In some instances, these persons could have inside information.

---

336 Canada Business Corporations Act s 130(1), (3).
338 Canada Business Corporations Act s 130(2).
4.18 Various amendments to the Canadian speculative trading provisions have been proposed, namely that:

- the prohibition on short selling and entering into option contracts should be extended beyond shares to all securities

- the category of closely connected persons should be limited to persons who can influence corporate decision-making (and who are therefore more likely either to have access to inside information or to be able to use their decision-making power to promote their personal interests over the company’s interests), and

- the prohibition on options should be limited to those options where a closely connected person would benefit from a decline in the value of the company’s shares. By contrast, a prohibition on options where a closely connected person would benefit from an increase in the value of the company’s shares is unnecessary, as it would not further the objective of eliminating conflicts.\textsuperscript{340}

Advisory Committee view

4.19 The Canadian speculative trading provisions seek to deal with certain types of trading in a company’s shares by persons closely connected with that company. This matter may be better dealt with under the principles governing the prohibition on short swing profits (post).

Issue 39. Should the Australian legislation introduce controls over speculative trading by corporate decision makers in the securities of their companies?

Prohibition on short swing profits

The issue

4.20 Should there be a “short swing profit” prohibition?

Australian law

4.21 There is no specific provision dealing with short swing profits.

Overseas law

4.22 The US legislation gives an issuer of securities (or a shareholder of the issuer in a derivative action) the right to seek recovery of any profits made by any corporate directors, executive officers or substantial shareholders (that is, persons who are beneficial owners of more than 10% of any class of equity securities) of that issuer

\textsuperscript{340} Industry Canada, \textit{Insider Trading Discussion Paper} (February 1996) paras [65]-[87], Appendix A. These proposals are contained in the Canada Business Corporations Act Amendment Bill (March 2000).
from any purchase and sale (or sale and purchase) of the issuer’s equity securities (or securities convertible into equity) in any six month period (“short-swing profits”).

4.23 This legislation works on a prima facie presumption that directors etc are likely to have inside information and therefore any purchases and sales by them within a six month period are entered into while aware of that information. This provision therefore reduces the opportunities for such persons to gain from inside information. However, it applies whether or not the director, officer or substantial shareholder in fact possessed any inside information. Civil liability is triggered simply by finding both a purchase and sale (or sale and purchase) of securities within the statutory six month period.

4.24 Various exemptions have been introduced to reduce the potential overreach of the provision. For instance, the SEC has exempted stock option and stock ownership plans. Without this protection, various acquisitions and sales of a company’s securities by corporate executives pursuant to these plans would be affected. Likewise, the courts have granted exemptions for involuntary transactions, such as purchases and sales effected under a hostile takeover bid.

4.25 The US provision is seen as a partial adjunct to their insider trading laws. It only applies to directors, officers and substantial shareholders, not other persons within a company who may have access to confidential price-sensitive information. Also, it only applies to trades within a six month period.

4.26 Enforcement depends on the willingness of the issuer (or a shareholder in a derivative action) to bring an action. There is no public enforcement. Any private action must be brought within two years of when the affected transaction was disclosed.

Advisory Committee view

4.27 Directors or senior executives who engage in short swing trading in their own company’s securities may be acting contrary to corporate governance best practice. The question is whether there should be statutory constraints on this activity.

4.28 The US strict liability rule is based on the presumption that a company’s directors and executive officers, if diligently fulfilling their duties, are likely to have inside information and should therefore be constrained from short-term dealing.

4.29 Arguably, any adoption of this rule in Australia should be limited to directors and executive officers, given that substantial shareholders who do not have board representation may not necessarily be better informed than other shareholders. The Australian law has separate disclosure provisions for substantial shareholders.

4.30 A related question is whether any persons other than the company itself and its shareholders should have rights of recovery.

---

341 Securities Exchange Act s 16(b).
342 SEC Rule 16b-3.
344 s 671B.
Issue 40. Should the Australian legislation include a “short swing profit” prohibition? If so, who should be subject to the prohibition?
## Appendix 1

### Financial Services Reform Bill comparison

<table>
<thead>
<tr>
<th>Corporations Law</th>
<th>Financial Services Reform Bill</th>
<th>Relevant differences</th>
</tr>
</thead>
<tbody>
<tr>
<td>s 1002A</td>
<td>s 1042A</td>
<td>Bill applies to financial products, including derivatives and superannuation products</td>
</tr>
<tr>
<td>s 1002</td>
<td>s 1042B</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002B</td>
<td>s 1042C</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002C</td>
<td>s 1042D</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002D(1)</td>
<td>s 1042E</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002D(2)</td>
<td>s 1042F</td>
<td>References to Crimes Act and Criminal Code in s 1042F(2)</td>
</tr>
<tr>
<td>s 1002E</td>
<td>s 1042G</td>
<td>Substitution in FSRB of “recklessness” for “ought reasonably to know”</td>
</tr>
<tr>
<td>s 1002F</td>
<td>s 1042H</td>
<td>Substitution in FSRB of “recklessness” for “ought reasonably to know”</td>
</tr>
<tr>
<td>s 1002G</td>
<td>s 1043A</td>
<td>Substitution in FSRB of “recklessness” for “ought reasonably to know” s 1043A is a civil penalty provision</td>
</tr>
<tr>
<td>s 1002H</td>
<td>s 1043B</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002J</td>
<td>s 1043C</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002K</td>
<td>s 1043D</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002L</td>
<td>s 1043E</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002M</td>
<td>s 1043F</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002N</td>
<td>s 1043G</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002P</td>
<td>s 1043H</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002Q</td>
<td>s 1043I</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002R</td>
<td>s 1043J</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1002S</td>
<td>s 1043K</td>
<td>Nil</td>
</tr>
<tr>
<td>s 1013</td>
<td>s 1043L</td>
<td>FSRB refers to a civil action under s 1317HA</td>
</tr>
<tr>
<td>s 1002T</td>
<td>s 1043M</td>
<td>Application of an evidential burden on the defendant under s 13.3(3) of the Criminal Code</td>
</tr>
<tr>
<td>--</td>
<td>s 1043N</td>
<td>New relief from civil liability provision</td>
</tr>
<tr>
<td>s 1002U</td>
<td>s 1043O</td>
<td>Nil</td>
</tr>
</tbody>
</table>
Appendix 2

European Union model


What is inside information

The EU Directive defines inside information as:

“any information of a precise nature relating to one or more issuers of transferable securities or to one or several transferable securities which has not been made public, but which if it were made public, would be likely to have a significant effect on the price of the transferable security or securities in question”.

The “precise nature” element was designed to ensure that the definition would not cover rumours and speculation.

Who are insiders

The EU Directive distinguishes between primary and secondary insiders.

Primary insiders. The Directive defines primary insiders by a specific causal link between the person and the source of the information. A primary insider is “any person who:

- by virtue of his membership of the administrative, management or supervisory bodies of the issuer (of the securities to which the inside information relates),
- by virtue of his holding in the capital of the issuer, or
- because he has access to such information by virtue of the exercise of his employment, profession or duties,

possesses inside information”.

There is no threshold requirement for persons holding capital in the issuer. Accordingly, any shareholder possessing inside information could, in principle, be a primary insider. However, the causal link (“by virtue of”) between the information and the position as a shareholder makes it unlikely that shareholders with a small percentage of the capital of an issuer would have the information by virtue of their holdings. Instead, this category would apply to persons who, through their

---

346 id, Article 2.
shareholding, have special contacts with the issuer and access to confidential price-sensitive information that is not available to shareholders generally.

Persons with access to inside information through their employment, profession or duties need not have a contractual or fiduciary relationship with the company whose securities are traded. For instance, employees of an investment bank advising a potential bidder would be prohibited from acquiring shares in the intended target company. Those employees would have obtained the inside information by reason of their employment. It is less clear whether, say, an employee who has no right of access to inside information in his or her position but hears, by chance, of that information while at work would fall within the definition. However, that person may be a secondary insider.

This third group of primary insiders also appears to include persons who have no relationship with the issuer. Inside information can cover matters affecting, but derived from outside, companies (for instance, information that is likely to influence the market as a whole, such as changes in interest rates). Public officials and any other persons with access to this information through their employment, profession or duties would therefore fall within the category of primary insiders.

Secondary insiders. A secondary insider is “any person other than [a primary insider] who with full knowledge of the facts possesses inside information, the direct or indirect source of which could not be other than a [primary insider]”. The requirement that the person have “full knowledge of the facts” suggests that the person must be aware that the information is inside information, as defined under the EU Directive.

In addition, “the direct or indirect source” of the inside information must be a primary insider, that is, the secondary insider must be aware that there must have been a leak of information, the source of which was a primary insider. However, it is not necessary to identify the primary insider or to prove any relationship between the primary and secondary insider. The category of secondary insider could therefore include persons at the end of a long chain of information, provided it can be proved that the original information could not have come from anyone other than a primary insider.

Liabilities of insiders

Trading. The EU Directive requires Member States to prohibit primary insiders from “taking advantage of” inside information with full knowledge of the facts by acquiring or disposing of transferable securities for their own or another person’s account, either directly or indirectly.

The Directive also requires Member States to impose similar trading prohibitions on secondary insiders.

349 id, Article 2.
350 id, Article 4.
Disclosing inside information. The EU Directive provides that Member States should stipulate that primary insiders may not disclose inside information to any other person, unless the disclosure is made in the normal course of the exercise of the primary insider’s employment, profession or duties\(^{351}\) (thereby permitting the essential flow of information between market professionals and their advisers).

The Directive does not include a disclosure prohibition for secondary insiders. Therefore, persons other than primary insiders could lawfully pass on inside information down a communication chain. Any person at the end of that chain who trades would be liable for insider trading only if that person satisfied the definition of a secondary insider.

Procuring trading. The EU Directive provides that Member States should prohibit primary insiders from recommending or procuring another person to transact in marketable securities “on the basis of” inside information.\(^{352}\) The recommendation need not mention the inside information; it suffices that the recommendation is made on the basis of the insider’s knowledge of the inside information.

The EU model does not prohibit primary insiders from recommending or procuring another person to refrain from dealing in particular securities.

The Directive does not include a procuring prohibition for secondary insiders.

Entities other than natural persons

The EU Directive provides that, where the primary insider is a company or other type of legal person, the prohibition on trading shall apply to the natural persons who take part in the decision to carry out the transaction for the account of the legal person concerned.\(^{353}\) The EU Directive has no similar provision for trading by secondary insiders.

Use of inside information

The EU Directive provides that each member State shall prohibit insiders “from taking advantage of” inside information to acquire or dispose of securities.\(^{354}\) This implies that insiders must be shown to have used the information in some manner in reaching their trading decisions.

Modifying the Directive

The Directive is aimed at setting a minimum standard for insider trading laws in the Member States. Member States are free to adopt more stringent, or comprehensive, provisions than those laid down in the Directive, provided that the Directive provisions are applied generally.\(^{355}\) For instance, it is open to Member States to apply the disclosing and procuring prohibitions to secondary insiders.

\(^{351}\) id, Article 3(a).
\(^{352}\) id, Article 3(b).
\(^{353}\) id, Articles 2(2).
\(^{354}\) id, Article 2(1).
\(^{355}\) id, Article 6.
The United Kingdom and Germany, as well as other EU Member States, subsequently enacted legislation broadly following the EU model. However, as explained in Appendix 3 and Appendix 4, the UK and German provisions differ in significant respects.

**Draft new EU Directive**


Details of significant differences between the 1989 Directive and the proposed Directive, as well as cross-references to the relevant analysis in this Discussion Paper, are set out in Appendix 11.
Appendix 3

United Kingdom


What is inside information

The UK legislation adopts a broad approach. There is no requirement for the company whose securities are traded to have generated the inside information. The information may come from any source, provided the information:

“relates to particular securities or to a particular issuer of securities or to particular issuers of securities and not to securities generally or to issuers of securities generally”.357

Furthermore:

“information shall be treated as relating to an issuer of securities which is a company not only where it is about the company but also where it may affect the company’s business prospects”.358

The purpose of the latter provision is to “catch as inside information, information which, while not relating directly to a company, would nevertheless be likely to have a significant effect on the price of its shares”.359

A possible restriction on what constitutes inside information arises for those primary insiders who “have access to” inside information by virtue of their employment, office or profession.360 One commentator has argued that, in consequence of this access requirement, the UK legislation does not cover self-generated inside information:

“The notion of having access would seem to require that the information in question is in existence independently of the person seeking to obtain it or access to it.”361

---

356 Criminal Justice Act 1993 Part V Insider Trading (ss 52-64 and accompanying Schedules). In the UK, insider trading was first made a criminal offence under the Companies Act 1980 Part V. These provisions were amended and consolidated into the Company Securities (Insider Dealing) Act 1985. That legislation, in turn, was superseded by the 1993 legislation.

357 Criminal Justice Act 1993 s 56(1)(a).

358 id, s 60(4).


360 Criminal Justice Act 1993 s 57(2)(a)(ii).

361 B Rider in the CCH UK Financial Services Reporter (looseleaf) §42-200 at 43,502.
Level of precision of the inside information

The UK legislation states that inside information must be “specific or precise”. Various commentators have pointed out that information may be specific, even though it has a vague and imprecise quality. Examples would be a person who has specific knowledge, but not the precise details, of an imminent rights issue, or a forthcoming statement of profit (or losses), by a company. Likewise, a person may have specific inside information that someone proposes to launch a takeover bid for a particular company, without having precise information about the details of that bid.

Who are insiders

The UK legislation applies only to “an individual”, meaning a natural person. Given this restriction, the UK legislation has no need for any “Chinese Walls” defence, which applies when inside information is held within a company or other entity.

The UK legislation defines “insider” to cover primary and secondary insiders.

Primary insiders. These are persons who have inside information:

- through being a director, employee or shareholder of an issuer of securities, or

- by having access to the information by virtue of their employment, office or profession. A person may obtain inside information and thereby be a primary insider “by virtue” of his or her employment, office or profession without necessarily having any direct professional, fiduciary or contractual connection with the company whose securities are traded. However, the ambit of this test appears unclear, and may have anomalous results.

---

362 Criminal Justice Act 1993 s 56(1)(b).
364 Criminal Justice Act 1993 s 52.
365 id, s 57(2)(a).
366 B Rider in the CCH UK Financial Services Reporter (looseleaf) §42-200 at 43,501 comments that the category of persons having access to inside information by virtue of their employment, office or profession:

“will include professional advisers such as lawyers, merchant bankers, accountants, public relations specialists and the like. While it is not unreasonable to expect such persons to assume the responsibilities of insider status on a temporary basis, the wording of the section is wide enough to bring in many others performing rather more peripheral services to an issuer. Thus, it may be argued that office cleaners, temporary secretarial staff, postmen and couriers have access to information by virtue of their employment. While it is no doubt the case that an opportunity to acquire inside information may well have been presented through engaging in the activities of their employment, it is not clear whether it is appropriate to cast the net so widely. The better view under the previous legislation was that the information had to be obtained in the proper course and performance of the employment in question. An office cleaner rummaging through a waste paper bin could not be considered to be acting in the course of his or her employment.”

If the interpretation in the above extract is correct, persons may be able to avoid being primary insiders simply by acting outside the terms of their employment.
Secondary insiders. These are persons who hold inside information and who know that the “direct or indirect source” of that information is a primary insider.\(^\text{367}\) It is unclear whether the recipient must know the exact identity of the source and the circumstances under which the disclosure was made, or must simply be aware that the information has come from a primary source.\(^\text{368}\) It need not be shown either that a secondary insider sought the inside information or that the primary insider acted unlawfully in providing the information.

Another approach. The recently introduced additional civil remedy for market abuse, including insider trading, applies to any person whose behaviour is based on inside information. There is no distinction between primary and secondary insiders, or any requirement that the person be linked directly or indirectly to the company whose securities are traded. However, there are other restrictions on who is an insider under the civil legislation (see Regulator’s remedies, post).\(^\text{369}\)

Liabilities of insiders

Primary and secondary insiders under the UK law are subject to the same trading, disclosing and procuring offences. They also have the same defences.

Trading

Primary and secondary insiders are prohibited from acquiring or disposing of securities, either as principals or agents for someone else, subject to various statutory defences.\(^\text{370}\)

These insiders are not guilty of insider trading if they show that they:

- did not at the time expect the dealing to result in a profit or avoidance of a loss attributable to the inside information, or

- believed at that time, on reasonable grounds, that the information had been or would be sufficiently disclosed to avoid prejudicing any participant in the dealings who did not have the information, or

- would have done what they did even if they had not had the information.\(^\text{371}\)

Conversely, a broad interpretation of the employment etc connection could give rise to apparently artificial distinctions in determining who is an insider. For instance, take the situation where two directors of a company are discussing inside information in a restaurant. Their discussion is overheard by a waiter employed by the restaurant, a diner having a social lunch and a diner having a business lunch. Arguably, the waiter would be a primary insider as that person had access to the information by virtue of his employment. By contrast, the social diner would not be a primary insider. The business lunch diner might be a primary insider, depending on whether that person could be said to have access to the information by virtue of the person’s employment or profession.

\(^{367}\) Criminal Justice Act 1993 s 57(1), (2)(b).


\(^{369}\) Financial Services and Markets Act 2000 s 118.

\(^{370}\) Criminal Justice Act 1993 ss 52(1), 55(1)(a), (2), (3).

\(^{371}\) id, s 53(1).
The trading prohibition only applies to dealing. A primary or secondary insider may lawfully refrain from trading (or cancel orders to trade) on the basis of the inside information.

**Disclosing inside information**

Subject to various statutory defences, primary and secondary insiders are prohibited from disclosing inside information to another person.\(^{372}\) The defences are:

- the disclosure took place in the proper performance of the functions of the primary or secondary insider’s employment, office or profession\(^{373}\)

- the insider can show that he or she did not expect the recipient (or any other person) to trade because of the disclosure.\(^{374}\) This defence would, for instance, protect insiders who confide information to another person, not as part of the proper performance of their official functions, but for reasons unrelated to trading in those securities

- the insider can show that, although he or she expected that the recipient would trade, the insider did not expect that any such trading would result in a profit, or avoidance of a loss, attributable to the inside information.\(^{375}\)

**Procuring transactions**

Primary and secondary insiders are liable for procuring another person to acquire or dispose of affected securities.\(^{376}\) They are also liable for encouraging another person to deal in affected securities, where they know, or have “reasonable cause to believe”, that the other person will so deal (though it is not essential that dealing actually take place).\(^{377}\) It is irrelevant whether or not the person encouraged realises that the person encouraging is a primary or secondary insider or that inside information is being used as a basis for the recommendation. The offence focuses solely on the conduct and state of mind of the primary or secondary insider. However, primary and secondary insiders may lawfully procure other persons not to trade.

Primary or secondary insiders have three defences to procuring or encouraging another person to deal in affected securities, by showing that they:

- did not expect that any dealing in these securities would result in a profit, or avoidance of a loss, attributable to the fact that the information was inside information, or

- believed at that time, on reasonable grounds, that the information had been or would be sufficiently disclosed to avoid prejudicing any participant in the dealings who did not have the information, or

\(^{372}\) id, s 52(2)(b).

\(^{373}\) id, s 52(2)(b).

\(^{374}\) id, s 53(3)(a).

\(^{375}\) id, s 53(3)(b).

\(^{376}\) id, s 52(1), as applied to procuring by virtue of s 55(1)(b), (4) and (5).

\(^{377}\) id, s 52(2)(a).
would have done what they did even if they had not had the inside information.378

Research and analysis

The UK statute provides that information may be treated as having been made public (and therefore not being inside information) even though it can be acquired only by persons exercising diligence or expertise or by observation.379 Unlike the German law, the UK legislation does not expressly require that the diligence or expertise must be exercised only on publicly available information, though it may be illogical to characterise information gleaned by a researcher from otherwise totally confidential sources as having been made public.

The UK provisions also provide a defence to persons who can show that they would have acted in the same manner even without the inside information.380 This defence could apply to a person who, on the basis of research and analysis of publicly available information, decides to buy or sell certain securities, and subsequently, but prior to trading, obtains inside information that supports that previously reached decision.

On-market and off-market application of insider trading prohibition

The UK prohibition on trading or procuring only applies to acquisitions or disposals that occur on a designated regulated domestic or foreign market or where the person trading in the price-affected securities has relied on a professional intermediary, or was himself or herself acting as a professional intermediary.381 The purpose of these provisions is to exclude from the scope of criminal liability a truly private deal executed off-market and without the involvement of a market professional.

Use of inside information

The UK legislation does not require the prosecution to show that an accused used the inside information. Instead, insiders have a defence if they establish that they did not use the inside information in their trading:

“An individual is not guilty of insider dealing by virtue of dealing in securities if he shows that he would have done what he did even if he had not had the information”.382

Regulator’s remedies

The United Kingdom has developed an administrative regulatory regime for insider trading in addition to the existing criminal jurisdiction.

378 id, ss 53(1) (procuring), 53(2) (encouraging).
379 id, s 58(3)(a), (c).
380 id, s 53(1)(c).
381 id, ss 52(3), 54(1). Professional intermediaries are defined in s 59. The UK Treasury designates the regulated markets by published Order: the Insider Dealing (Securities and Regulated Markets) Order 1994.
382 Criminal Justice Act 1993 s 53(1)(c).
The UK Financial Services and Markets Act 2000 defines various categories of market abuse, including misuse of information through insider trading. Under that Act, the UK Financial Services Authority (FSA) has issued a Code of Market Conduct setting out what behaviour the FSA believes amounts to misuse of information and other forms of market abuse. This Code applies to all markets, including commodity, derivatives and financial futures markets and to all participants in those markets.

The FSA Code of Market Conduct deals with any person who engages in market abuse through insider trading or who requires or encourages another person to do so (for instance, by causing, procuring or advising that other person). The following four key prerequisites for liability are designed to focus on market behaviour and expectations.

- **The person must possess information that is not generally available to the market at large.** Information is treated as generally available if it can be obtained by such means as observation (without infringing rights of privacy, property or confidentiality), through access to records that are open to inspection by the public (including through the Internet), or by research or analysis conducted by or on behalf of users of a market. Information will also be regarded as generally available even if only published overseas or available on payment of a fee.

- **The information would be likely to be regarded by a regular user in the market as relevant when deciding the terms on which transactions in investments of the kind in question should be effected.** A regular user in relation to a particular market is defined as “a reasonable person who regularly deals on that market in investments of the kind in question”. The question of whether certain information is relevant will depend on various factors, including how specific, precise, current and reliable it is. In this context, information can include matters relating to possible future developments, depending on the level of certainty of their occurrence and their significance if they were to occur.

- **The information must relate to matters which a regular user would reasonably expect to be disclosed to other users of the market on an equal basis, whether at the time in question or in the future.** Such information is either information that has to be disclosed to the market pursuant to any legal or regulatory requirement (disclosable information) or information that is usually the subject of a public announcement, although not subject to any formal disclosure requirement (announceable information).
This has various implications. There is no precise test for determining when information concerning future developments becomes inside information. Also, the extent to which a regular user may reasonably expect to have access to information on an equal basis is different in different markets. For instance, regular users of commodities markets would not expect to receive the same amount of information on the same basis as regular users of equity markets. Furthermore, information concerning a person’s own or any other person’s intention to deal or not to deal does not constitute inside information, given that other users of the market would not expect to have equal access to such information. In consequence, behaviour such as scalping, frontrunning or piggy backing may not be caught under these provisions, as the market would not expect information about clients to be made public.

The consequence for adopting this approach in Australia would be to exclude information that is exempt from continuous disclosure.

- **The person’s behaviour must be based on the information, and not be required for other reasons.** It need not be shown that the person engaging in the behaviour intended to abuse the market. However, the information held by that person must have a material influence on his or her decision to engage in the transaction. The information must be one of the reasons, but need not be the only reason, for trading. By contrast, a dealing will not constitute insider trading if the person has made a firm decision to deal before the relevant information was in his or her possession and the terms on which that person proposed to enter into the transaction did not alter after the receipt of the information.

A dealing will not amount to insider trading if the person was required to deal in order to comply with a legal (including contractual) or regulatory obligation in circumstances where the obligation existed before the relevant

---

389 id, paras 1.2.7 & 1.4.17 indicate that the disclosure standards vary between markets. For instance, the disclosure standards expected in equity markets differ from those expected in commodities markets:

“The Code makes clear that where relevant information is required to be disclosed to market A, and it is also relevant to market B in which there is no disclosure obligation, dealing or arranging deals based on the information in relation to investments traded on market B will not amount to market abuse. Any dealing or arranging deals based on the information in relation to market A, before it is disclosed, will amount to market abuse.” (para 6.10)

390 UK Financial Services Authority Consultation Paper 59, Market Abuse: A Draft Code of Market Conduct (July 2000), paras 6.48-6.54. The Paper gives the following example. Firm A learns that Firm B is about to execute a large portfolio trade on behalf of Fund Manager C. Firm A has sufficient detail about the identity of the stocks to position itself to benefit from the market impact of the trade. Firm A would be free to use that information, since it concerns another person’s intention to trade.

391 Scalping is advisers trading in advance of conveying their trading recommendations to clients. Frontrunning is advisers transacting on their own behalf before implementing their clients’ instructions. Piggy backing is advisers transacting with knowledge of a client’s trading strategy and in advance of receiving specific instructions based on that strategy.

information was in that person’s possession. There is also an exclusion for transactions prior to takeover bids.\(^{393}\)

However, unlike criminal liability in the UK, it is no defence that the person did not expect the dealing to result in a profit attributable to the price-sensitive information. This defence is not relevant in the context of market abuse, where the mischief being prevented is abuse of a market, rather than personal gain.\(^{394}\)

A person who passes inside information to another may be liable for encouraging the recipient to trade, unless the disclosure is made for a legitimate purpose. In some instances, the disclosure must be accompanied by a statement when or before the information is passed that the information is given in confidence and that the recipient should not act on that information until it has been made generally available.\(^{395}\)

Where the FSA considers that the above four elements of market abuse through insider trading have taken place, it may seek various court remedies, including the imposition of financial penalties.\(^{396}\) Any payment by a defendant must be made to the FSA, for distribution to affected persons.\(^{397}\)

Alternatively, the FSA may itself impose administrative financial penalties for breach of the Code of Market Conduct or rely on public censure by publishing a statement to the effect that a person has engaged in market abuse.\(^{398}\) The perpetrator can have the matter referred to the Financial Services and Markets Tribunal and may appeal to a court on points of law.\(^{399}\) There is no requirement to prove that the person engaging in the insider trading intended to abuse the market. However, the FSA may not impose a penalty if there are reasonable grounds for it to be satisfied that the person believed on reasonable grounds that his or her behaviour did not amount to market abuse, or requiring or encouraging another person to engage in market abuse, or the person has

\(^{393}\) ibid.

\(^{394}\) UK Financial Services Authority Consultation Paper 59, Market Abuse: A Draft Code of Market Conduct (July 2000), para 6.55. Contrast the UK Criminal Justice Act 1993 s 53, which provides a defence if the defendant can show “that he did not at the time expect the dealing to result in a profit or avoidance of a loss attributable to the fact that the information in question was price-sensitive information in relation to the securities”.


\(^{396}\) Financial Services and Markets Act 2000 ss 129, 381, 383.

\(^{397}\) id, s 383.

\(^{398}\) id, s 123.

\(^{399}\) id, ss 132-137.
taken all reasonable precautions and exercised all due diligence to avoid engaging in
market abuse.\textsuperscript{400}

This administrative regulatory regime is independent of the existing UK criminal
offence of insider dealing, which continues to apply.

\textsuperscript{400} id, s 123(2).
Appendix 4

Germany

Insider trading (Insidergeschäften) was made a criminal offence in Germany under the Securities Trading Act (Wertpapierhandelsgesetz (WpHG)) in 1994. There are no statutory civil insider trading provisions.

What is inside information (Insidertatsache)

The WpHG adopts a broad approach. It refers to any non-public price-sensitive information relating to one or more issuers of insider securities, or to insider securities, but without any requirement that those issuers generate the information. For instance, inside information has been held to include a broker’s knowledge of a client’s actual or anticipated trading instructions, thereby going beyond any information generated by the company whose securities are traded.

The WpHG does not appear to have a restriction on self-generated inside information, as may be the case in the UK. The WpHG has no equivalent of the UK requirement that the primary insider “have access to” inside information. It suffices that the person has knowledge of inside information by virtue of the person’s profession, employment or duties. A recent case on scalping (trading in advance of publishing one’s own recommendations) held that self-generated information is covered.

---

401 WpHG §§12-14, 38. From 1970 to 1994, insider trading was regulated under guidelines adopted by German stock exchanges and agreed to by many of Germany’s major public companies. A useful analysis of the background to the implementation of the WpHG is found in DJ Standen, "Insider trading reforms sweep across Germany: bracing for the cold winds of change" (1995) 36 Harvard International Law Journal 186.

402 WpHG §13(1) defines inside information (Insidertatsache) as any information which has not been made public relating to one or more issuers of insider securities, or to insider securities (Insiderpapiere), which, if it were made public, would be likely to have a significant effect on the price of those securities. Insider securities are broadly defined in §12.

403 The Bundesaufsichtsamt für den Wertpapierhandel (BAWe) [Federal Supervisory Office for Securities Trading] 1999 Annual Report (Jahresbericht) refers (at 21) to a number of instances where action against frontrunning (that is, brokers trading in advance of implementing their clients’ materially price-sensitive trading instructions) was taken under the insider trading provisions.

404 WpHG §13(1).3.

405 The BAWe 1999 Annual Report at 25 refers to a November 1999 decision of the regional Court of Frankfurt am Main, which ruled that a business journalist who purchased securities before the publication of his price-sensitive recommendations, with the aim of benefiting from the resulting price gain, was liable for insider trading. The Court ruled that mental processes such as the intention to release a recommendation can represent inside information. Under the WpHG, the business journalist would be prohibited from either purchasing affected securities before the publication of his recommendation, or informing third parties in advance about what securities he would recommend.
Level of precision of the inside information

The WpHG has no precision requirement. Its definition of inside information follows the language of the EU definition, except for omitting the requirement that the information be “of a precise nature”.

Who are insiders

The WpHG covers primary and secondary insiders, the latter category being significantly broader than under the UK legislation.

Primary insiders. These are persons who have knowledge of inside information by virtue of:

- their membership of the managing organs of the company whose securities are traded or a connected undertaking, or
- their holding equity in either entity, or
- their employment, profession or duties (whether or not these are to the company whose securities are traded). For instance, lawyers, accountants or brokers who learn inside information in the scope of their profession are covered. Thus, a broker who trades with knowledge, and in advance, of his or her client’s instructions (frontrunning) has been treated as a primary insider, as the broker had access to that inside information by virtue of his or her employment, profession or duties. Less certain is whether corporate employees etc whose activities do not involve the handling of inside information, or who obtain information merely by chance, are covered.

There must be a causal link between the position held by the insider and that person’s access to inside information. However, in the absence of this causal link, a person with knowledge of inside information may still fall within the much broader category of secondary insiders.

Secondary insiders. The WpHG defines secondary insiders very broadly by, in effect, adopting an “information connection” approach. These insiders are any persons who are not primary insiders but nevertheless have knowledge of inside information.
Appendix 4. Germany

How that information came into their possession is irrelevant. A secondary insider may have obtained the inside information in any way, including from a primary insider, another secondary insider, by chance, by theft or by espionage. There is no equivalent of the EU model or UK requirement that the “direct or indirect source” of the inside information be a primary insider. However, under German law, the recipient must know, rather than merely suspect, that the information he or she receives is inside information.

**Liabilities of insiders**

The WpHG is based on the EU model, but does not have the range of statutory defences found in the UK Act.

**Trading**

Primary and secondary insiders are prohibited from taking advantage of their knowledge to buy or sell securities on their own or someone else’s account.\(^{414}\)

There are no statutory defences to trading equivalent to those found in the UK legislation. However, insiders may lawfully refrain from trading (or cancel orders to trade) on the basis of inside information.

**Disclosing inside information**

*Primary insiders.* Primary insiders are prohibited from disclosing or making available inside information to a third party without authority to do so.\(^{415}\) It is irrelevant whether the primary insider intended or suspected that the recipient would trade in the relevant securities, or whether the recipient did in fact so trade.

Other than where a disclosure is authorised, there are no statutory defences to disclosing. This contrasts with the range of statutory defences in the UK legislation.

*Secondary insiders.* Unlike the UK law, the WpHG does not expressly prohibit secondary insiders from passing on inside information. This omission was described in the German Upper House (Bundesrat), during debate on the WpHG, as a “significant loophole” in the legislation, though the provisions were not amended.

On one view, no statutory provision is necessary. Any secondary insider who without authority discloses inside information to a third person may be liable for soliciting or aiding and abetting if that third person subsequently trades (given that the informed third person has become a secondary insider and is therefore prohibited from trading).\(^{416}\) The contrary view is that the WpHG intentionally omitted any liability for secondary insiders who disclose inside information, and the general aiding and abetting provisions should not be applied in this context. In any event, the aiding and abetting provisions would probably only cover the secondary insider who disclosed

---

\(^{414}\) WpHG §14(1)1, 14(2).

\(^{415}\) WpHG §14(1)2.

\(^{416}\) German Criminal Code (Strafgesetzbuch) §§26, 27.
information to the person who traded, not any intermediate persons who pass on inside information in a communication chain.417

**Procuring transactions**

**Primary insiders.** Primary insiders are prohibited from recommending, on the basis of their inside knowledge, that a third party acquire or dispose of insider securities.418 The WpHG does not require that the inside information be disclosed to the third party. Likewise, it has no equivalent of the UK statutory requirement that the primary insider know or have reasonable cause to believe that the third party will trade. The mere recommendation is enough. Also, there is no equivalent of the UK statutory defences to procuring. However, there is no prohibition on primary insiders procuring third parties not to trade.

**Secondary insiders.** Unlike the UK law, the WpHG does not expressly prohibit secondary insiders from procuring. On one view, a statutory provision may be unnecessary. Any secondary insider who procures a third person to trade by disclosing the inside information may be liable for soliciting or aiding and abetting any breach by that third person (given that the informed third person has become a secondary insider and therefore cannot trade). The contrary view is that the omission of any specific liability on secondary insiders for procuring overrides any general aiding and abetting provisions.419

**Research and analysis**

The WpHG provides an exemption for research and analysis only if they are based entirely on publicly known information. The research and analysis can lawfully be used for trading, even if they could considerably affect the price of the securities.420

**On-market and off-market application of insider trading prohibition**

The WpHG applies to securities that are capable of being traded (whether or not actually traded) on a designated regulated domestic or foreign market.421

**Use of inside information**

The WpHG provides that insiders or persons who receive inside information from an insider are forbidden from using or taking advantage of their knowledge to trade.422 Presumably, the prosecution must prove that they knowingly used the information.

---

418 WpHG §14(1)3.
420 WpHG §13(2).
421 WpHG §12(1) defines insider securities (Insiderpapiere) as any securities that are admitted to official trading on a German stock exchange or free market (Freiverkehr) or are admitted to trading on various designated foreign markets. Securities are deemed to be admitted to trading on an organized market, or to be traded on a free market, once the application for such trading has been submitted or publicly announced.
422 WpHG §14(1)1, 14(2) – “unter Ausnutzung seiner/dieser Kenntnis”.
Regulator’s remedies

The Federal Supervisory Office for Securities Trading (Bundesaufsichtsamt für den Wertpapierhandel: BAW e) has responsibility for ensuring the proper functioning of German securities and derivatives markets, including combatting and preventing insider trading. The BAWe has statutory powers to investigate possible instances of insider trading. It may report matters to the public prosecutor’s office, which may bring criminal proceedings or discontinue these proceedings where the defendant has agreed to pay an appropriate fine or civil penalty.

No civil remedies

The WpHG does not provide for any civil claims by counterparties, contemporaneous traders or the company whose securities are traded.

423 WpHG §18.
424 WpHG §38.
425 Strafprozessordnung (Code of Criminal Procedure) s 153a.
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South Africa

The South African Insider Trading Act 1998 is largely modelled on the UK Criminal Justice Act 1993.\textsuperscript{426} It contains civil, as well as criminal, provisions.

What is inside information

“Inside information” means specific or precise information that has not been made public and that:

- is obtained or learned as an insider; and
- if it were made public would be likely to have a material effect on the price or value of any security of financial instrument.\textsuperscript{427}

Who are insiders

The South African legislation applies only to “an individual”, meaning a natural person.\textsuperscript{428} However, the legislation applies, whether individuals act on their own behalf or on behalf of some other natural person or entity.\textsuperscript{429} Given this restriction, the legislation has no need for any “Chinese Walls” defence, which applies when inside information is held within a company or an entity.

The South African legislation also adopts the UK approach of defining “insider” to cover both primary and secondary insiders.

Primary insiders. These are persons who have inside information through:

- being a director, employee or shareholder of an issuer of securities or financial instruments to which the inside information relates; or
- having access to such information by virtue of their employment, office or profession.\textsuperscript{430}

\textsuperscript{426} Previously, the South African Companies Act contained criminal sanctions for insider trading. However, no criminal prosecutions had been commenced under that legislation. The current legislation was based on the \textit{Final Report by the King Task Group into Insider Trading Legislation} (October 1997) (the King Report). This legislation reflects the policy of strengthening the insider trading provisions “to change the perception held [in the late 1990s], both locally and internationally, that there is a high incidence of insider trading in the South African securities markets”: Financial Services Board, South Africa, \textit{Report on the activities of the Insider Trading Directorate}.

\textsuperscript{427} South African Insider Trading Act 1998 s 1(vii).

\textsuperscript{428} id, s 1(viii), s 2.

\textsuperscript{429} id, s 2(1)(a) states that prohibited dealing includes dealing “directly or indirectly for his or her own account or for any other person”. Person in this context is not confined to natural persons.

\textsuperscript{430} id, s 1(viii)(a).
Secondary insiders. These are persons who have inside information and who know that the direct or indirect source of that information is a primary insider. 431

Liabilities of insiders

As in the UK legislation, primary and secondary insiders are subject to the same trading, disclosing and procuring offences. However, the elements of those offences are not identical to those in the UK legislation, and there are fewer statutory defences.

Trading

A primary or secondary insider is prohibited from dealing “directly or indirectly, for his or her own account or for any other person, in the securities or financial instruments to which [the inside] information relates or which are likely to be affected by it”. 432

An insider has the statutory defence that he or she “would have acted in the same manner, even without the inside information”. 433 The Act omits the two other statutory defences found in the UK legislation. 434

Disclosing inside information

It is an offence for a primary or secondary insider who knows that he or she has inside information to disclose that information to someone else. 435 Liability does not depend on the insider having received any financial or other reward for this disclosure.

An insider has a defence by establishing on the balance of probabilities that:

- the disclosure was in the course of the insider’s employment, office or profession and the insider, at the same time, disclosed that the information was inside information (thereby putting the recipient on notice) (the additional italicised requirement is not found in the UK legislation), 436 or

- the insider believed on reasonable grounds that no person would deal in the securities as a result of the disclosure. 437

There is no equivalent of the UK defence that an insider can show that, although he or she expected that the recipient would trade, the insider did not expect that any such

---

431 id, s 1(viii)(b).
432 id, s 2(1)(a).
433 id, s 4(1)(b).
434 The two UK statutory defences that are omitted from the South African legislation are if insiders show that they:

- did not at the time expect the dealing to result in a profit or avoidance of a loss attributable to the inside information
- believed on reasonable grounds that the information had been disclosed widely enough to avoid any participant in the dealing being prejudiced by not having the information.

436 id, s 4(2)(b).
437 id, s 4(2)(a).
trading would result in a profit, or avoidance of a loss, attributable to the inside information.

**Procuring transactions**

Primary and secondary insiders are liable if they encourage or cause another person to deal in affected securities.\(^{438}\) There is no requirement that they receive any financial or other reward from this procurement.

The South African legislation contains no equivalent of the UK requirement that the primary or secondary insider knows or has reasonable cause to believe that the other person will deal in the affected securities.

Insiders are also liable if they “discourage or stop” another person from dealing in affected securities.\(^{439}\) This prohibition on discouraging dealing is not found in any other jurisdictions reviewed in this Discussion Paper, including Australia, and in this regard sets South Africa apart from all these other jurisdictions.

As with the UK legislation, it is a defence if the insider proves on the balance of probabilities that he or she “would have acted in the same manner even without the inside information”.\(^{440}\) However, there is no equivalent of the two additional UK statutory defences.\(^{441}\)

**Research and analysis**

The South African statute, following the UK model, provides that information may be treated as having been made public (and therefore not being inside information) even though it can be acquired only by persons exercising diligence or expertise or by observation.\(^{442}\) In contrast to the German law, the South African legislation does not expressly require that the diligence or expertise must be exercised only on publicly available information, though it may be illogical to characterise information gleaned by a researcher from otherwise totally confidential sources as having been made public.

The South African provisions also provide a defence to persons who can show that they would have acted in the same manner even without the inside information.\(^{443}\) This defence could apply to a person who, on the basis of research and analysis of publicly available information, decides to buy or sell certain securities, and subsequently, but prior to trading, obtains inside information that supports that previously reached decision.

---

\(^{438}\) id, s 2(1)(b).

\(^{439}\) Ibid.


\(^{441}\) The two UK statutory defences that are omitted from the South African legislation are that:

- the insider did not expect that any dealing in these securities would result in a profit, or avoidance of a loss, attributable to the fact that the information was inside information

- the insider believed at that time, on reasonable grounds, that the information had been or would be sufficiently disclosed to avoid prejudicing any participant in the dealings who did not have the information.


\(^{443}\) id, s 4(1)(b).
On-market and off-market application of insider trading prohibition

The South African legislation covers all listed securities and financial instruments, whether traded on-exchange or over-the-counter (OTC).\(^{444}\) The King Task Group Final Report (1997) took the view that it was unnecessary to include unlisted securities in the legislation, because common law civil remedies were available.\(^{445}\)

Use of inside information

The South African legislation follows the UK model. It provides a defence of non-use, namely where the insider proves on the balance of probabilities that he or she would have acted in the same manner even without the inside information.\(^{446}\)

Intermediary acting on clients’ instructions

The South African legislation provides that an intermediary trading for a client is not guilty of an offence if the intermediary proves on a balance of probabilities that he or she:

“was acting on specific instructions from a client, save where the inside information was disclosed to him or her by that client”.\(^{447}\) [emphasis added]

This makes it clear that an intermediary cannot lawfully transact in particular securities on the instructions of a client who has given the intermediary inside information regarding those securities.

Regulator’s remedies

In addition to criminal proceedings, the Financial Services Board may institute civil proceedings on behalf of all eligible claimants (see post) for a breach of the insider trading law. The Board may claim for:

- any amount of profit gained or loss avoided in consequence of the breach, and
- an additional penalty, for compensatory or punitive purposes, of an amount determined by the court up to three times the profit gained or loss avoided.

This renders persons in breach of the legislation potentially liable for up to four times the amount of any profit gained or loss avoided on illegal transactions. The amount of the profit gained or loss avoided shall be determined at the discretion of the court, which must have regard to factors such as the consideration for the dealing and the time between the relevant dealing and the publication of the inside information.\(^{448}\)


\(^{445}\) King Report at §3.3.3.


\(^{447}\) id, s 4(1)(a).

\(^{448}\) id, s 6.
Funds recovered shall be first applied to cover all expenses reasonably incurred in bringing the civil proceedings, with remaining funds being distributed to eligible claimants. In any later criminal proceedings, the court shall take into account any award or penalty previously made in civil proceedings arising from the same cause.

**Eligible claimants**

Who are eligible claimants depends on the time lapse between the insider dealing and the publication of the inside information. Eligible claimants are:

1. where the inside information was made public within a week of the insider having traded, any persons who dealt within that week in the same securities or financial instruments on the opposite side of the market to the insider
2. if the time lapse was more than a week, any persons who dealt in the same securities or financial instruments on the opposite side of the market to the insider on the same day that the insider traded.

There is no requirement that eligible claimants prove actual loss. Instead, the funds recovered are distributed to eligible claimants, according to the volume of their trading in the affected securities. Where the funds recovered from the insider under the civil action are less than the amount claimed by all affected persons, these funds are to be prorated.
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United States

The United States insider trading laws have developed over a number of decades through a series of judicial interpretations of a general anti-fraud statute. This primarily non-legislative approach has resulted in the US laws developing in a piecemeal manner, given that the courts only deal with specific matters as they arise. This contrasts with attempts at more comprehensive regulation in jurisdictions having specific insider trading legislation.

What is inside information

The US courts have adopted the broad approach. Inside information can include, for instance, knowledge that the Government is about to take anti-trust enforcement action against a particular issuer (thereby depressing the price of its securities), or knowledge that a key investment analyst is about to change a public recommendation regarding the issuer.

Level of precision of the inside information

US courts have ruled that inside information is not limited to verifiable facts. It includes any information that might affect the value of the securities in question, such as plans or proposals or projections and estimates regarding an entity’s earnings and liabilities. Inside information can also include information that contradicts or calls
into question prior assumptions about a company that were held by investors generally.\footnote{In \textit{Lilly v State Teachers Retirement Board} 608 F.2d 55 (1979), the Court pointed out that: “The reasonable investor has an interest in knowing not only information which will, with reasonable certainty, affect the price of the stock he contemplates buying or selling. He also has an interest in obtaining information which renders it impossible to assess the value of his investment with reasonable certainty and turns an otherwise reasonable investment into a speculative one” (at 60). Another example of inside information that contradicts public assumptions or perceptions would be information that a company has engaged in illegal activity, thereby artificially enhancing the price of its securities: \textit{SEC v Patel} Federal Securities Law Reporter (CCH) [1994-95 Transfer Binder] §98,340.}

A course of conduct can also constitute inside information. For instance, in one case, a broker observed that one of his firm’s clients consistently bought shares in advance of their nomination as “stock of the week” in a market influential publication. The broker set up a programme of parallel trading of whatever shares the client gave instructions to purchase. The broker's own trading was deemed to amount to insider trading.\footnote{D Langevoort, \textit{Insider Trading: Regulation, Enforcement and Prevention} (West Group) (looseleaf) §11.04[1] at 11-22.}

Inside information can comprise a combination of discrete pieces of information, none of which, in isolation, is precise or conclusive. The courts have adopted this “mosaic” approach towards determining what is inside information.\footnote{In \textit{State Teachers Retirement Board v Fluor Corp} 566 F.Supp. 945 (1983), the Court noted that: “A skilled analyst with knowledge of the company and the industry may piece together seemingly inconsequential data, together with public information into a mosaic that reveals material non-public information. … Although the information may be seemingly insignificant, if it completes the mosaic or the matrix and it is non-public, it may be material” (at 949).}

Liability for disclosure of inside information does not require that the information disclosed be precise. For instance, it would suffice if a primary insider in a particular company simply indicated to a recipient that events were occurring that would result in an increase or decrease in the market price of that company’s securities. The recipient could also be liable for trading, where, notwithstanding the lack of specifics, the recommendation itself and the recipient’s awareness of its source (and the credibility of that source) placed the recipient at a considerable advantage vis-à-vis the investing public generally.\footnote{In \textit{SEC v Falbo} 14 F.Supp. 2d 508 (1998), the defendant was married to an administrative officer of company A, which was in the process of secretly formulating a takeover bid for company B. At a social function, the defendant heard some employees of company A talking about how interesting it was to be working on “an acquisition”. Then, using his position as an electrician in the offices of company A, the defendant eavesdropped in an effort to ascertain the target. Finally, he overheard an officer of company A on the phone discussing company C, which he ascertained through his own research was a subsidiary of company B. He also learned of the travel plans of various officers of company A to the city where company B had its headquarters, as well as other small but helpful bits of information in conversations with his wife (who was unaware that company B was a takeover target). Gradually he became convinced that company B was the stock to buy. The Court held that he was in possession of inside information.}

**Who are insiders**

\footnote{SEC v Trikilis Federal Securities Law Reporter (CCH) [1992 Transfer Binder] §97,015.}
Primary insiders. Under the US case law, primary insiders are persons who:

- have some fiduciary or similar duty to the company whose securities are traded by virtue of their position in the company,\(^{460}\) or by virtue of their temporary relationship to the company\(^{461}\) (the fiduciary duty rationale) or
- have some fiduciary or similar duty to the counterparty\(^ {462}\) (also the fiduciary duty rationale) or
- have some fiduciary or similar duty to the source of the inside information, where that source is not the company whose securities are traded (the misappropriation rationale).\(^ {463}\)

Secondary insiders. Secondary insiders (referred to in US law as tippees) are persons who receive inside information from persons who they know are primary insiders (referred to in US law as tippers).

Liabilities of insiders

\(^{460}\) These persons include directors, officers, employees and controlling shareholders of the company. These individuals have various fiduciary duties under US corporate law to the corporation and its shareholders, including a duty of confidentiality and a duty of loyalty. The latter includes avoiding self-dealing, for instance, by using corporate information for personal gain. SEC Rule 10b5-2, introduced in October 2000, sets out various circumstances where misuse of a family or other non-business relationship may give rise to liability under the misappropriation rationale of insider trading. This SEC Rule overcomes the decision in United States v Chestman\(^{947}\) F 2d 551 (1991), which held that a marital relationship, by itself, does not involve a confidential relationship with respect to company information passed from one spouse to the other.

\(^{461}\) Temporary insiders of a company are otherwise independent persons who are rendering professional services to the company. These persons may include underwriters, lawyers, accountants, investment bankers, financial advisers and other consultants to a company. In Dirks v SEC\(^ {463}\) US 646 (1983) at 655, the US Supreme Court acknowledged that persons who are otherwise independent may be treated as insiders where (a) a special confidential relationship exists pursuant to which the adviser has access to information which is being provided to him or her solely for corporate purposes (b) an expectation (implicit or explicit) arises out of the relationship that the information will be kept confidential and (c) there must be an express or implied assent to this fiduciary relationship.

\(^{462}\) An example of a fiduciary duty being owed to a counterparty would be a company buying back its shares in the market. Under US corporate law, the company owes a fiduciary duty to the shareholders who are selling their shares. The company would engage in insider trading, in violation of the fiduciary duty rationale, if it bought back shares without disclosing inside information regarding them: Shaw v Digital Equipment Corp\(^{82}\) F.3d 1194 (1996).

Another example of a fiduciary duty to a counterparty would be where investment advisers trade with their clients.


This fiduciary relationship most commonly arises where the insider is an employee of the entity that owns the information. In other circumstances, it must be established that the alleged insider was under a fiduciary duty and accepted that duty, either expressly or by necessary implication. SEC Rule 10b5-2 provides a non-exclusive definition of when a fiduciary relationship of this nature arises in family situations. For instance, the duty applies whenever persons involved in the communication of non-public information “have a history, pattern or practise of sharing confidences, such that the person communicating the material non-public information has a reasonable expectation that the other person would maintain its confidentiality”. 
The US case law applies the most complex tests of all the jurisdictions discussed in this Paper for determining the liabilities of insiders. These tests in many ways narrow the circumstances in which persons are potentially liable for trading, disclosing or procuring, compared with those in other jurisdictions.

Trading

**Non-taking context.** Primary insiders are prohibited from trading in a company’s securities while in possession of material non-public information about those securities if that trading would breach a duty under the fiduciary or misappropriation rationales. However, trading is permitted with the consent, or (in misappropriation cases) the prior knowledge, of the person to whom that duty is owed. This can reduce the ambit of the insider trading provisions.

---

464 The prosecution must establish that the defendant’s trading constituted a breach of that duty and threatened or caused some injury to the party owed that duty. One form of injury is reputational injury. For instance, in *United States v Carpenter* 791 F.2d 1024 (1986), a reporter for the *Wall Street Journal* traded in advance of recommendations in his newspaper column. The journalist was convicted of insider trading under the misappropriation theory, based on the finding that he had breached the Journal’s policy prohibiting personal use of information produced or derived on behalf of the newspaper. The newspaper suffered reputational injury when the public became aware of that trading. In some instances, the courts have resorted to what appears to be artificial reasoning to establish both the duty and the resulting damage. For instance, in *United States v Willis* 737 F.Supp. 269 (S.D.N.Y., 1990), a psychiatrist traded on the basis of confidential information about the securities of a particular company, which was learned from a patient who was a director of that company. The Court held that the actions of the psychiatrist:

> “jeopardised the psychiatrist-patient relationship and put at risk the patient’s financial investment in psychiatric treatment, either by provoking the termination of the relationship and increasing the cost of treatment by requiring that [the patient] find a new psychiatrist, or by requiring additional treatment time to discuss the impact of [the psychiatrist’s actions] on their relationship” (at 274).

465 In *United States v O’Hagan* 117 S Ct 2199, 521 US 642 (1997), the Supreme Court emphasised that there can never be misappropriation if the fiduciary has fully disclosed to the principal his intention to trade. Likewise, the person to whom the duty is owed can consent to the trade. D Langevoort, *Insider Trading: Regulation, Enforcement and Prevention* (West Group) (looseleaf) §6.05[3] at 6-33 to 6-35, comments that:

> “Perhaps the most troublesome question is whether high level officials of a company can approve of or acquiesce in trading by an employee in the stock of an unrelated company so as to insulate the trader from liability under the misappropriation theory (eg, the *Wall Street Journal* adopting a policy that would permit employees to trade [see the previous footnote]). The answer is ‘yes’, so long as the approving official has actual authority to approve the conduct on behalf of the corporation and is not subject to a conflict of interest. In this sense, senior management of a company about to propose a merger with another could give permission to particular insiders to trade in the subject company’s stock; so long as there was full and informed consent by senior management, there would be no breach of duty, much less any fraud or deception. However, if the approving official in any way stands to benefit from the trading, he would lose the authority to approve on behalf of the company. Thus, members of a board of directors could not sequentially authorise each other to trade; such authorisation would be tainted and the corporation would be defrauded by the resulting trading. Another loophole … is where the employee simply announces his intent to trade to the employer. This could occur most plausibly in the setting where the employee is willing to resign … in order to capture the insider trading profits.”
Primary insiders may lawfully refrain from trading (or cancel orders to trade) in light of inside information.\textsuperscript{466}

A secondary insider breaches the insider trading prohibition by trading only when he or she knows, or should know, that:

- the information given to them is inside information
- the primary insider passed on that information in breach of the primary insider’s fiduciary duty,\textsuperscript{467} and
- the primary insider has derived a direct or indirect personal benefit in so doing.\textsuperscript{468}

The rationale developed by the courts for these two requirements is that secondary insiders should only be liable for trading (and primary insiders be liable as accessories to that trading) where the primary and secondary insiders have joined together in some form of “co-venture” to exploit inside information for personal gain. Arguably, to extend liability to secondary insiders may impede the free flow of information in the marketplace.

A contrary view is that the co-venture concept should be abandoned.\textsuperscript{469} For instance, should a secondary insider be entitled to trade where a primary insider discloses

\begin{itemize}
\item \textit{pecuniary benefit}, including, for instance, a portion of the recipient’s profits gained or losses avoided by the trading
\item \textit{reputational benefit}, that is, giving the information in order to enhance one’s ability to gain something of value in the future, and
\item \textit{gift}, that is, the “tip and trade resemble trading by the insider himself followed by a gift of the profits to the recipient”: Dirks \textit{v} SEC 463 US 646 (1983) at 664.
\end{itemize}

In \textit{Dirks v SEC}, the Court held that there was no direct or indirect personal benefit. In that case, a company employee (the tipper) provided an investment analyst (the tippee) with material non-public information in order to expose fraudulent business practices by his employer. The tippee did not himself trade on the information but passed the information to several of his clients (sub-tippees) who sold their shares in the company, thereby avoiding the losses that they would have otherwise suffered when the fraud was publicly exposed. The Court held that one of the prerequisites for tippee liability was that the tipper have passed the inside information to the tippee for the tipper’s benefit. In \textit{Dirks}, the tipper had gained no direct or indirect personal benefit from passing on the information (given that the motivation was simply to expose the fraud). Consequently, the tippee and sub-tippees would not have been liable for any trading.

Despite the holding in this case, the Court in \textit{Dirks} gave an expansive interpretation of personal benefit, including situations where primary insiders enhance their own reputation by tipping or gaining the “warm glow” that comes from making a gift of the information.

In \textit{SEC v Maio} 51 F.3d 623 (1995), the Court took into account a long pattern of friendship and gift-giving between the primary and secondary insiders in concluding that the primary insider had derived an indirect benefit from the trading of the secondary insider.

\textsuperscript{466} Rule 10b-5 only applies to the purchase or sale of a security.

\textsuperscript{467} In \textit{SEC v Switzer} 590 F.Supp. 756 (1984), the defendant tippee was acquitted of insider trading based on a discussion he had overheard between a company director and the director’s wife while seated in a public place. The Court held that the director (the involuntary tipper) did not breach any fiduciary duty for his personal benefit in having the conversation with his wife which, inadvertently, provided the inside information to the tippee.

\textsuperscript{468} There are three types of possible personal benefit:

- there is no direct or indirect personal benefit.
- the tipper had gained no direct or indirect personal benefit from passing on the information (given that the motivation was simply to expose the fraud). Consequently, the tippee and sub-tippees would not have been liable for any trading.

\textsuperscript{469} D Langevoort, \textit{Insider Trading: Regulation, Enforcement and Prevention} (West Group) (looseleaf) §6.07 at 6-39 refers to a number of recent misappropriation cases that have sought to
inside information without deriving any consequential benefit?\textsuperscript{470} Also, proving the two co-venture requirements may be difficult where there are possible independent commercial reasons for the primary insider’s actions in disclosing confidential information to the secondary insider.\textsuperscript{471}

It appears that any other person who receives inside information from a secondary insider (a sub-tippee) is prohibited from trading only where that person is aware that the information is material and non-public and knows, or has reason to know, that the information was obtained by virtue of a breach of fiduciary duty by the primary insider.\textsuperscript{472} This can create practical problems for a sub-tippee who receives suspicious information.\textsuperscript{473}

Secondary insiders may lawfully refrain from trading (or cancel orders to trade) in light of inside information, given that the legislation only covers transactions in securities.

\textit{Takeovers.} A separate trading prohibition applies in the context of takeover bids. SEC Rule 14e-3 prohibits any person (other than the bidder) who possesses material

abandon the requirement that the primary insider derived a direct or indirect personal benefit in passing on the information. These cases suggest that a secondary insider “should be precluded from benefiting from information that he knows or has reason to know was obtained or used unlawfully, regardless of any sense of conspiracy or co-venture between informant and recipient”.\textsuperscript{470}

An example might be a primary insider who inadvertently, and without receiving any benefit, discloses inside information at a social gathering. The listeners (secondary insiders) would be free to trade, notwithstanding the impact this might have on market fairness and market efficiency.

\textsuperscript{471} D Langevoort, \textit{Insider Trading: Regulation, Enforcement and Prevention} (West Group) (looseleaf) §4.03 at 4-13 and 4-14 gives the example of a financial analyst who has arranged a meeting with a corporate executive to discuss various investment-related matters. During the conversation, the executive (the primary insider) releases inside information to the analyst (the secondary insider), who subsequently trades. The author suggests that: “The communication should be protected [from insider trading liability] even if it results in trading only where \textit{both} the [primary] insider’s purpose and chosen method of communication reasonably pursue a goal other than facilitating trading by the [secondary insider]”.

An example of sub-tippee liability may be where a sub-tippee wishes to ascertain whether the tip received is genuine before trading, for instance, by learning the original source of the information and how the information came into the tipper’s hands. In this case, the sub-tippee could be said to be knowingly in possession of inside information that the sub-tippee knew, or should have known, was passed on in breach of the primary insider’s fiduciary duty.

The author criticises the suggestion in \textit{United States v Musella} 678 F.Supp. 1060 (1988) that the sub-tippee must abstain from trading unless and until some affirmative determination is made that the information is not privileged:

“In an environment where rumors are rampant, any attempt to investigate the source seems impracticable, and would probably be fruitless. Is the only safe course, then, not to trade? For members of the public, this may be possible, but it is hardly a means of encouraging investment. And for investment professionals … avoiding all trading and recommendations with respect to all stocks about which they hear some suspicious information is hardly feasible”.

The author suggests that:

“The more sensible approach to take to the question of remote [sub-tippee] liability is to impose liability when the [sub-tippee] (1) knows enough about the source of the information that the possibility that it has been obtained or is being used improperly is clear and (2) has some opportunity to ask questions when there is a reasonable ambiguity but deliberately refrains from doing so” (at 4-30).
non-public information relating to a proposed or current tender offer from trading in target company securities if:

- the bidder has commenced or has taken a “substantial step” towards commencing the bid;
- the person possessing the information (the informed person) knows or has reason to know that the information was acquired directly or indirectly from the bidder, the target company or any officer of those entities, and
- the informed person knows or has reason to know that the information is non-public.

Where all these elements are satisfied, the informed person is prohibited from trading or divulging the confidential information to another person where it is reasonably foreseeable that the recipient will trade. Any informed recipient is also prohibited

---

474 Material non-public information during the course of the bid may include information that the bidder is about to change the terms and conditions of the bid (for instance, by converting a conditional bid into an unconditional bid or by withdrawing its offer, where this is permissible).

475 The takeover bid must be something more than just a speculative possibility, although it need not be a certainty. According to the SEC, the phrase “substantial step” includes (but is not limited to):

- voting on a resolution by the [bidder’s] board of directors relating to the tender offer;
- the formulation of a plan or proposal to make a tender offer by the [bidder] or the person(s) acting on behalf of the [bidder]; or activities which substantially facilitate the tender offer such as: arranging finance for a tender offer; preparing or directing or authorising the preparation of tender offer materials; or authorising negotiations, negotiating or entering into agreements with any person to act as a dealer manager, soliciting dealer, forwarding agent or depository in connection with the tender offer” (quoted in D Langevoort, Insider Trading: Regulation, Enforcement and Prevention (West Group) (looseleaf) §7.02[1] at 7-3).

476 This requirement is designed to protect persons who simply hear general marketplace rumours without specific knowledge of their source. However, the courts may infer that the informed person was aware of the source. For instance, in SEC v Musella 748 F.Supp. 1028 (1989), the Court held that the defendant was a sufficiently sophisticated investor to know that the source of the information was either the intending bidder or someone acting on its behalf.

477 D Langevoort, Insider Trading: Regulation, Enforcement and Prevention (West Group) (looseleaf) §7.04 at 7-13 comments that:
from trading. There is an exception for any communications made in good faith to the officers, directors, agents, advisers or employees of the bidder or target company in connection with the bid.

Unlike the US case law on insider trading generally, this SEC rule is not based on any breach of fiduciary duty or misappropriation. It is therefore considerably wider in its application, as can be seen from *United States v Chestman*. In that case, a senior company official told his sister that a tender offer was about to be made for his company. His sister passed the information to her daughter. The daughter then passed it to her husband, who in turn disclosed the information to his stockbroker. The stockbroker then purchased the company’s shares for his personal and his customers’ accounts. The stockbroker was found not guilty of insider trading under the general provision, as there was insufficient evidence of a breach of fiduciary duty between the tipper and the company whose securities were traded. However, the stockbroker was convicted under SEC rule 14e-3, as his trades were based on possession of information related to a tender offer that he knew or had reason to know was non-public and was supplied (directly or indirectly) by an insider.

Given the much broader ambit of the SEC Rule, the distinction between those activities that fall within the SEC Rule and those that fall within the general insider trading law is particularly important. For instance, it appears that the SEC rule only applies where the informed person is aware that the information relates to a proposed or current takeover bid.

“The SEC Release states that the Rule ‘is not intended to have an impact on casual and innocently motivated social discourse’. Rather, circumstances relating to the ‘identity, position, reputation or prior actions’ of the listener or listeners must be such that a reasonable person would suspect the possibility that the information would be used for profit. What that means, presumably, is that an insider is safe if he simply ‘lets slip’ confidential information to friends or associates. But once he is aware that potential listeners are active investors, or regularly in contact with active investors, then he must be careful to keep the information to himself’.


479 In *SEC v Trikilis* Federal Securities Law Reporter (CCH) [1992 Transfer Binder] §97,015, an employee of a proposed target company advised a family member to buy shares in that company. The employee said that there were “corporate developments” likely to increase the price of those shares, but did not disclose the existence of the forthcoming friendly acquisition. The Court ruled that Rule 14e-3 did not apply to those family members who knew of the employee’s advice, but had no knowledge that it related to a tender offer.

By contrast, in *SEC v Mayhew* 123 F.3d 44 (1997), the Court held that Rule 14e-3 applied to defendants who knew that serious discussions were going on regarding a possible merger or acquisition, but without being aware of the method by which that merger or acquisition would take place.
Disclosing inside information

Primary and secondary insiders are liable for disclosing inside information to recipients only where that disclosure breaches a fiduciary or like duty owed by the disclosing person either to the company whose securities are traded or to the owner of the inside information and the disclosure is made for that person’s direct or indirect personal benefit. Where these elements are satisfied, the primary or secondary insider is liable, whether or not the recipient was aware that the information disclosed was confidential and price-sensitive and that the disclosure involved a breach of fiduciary duty by the disclosing person.480

In the takeover context, it needs to be shown that it is reasonably foreseeable that the recipient would subsequently trade.481 In other circumstances, the better view is that a breach will occur only where the recipient actually trades.482

Procuring transactions

A primary or secondary insider is liable for recommending or encouraging transactions by a recipient only where there is a breach of the same fiduciary duty and direct or indirect personal benefit prerequisites that apply to disclosing inside information. However, this liability for procuring transactions does not require that the inside information be disclosed to the recipient.

Research and analysis

In the leading US decision, *Dirks v SEC*,483 the Court held that an analyst who questioned corporate employees about rumours of possible fraudulent activities in the company, and then discussed his findings with some clients, who subsequently sold their securities in that company, did not breach the US insider trading rules. The Court ruled that the analyst had obtained material non-public information from diligent research. To prohibit this activity through the insider trading laws:

“could have an inhibiting influence on the role of market analysts, which ... is necessary to the preservation of a healthy market. It is commonplace for analysts to ‘ferret out and analyse information’ and this is often done by meeting with and questioning corporate officers and others who are insiders”.

On-market and off-market application of insider trading prohibition

480  D Langevoort, *Insider Trading: Regulation, Enforcement and Prevention* (West Group) (looseleaf) §4.06 at 4-33 points out that the civil penalty under the Insider Trading and Securities Fraud Enforcement Act 1988 could be imposed on a primary or secondary insider who discloses inside information, even though that person misled the recipient about whether the information conveyed was non-public or whether the disclosure breached a fiduciary duty. The author gives the example of a primary insider who, knowing that he will inherit a relative’s fortune, tells the relative that the company has just announced a new discovery, which leads to the relative buying its stock, when in fact the discovery has not yet been announced.

481  Rule 14e-3 prohibits insider trading in the context of tender offers. Under this Rule, the communication of inside information is prohibited where it is reasonably foreseeable that the communication is likely to result in a violation of the rule.

482  Rule 10b-5 prohibits fraud only in connection with the “purchase or sale” of a security.


484  id at 658.
The US criminal insider trading laws apply to all on-market and off-market trading in securities. However, the SEC’s statutory power to impose civil penalties only applies to trading “on or through the facilities of a national securities exchange or from or through a broker or dealer”. This emphasises the role of the SEC in protecting the integrity of the impersonal marketplace. Parties to off-market face-to-face transactions also have statutory civil remedies (see Private civil remedies, post).

**An entity issuing its own securities**

US Rule 10b5-1 (see post) enables companies to make new share issues, provided that directors reach the decision to issue securities before obtaining the inside information and they have no further discretion over the share issue scheme.

**An entity purchasing its own securities**

US companies that engage in share buy-backs while in possession of inside information are potentially liable for insider trading under the fiduciary duty rationale. To make these buy-back powers more workable, US Rule 10b5-1 (see post) now permits companies to engage in buy-backs without running the risk of insider trading, provided that the directors make the buy-back decision before obtaining any inside information and they have no further discretion over the scheme.

**Use of inside information**

The US courts and the SEC have considered the question of a use requirement.

In one case, the Court upheld the SEC contention that liability was established merely on proof that a trade was conducted by a defendant who knowingly possessed material non-public information. The prosecution did not need to prove that the insider used the information in formulating his or her trading.

Subsequent US cases held that “use” of inside information as well as “possession” of that information must be proved in both civil and criminal proceedings. These.

---


486 Under US corporate law, companies that engage in share buy-backs owe a fiduciary duty to shareholders who sell their shares to the company under that scheme: *Shaw v Digital Equipment Corp* 82 F.3d 1194 (1996).


488 *SEC v Adler* (1998) Federal Securities Law Reporter 90,177. In this case, the Court ruled that a defendant may introduce evidence of pre-existing plans or other innocuous reasons for transacting in order to rebut a charge of insider trading. The Court also discussed (at 90,600-90,601) whether this would impose too great a burden on the SEC: “Of the several arguments in support of the knowing possession test [as in *US v Teicher* (1993)], the strongest is the fact that it often would be difficult for the SEC to prove that an alleged violator actually used the material non-public information; the motivations for the trader’s decision to trade are difficult to prove and peculiarly within the trader’s knowledge. However, we believe that the inference of use, which arises from the fact that the insider traded while in knowing possession of material non-public information, alleviates the SEC’s problem. The inference allows the SEC to make out its prima facie case without having to prove the causal connection with more direct evidence... The insider can attempt to rebut the inference by adding evidence that there was no causal connection between the information and the trade - ie, that the information was not used.
cases recognised that a “use” requirement renders prosecution more difficult, given the need to prove that the suspected insider trader actually used the material non-public information in consummating the transaction.

In response to these judicial decisions, the SEC introduced a new Rule 10b5-1, in force from October 2000. The Rule, which overrides the previous case law, provides that an insider is liable if that person trades “on the basis of” material non-public information. A person so trades if the person making the purchase or sale “was aware of the material, nonpublic information when the person made the purchase or sale”. In consequence, the prosecution need not also establish that the insider used the information.

However, Rule 10b5-1 sets out various specific defences to liability where the inside information is not a factor in the decision to trade. These defences are designed to provide specific guidance on how a person can lawfully plan future transactions at a time when he or she is not aware of material nonpublic information. They permit persons to structure securities trading plans, including selective buy-backs or employee share plans, which may be implemented at any future time, provided that those persons are not aware of material nonpublic information at the time of devising the plan.

Under subparagraph (c) “Affirmative defences” of the new Rule 10b5-1, an insider may trade in the affected securities prior to public release of inside information if that person can establish the following three elements:

“(A) before becoming aware of the information, the person had: (1) entered into a binding contract to purchase or sell the security, (2) instructed

The factfinder would then weigh all the evidence and make a finding of fact as to whether the inside information was used.”

In this case, the Court ruled that certain transactions did not constitute insider trading, given the defence evidence that the decision to enter into these transactions pre-dated the acquisition of the material non-public information. By contrast, another transaction was held to constitute insider trading. The Court (at 90,605) rejected the argument that the defendant’s “purchase of the put options was consistent with evidence of his prior trading in options and other high risk investments. This evidence is clearly not sufficient to rebut the reasonable inference that [the defendant] possessed and traded on the basis of material non-public information.”

US v Smith (1998) Federal Securities Law Reporter 90,274. The Court in this case imposed a “causal connection” requirement. It ruled that the prosecution must demonstrate that the defendant actually used material, non-public information in consummating his transaction. The Court (at 91,244) reasoned that it is the insider’s use, not possession, of insider information that gives rise to informational advantage and the requisite intent to defraud:

“The persons with whom a hypothetical insider trades are not at a ‘disadvantage’ at all provided the insider does not ‘use’ the information to which he is privy. That is to say, if the insider merely possesses and does not use [the inside information], the two parties are trading on a level playing field; if the insider merely possesses and does not use [the inside information], both individuals are making their decisions on the basis of incomplete information.”

The Court also ruled (at 91,245) that, in a criminal prosecution (unlike the civil proceedings in SEC v Adler), the onus remains on the prosecution to:

“demonstrate that the suspected insider trader actually used the material, non-public information in consummating his transaction.”

another person to purchase or sell the security for the instructing person’s account, or (3) adopted a written plan for trading securities;

(B) the contract, instruction, or plan:

(1) specified the amount of securities to be purchased or sold and the price at which and the date on which the securities were to be purchased or sold; [or]

(2) included a written formula or algorithm, or computer program, for determining the amount of securities to be purchased or sold and the price at which and the date on which the securities were to be purchased or sold; or

(3) did not permit the person to exercise any subsequent influence over how, when, or whether to effect purchases or sales; provided, in addition, that any other person who, pursuant to the contract, instruction, or plan, did exercise such influence must not have been aware of the material nonpublic information when doing so; and

(C) the purchase or sale that occurred was pursuant to the contract, instruction, or plan. A purchase or sale is not ‘pursuant to a contract, instruction, or plan’ if, among other things, the person who entered into the contract, instruction, or plan altered or deviated from the contract, instruction, or plan to purchase or sell securities (whether by changing the amount, price, or timing of the purchase or sale), or entered into or altered a corresponding or hedging transaction or position with respect to those securities”.

The above exclusion will only apply if the contract, instruction or plan to purchase or sell securities was given or entered into in good faith and not as part of a plan or scheme to evade the insider trading prohibitions.

The SEC Commentary on Rule 10b5-1 describes its purpose and illustrates its workings as follows:

“Taken as a whole, the revised defence is designed to cover situations in which a person can demonstrate that the material nonpublic information was not a factor in the trading decision. We believe this provision will provide appropriate flexibility to those who would like to plan securities transactions in advance at a time when they are not aware of material nonpublic information, and then carry out those pre-planned transactions at a later time, even if they later become aware of material nonpublic information.

[Buy-backs] For example, an issuer operating a repurchase program will not need to specify with precision the amounts, prices, and dates on which it will repurchase its securities. Rather, an issuer could adopt a written plan, when it is not aware of material nonpublic information, that uses a written formula to derive amounts, prices, and dates. Or the plan could simply delegate all the discretion to determine amounts, prices, and dates to another person who is not
aware of the information - provided that the plan did not permit the issuer to (and in fact the issuer did not) exercise any subsequent influence over the purchases or sales.

[Employee purchase plans] An employee also could acquire company stock through payroll deductions under an employee stock purchase plan. ... The employee could provide oral instructions as to his or her plan participation, or proceed by means of a written plan. The transaction price could be computed as a percentage of market price, and the transaction amount could be based on a percentage of salary to be deducted under the plan. The date of a plan transaction could be determined pursuant to a formula set forth in the plan. Alternatively, the date of a plan transaction could be controlled by the plan’s administrator or investment manager, assuming that he or she is not aware of the material, nonpublic information at the time of executing the transaction, and the employee does not exercise influence over the timing of the transaction.

[Employee disposition plans] Similarly, an employee wishing to adopt a plan for exercising stock options and selling the underlying shares could, while not aware of material nonpublic information, adopt a written plan that contained a formula for determining the specified percentage of the employee’s vested options to be exercised and/or sold at or above a specific price. The formula could provide, for example, that the employee will exercise options and sell the shares one month before [a particular date (eg when her son’s college tuition is due)] and link the amount of the trade to the cost of the tuition.”

Derivative civil liability

Any person who is in a position to control another person may be subject to derivative civil liability for any impermissible trading or tipping by that other person. That liability may be up to three times the profit gained or loss avoided by the insider or the insider’s direct tippee. 491 A “controlling person” is any person with power to influence or control the direction or the management, policies or activities of another person. Control is inferred from possession of such power, whether or not it is exercised. 492

A controlling person has derivative civil liability for any insider trading or tipping breach by a controlled person where it is established that:

“the controlling person knew or recklessly disregarded the fact that such controlled person was likely to engage in the act or acts constituting the violation and failed to take appropriate steps to prevent such act or acts before they occurred.” 493

In consequence, a controlling person may not deliberately disregard circumstances suggesting that a controlled person is breaching the insider trading provisions. The clearest example of reckless disregard would be where a controlling person has no, or

---

491 Insider Trading and Securities Fraud Enforcement Act s 21A(a)(3).
492 D Langevoort, Insider Trading: Regulation, Enforcement and Prevention (West Group) (looseleaf) §8.02(2)(b) at 8-16.
an apparently inadequate, internal system to control access to, or dissemination of, confidential price-sensitive information, where such information exists or is likely to exist.

The express rationale for imposing derivative liability is that insider trading may be an institutional, as well as an individual, problem:

“Firms whose lifeblood is the continued public trust in our securities markets must do more to share in the responsibility for policing those markets and should be subject to considerable penalties for a shirking of that responsibility.”

Controlling persons who are securities issuers may take various preventative steps to avoid derivative liability, including education of employees, controls over the internal dissemination of confidential price-sensitive information and reporting and other internal controls over trading in their own securities, particularly short selling or options trading in those securities. These precautions may help to rebut any claim that the securities issuer recklessly disregarded the risk of illegal insider trading by its employees.

Other organizations such as law or accounting firms or banks that regularly come into possession of material non-public information could also take preventative steps to minimise the possibility of insider trading abuse and any derivative liability. These steps could include prohibiting or controlling transactions in the securities of particular clients, internal reporting requirements for securities trading by partners or employees, and requirements that any securities trading be executed through a designated brokerage firm.

A controlling person may also be jointly liable in any private civil suit brought against an insider trader “unless the controlling person acted in good faith and did not directly or indirectly induce the act or acts constituting the violation or cause of action”.

One commentator suggests that a controlling person may be liable if there has been a reasonably serious breakdown in (or the non-existence of) the sorts of controls that such a person could be expected to adopt to deal with the problem of insider trading.

US brokers or investment advisers have an additional basis for derivative liability. They may be civilly liable for any insider trading or tipping breach by an employee where they knowingly or recklessly failed to establish, maintain or enforce written policies and procedures reasonably designed to prevent the misuse of material non-public information, and that failure substantially contributed to or permitted the

495 D Langevoort, Insider Trading: Regulation, Enforcement and Prevention (West Group) (looseleaf) §12.03[1][b] at 12-12 to 12-16.
497 Insider Trading and Securities Fraud Enforcement Act 1988 s 20(a).
occurrence of the act or acts constituting the violation.\textsuperscript{499} This nexus between the failure of the supervisory system and the insider trading is established on proof that the breakdown or failure permitted or provided some assistance to the underlying violation.\textsuperscript{500}

**Regulator’s remedies**

Criminal prosecutions for insider trading are undertaken by the US Justice Department.\textsuperscript{501} In addition, the SEC may bring civil actions against suspected violators,\textsuperscript{502} or persons with derivative liability.

In addition to injunctive remedies, the SEC may seek disgorgement of any profit obtained or loss avoided as a result of insider trading and a civil monetary penalty of up to three times the profit gained or loss avoided by an insider trader.\textsuperscript{503} In consequence, an insider trader faces potential civil liability of up to four times the profit gained. A primary insider is liable for some or all of the profits made by a secondary insider’s illegal trading, even where the primary insider receives no financial benefit.\textsuperscript{504}

To measure profits gained or losses avoided in a securities transaction, for the purpose of disgorgement of profits or imposing a monetary penalty, the court must calculate the difference between the price paid by the insider (if purchasing) or the price received by the insider (if selling) and the trading price of those securities within a reasonable period after public dissemination of the information. This formulation, as it applies to purchases and subsequent sales by insiders, was preferred over a measurement based on the difference between the defendant’s purchase price and the defendant’s eventual sale price.\textsuperscript{505} The rationale is that, once the inside information is released, an insider no longer possesses any informational advantage. That person is free to enter the market and trade, and any profit or loss coming after that point was not unjustly obtained.

\textsuperscript{499} Insider Trading and Securities Fraud Enforcement Act 1988 s 21A(b)(1)(B). The elements of this statutory requirement are analysed in D Langevoort, *Insider Trading: Regulation, Enforcement and Prevention* (West Group) (looseleaf) §12.05 at 12-39 to 12-44.


\textsuperscript{501} Criminal prosecutions may be commenced under the Securities Act 1933 s 17, which is virtually identical to Rule 10b-5. Insiders may also be liable under s 32(a) of the Securities Exchange Act., under federal mail and wire fraud provisions, and under the Racketeer Influenced and Corrupt Organizations Act (RICO).

\textsuperscript{502} In *Hudson v United States* 522 U.S. 93 (1997), the Court held, in effect, that the SEC could pursue civil penalty actions, regardless of parallel criminal proceedings, without this constituting double jeopardy.

\textsuperscript{503} Insider Trading Sanctions Act 1984 s 21A.

\textsuperscript{504} One of the requirements for secondary insider liability is that the primary insider acted for his or her own “personal benefit”, which need not necessarily be a financial benefit. Given this, it is seen as appropriate to deprive the primary insider of the monetary equivalent of that benefit which may be any amount up to the equivalent of the trading profits of the secondary insider.

\textsuperscript{505} Thus, for instance, if an insider buys shares at $5 per share, watches the share price increase to $10 per share upon public dissemination of the inside information, but does not sell until six months later at $15 per share, the gain is $5 per share, not $10 per share. Conversely, if six months later the price for those shares had fallen to $3 per share, so that there is no actual profit when the shares are sold, there is still a paper profit of $5 per share on which the penalty is based.
Funds received by the SEC in these civil actions (less administrative and litigation costs) are held for the benefit of those adversely affected by the illegal activity, primarily those who suffered net out-of-pocket losses in contemporaneous trading with the insider.

To assist the investigative process, the SEC may pay a bounty to informers of up to 10% of any penalty collected by the Commission.\(^{506}\) This power is controversial. On the one hand, it may assist the SEC to identify and investigate possible insider trading. On the other hand, bounty payments might frustrate firms’ own internal compliance systems, in that individuals may hesitate to report suspicious conduct internally lest they lose the ability to claim a bounty. The SEC, in 1997, commented that:

“The Commission’s bounty program … has not really developed as a significant source of either leads or cases”.\(^{507}\)

**Contemporaneous traders**

An insider is liable to any person who:

“contemporaneously with the purchase or sale of securities that is the subject of such violation has purchased (where such violation is based on a sale of securities) or sold (where such violation is based on a purchase of securities) securities of the same class”.\(^{508}\)

The legislation intentionally does not define what is contemporaneous trading. Rather, what constitutes contemporaneous trading was left to the courts to develop in light of changing market practices and trading technology. However, the case law is neither settled nor fully consistent. Some commentators suggest that, in a widely traded security, contemporaneous trading would be any trading that takes place within a few days of the insider’s trading activities, though some case law suggests that trading would have to take place within one day of those activities to be contemporaneous.\(^{509}\)

It is unclear whether a person who trades immediately before the insider’s unlawful trading has standing to sue. One judicial view is that any person who trades before the insider, even on the same day, has no cause of action, as an insider commits no wrongdoing until he or she begins dealing in securities.\(^{510}\)

\(^{506}\) Insider Trading and Securities Fraud Enforcement Act 1988. Informers can include brokerage firms, which thus have an incentive, in addition to derivative civil liability, to monitor the activities of their employees.


\(^{508}\) Insider Trading and Securities Fraud Enforcement Act 1988 s 20A(a).


The American Law Institute draft Securities Code (which is a model Code only) has the broadest test of contemporaneous trading. It classifies as an eligible claimant any person:

“who buys [or sells] during the period beginning at the start of the day when the [insider trader] first unlawfully sells [or buys], and ending at the end of the day when all material facts … become generally available”.

Civil remedies

The total amount of damages awarded in private civil litigation cannot exceed the profit gained or loss avoided in the transaction or transactions by the insider, regardless of the number of contemporaneous traders. Also, the amount of damages recoverable under private civil litigation is reduced by any amount obtained by the SEC (for the benefit of affected persons) in its civil proceedings relating to the same transaction or transactions.

These restrictions avoid the possibility of double civil recovery, which might impose a disproportionate financial burden on defendants. However, they also significantly reduce the incentive for affected persons to undertake private civil litigation. In practice, private litigation only tends to be undertaken when the SEC has been unwilling to act.

Prohibition on short swing profits

The US legislation gives an issuer of securities (or a shareholder of the issuer in a derivative action) the right to seek recovery of any profits made by any corporate directors, executive officers or substantial shareholders (that is, persons who are beneficial owners of more than 10% of any class of equity securities) of that issuer from any purchase and sale (or sale and purchase) of the issuer’s equity securities (or securities convertible into equity) in any six month period (“short-swing profits”). This provision reduces the opportunities for such persons to gain from inside information. However, it applies without regard to whether the director, officer or substantial shareholder possessed any inside information. Civil liability is triggered simply by finding both a purchase and sale (or sale and purchase) within the statutory six month period.

Various exemptions have been introduced to reduce the potential overreach of the provision. For instance, the SEC has exempted stock option and stock ownership plans. Without this protection, various acquisitions and sales of a company’s securities by corporate executives pursuant to these plans would be affected.

---

512 Insider Trading and Securities Fraud Enforcement Act 1988 s 20A(b)(1).
513 id, s 20A(b)(2).
514 Securities Exchange Act s 16(b).
515 SEC Rule 16b-3.
Likewise, the courts have granted exemptions for involuntary transactions, such as purchases and sales effected under a hostile takeover bid.\footnote{D Langevoort, \textit{Insider Trading: Regulation, Enforcement and Prevention} (West Group) (looseleaf) §10.02[2][a] at 10-15 ff.}

The US provision is seen as a partial adjunct to the insider trading provisions. It only applies to directors, officers and substantial shareholders, not other persons within a company who may have access to confidential price-sensitive information. Also, it only applies to trades within a six month period.

Enforcement depends on the willingness of the issuer (or a shareholder in a derivative action) to bring an action. There is no public enforcement. Any private action must be brought within two years of when the affected transaction was disclosed.
Appendix 7

Canada

In Canada, insider trading is governed principally by the securities legislation of the various provinces, which follow the model of the Ontario Securities Act. The federal legislation has a much more limited application.

What is inside information

The Canadian provincial securities legislation covers any material fact or material change, whether generated by the company whose securities are traded or elsewhere.\(^{517}\)

Level of precision of the inside information

The Ontario securities legislation does not use the term “specific” information. Rather, it applies to any “material fact” or “material change” that has not been generally disclosed.\(^{518}\)

The Canadian federal legislation refers to the use of “any specific confidential information” by an insider.\(^{519}\) This term is not defined. However, on one view, the information must relate to an event that is at such an advanced stage that it is likely to occur. Breaches of the federal insider trading provisions would therefore be restricted to instances where the information is reliable and relates specifically to the corporation whose securities are traded.\(^{520}\) It has been proposed that the term “specific” be deleted from the federal legislation, as it may render proof of insider trading unduly difficult.\(^{521}\)

Who are insiders

The Ontario securities legislation effectively distinguishes between primary and secondary insiders.

\(^{517}\) Ontario Securities Act s 76(1). A material fact, in relation to securities, is defined as any fact “that significantly affects, or would reasonably be expected to have a significant effect on, the market price or value of such securities”: s 1 definition of “material fact”.

\(^{518}\) id, s 76(1).

\(^{519}\) Canada Business Corporations Act s 131(4).

\(^{520}\) The Canadian provincial corporations legislation (which has a very limited application) also applies to any “specific confidential information”: for instance, Ontario Business Corporations Act s 138(5). Examples of information which have been held to be specific under this legislation are:

- that a company will report a loss, even though the exact amount of the loss is unknown
- that there is a letter which states that a person is tentatively interested in purchasing a company at a given price
- that negotiations are under way for a takeover and that two days have been set aside for the final talks, even though the potential bid price is unknown (M Stamp & C Welsh (eds) International Insider Dealing (FT Law and Tax, 1996) at 55).

\(^{521}\) Industry Canada, Insider Trading Discussion Paper (February 1996), paras [128]-[130].
Primary insiders

These include directors, other officers, employees, affiliates and associates of the company whose securities are traded and other persons who are in a special relationship with that company. 522

Secondary insiders

These are any persons who in any way learn of inside information (including even by chance) from anyone who they know or ought reasonably to know is a primary insider or another secondary insider. 523 The extension of the definition of secondary insiders to persons who receive information from someone they know is a secondary insider ensures that the legislation is not limited to secondary insiders who have been informed by a primary insider. It is proposed that the Canadian federal legislation adopt the same approach. 524

Liabilities of insiders

As with the UK and South Africa, the trading, disclosing and procuring offences under the Ontario legislation apply equally to primary and secondary insiders. However, the Ontario legislation does not have the range of statutory defences that are found in the UK Act.

Trading

Under the Ontario insider trading prohibition, primary and secondary insiders are prohibited from purchasing or selling “securities of the reporting issuer with the knowledge of a material fact or material change with respect to the reporting issuer that has not been generally disclosed”. 525

Disclosing inside information

The Ontario securities legislation prohibits primary and secondary insiders from disclosing any inside information to another person, other than in the necessary course of their business. 526 It is not necessary for the recipient to have traded on the information, or for the primary or secondary insider to have expected the recipient to so trade. Unauthorised disclosure alone constitutes an offence. A similar prohibition is proposed for the Canadian federal legislation. 527

There is a separate disclosure prohibition on any person (whether or not an insider) who is proposing:

522 Ontario Securities Act s 76(5)(a)-(d). Persons in a special relationship with the company include any person that proposes to make a takeover bid for that company or acquire a substantial portion of the company’s property, or proposes to become a party to any reorganization, amalgamation, merger, scheme of arrangement or similar business combination with the company.
523 id, s 76(5)(e).
524 Industry Canada, Insider Trading Discussion Paper (February 1996), paras [103]-[107]; Canada Business Corporations Act Amendment Bill (March 2000) proposes to amend s 131 of the Act to bring it into line with the provincial legislation.
525 Ontario Securities Act s 76(1).
526 id, s 76(2).
527 Canada Business Corporations Act Amendment Bill (March 2000) s 131(6), (7).
• to make a takeover bid
• to become a party to a reorganisation, or
• to acquire a substantial portion of a company’s property.  

**Procuring transactions**

The Canadian legislation contains no provision dealing with procuring.

**On-market and off-market application of insider trading prohibition**

The Ontario securities legislation and the federal legislation apply only to corporations any of whose securities are distributed to the public.

**Use of inside information**

**Federal legislation**

The Canadian federal legislation contains a “use” requirement. It imposes liability on an insider only if that person “makes use of any specific confidential information for his own benefit or advantage”.  

On one view, this requirement creates an insurmountable evidentiary obstacle by allowing an insider to avoid liability by arguing that, although he or she had knowledge of the inside information and traded, that information was not a factor in the trading decision. It has been recommended that the use requirement in the federal legislation be deleted, subject to the inclusion of specific statutory defences that are found in the provincial statutes, which do not have any use requirement.  

**Ontario legislation**

The Ontario securities legislation originally had a use requirement. However, that requirement was repealed in 1980 in response to criticisms that it undermined the effectiveness and enforceability of the legislation.  

Instead, a number of specific defences were introduced into the legislation. These include trading pursuant to an automatic trading plan (such as a dividend re-investment plan) established prior to the acquisition of the inside information, and trading to fulfil a legally binding obligation entered into prior to the acquisition of the inside information.

---

529  Canada Business Corporations Act s 126(1), definition of “distributing corporation”, Ontario Securities Act s 76 and s 1 definition of a “reporting issuer”. The provincial corporations legislation provides for civil liability for any insider trading in securities of any corporation which is incorporated under the provincial legislation and which is not a reporting issuer, that is, its securities are not distributed to the public, for instance, Ontario Business Corporations Act s 138.
530  Canada Business Corporations Act s 131(4).
533  Ontario Securities Act Regulation 1015 s 175.
It has been proposed that similar statutory defences be introduced in the federal legislation, to substitute for the use requirement. These defences would cover, for instance, automatic and non-discretionary share purchase plans. An insider who knew of inside information could be exempted if he or she purchased shares pursuant to a plan entered into before the insider obtained the inside information. The defence should not apply if the insider can decide when purchases are to be made under the plan.534

**Regulator’s remedies**

Under the Ontario securities legislation, anyone who contravenes the insider trading provisions is liable to imprisonment and a fine of up to four times the profit made or loss avoided by reason of the contravention.535 The legislation has adopted a method of determining profit or loss for the purpose of imposing penal liability. Profit is defined in the following three ways:

- if the accused purchased securities in contravention of the insider trading provisions, the profit is the average market price of the security in the 20 trading days following general disclosure of the inside information less the amount the accused paid for the security

- if the accused sold securities in contravention of the insider trading provisions, the profit is the amount that the accused received for the security less the average market price of the security in the 20 trading days following general disclosure of the inside information

- if the accused informed another person of the inside information in contravention of the insider trading provisions, and received any direct or indirect consideration for providing this information, the profit is the value of the consideration received.536

Similarly, loss avoided is defined as the amount by which the amount received for the securities sold in contravention of the insider trading provisions exceeds the average trading price of the securities in the 20 trading days following general disclosure of the inside information.537

**Civil remedies**

The Ontario securities legislation provides a civil remedy for any counterparty to an insider. The legislation uses an “average market price” formula to determine the measure of damage suffered by the counterparty where the affected securities are publicly traded. In assessing damages, the court may consider:

535 Ontario Securities Act s 122(4).
536 id, s 122(6). A similar rule is proposed for the Canadian federal legislation: Canada Business Corporations Act Amendment Bill (March 2000) s 131(8).
537 Ontario Securities Act s 122(6).
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• if the plaintiff is a purchaser, the price paid by the plaintiff for the security less the average market price of the security in the 20 trading days following general disclosure of the inside information.

• if the plaintiff is a vendor, the average market price of the security in the 20 trading days following general disclosure of the inside information less the price received by the plaintiff for the security.538

These factors seek to provide an objective formula to determine the profit gained or loss avoided by an insider. They aim to avoid the effect of short swing, and possibly inappropriate, market reactions to the disclosure of inside information.

Speculative trading by closely connected persons

In addition to the insider trading provisions, the Canadian legislation prohibits two forms of speculative trading by company directors, officers and other persons closely connected with a company (closely connected persons), namely:

• short selling in their company’s securities

• transactions in various types of options over their company’s securities.

These prohibitions are seen as extensions of, or complementary to, the insider trading provisions.

Closely connected persons are prohibited from short selling their company’s shares, or those of an affiliate company.539 It has been argued that short selling by these persons is simply pure speculation by them that the price of their company’s shares will decline in the short term. This may create a conflict between their personal interests and the company’s interests, particularly where they are in a position to influence the company’s affairs. Permitting short selling may also encourage insider trading where closely connected persons are aware of confidential information, the release of which will reduce the market price of the company’s shares.540

Closely connected persons are also prohibited from selling or buying a call or put option over their company’s shares or those of an affiliate company.541 This prohibition reflects a policy that those insiders should not be allowed to speculate in their own company’s shares or place their personal interest above the interests of their corporation.542

Various amendments to the Canadian speculative trading provisions have been proposed, namely that:

538 id, s 134(6).
539 Canada Business Corporations Act s 130(1), (3).
541 Canada Business Corporations Act s 130(2).
the prohibition on short selling and entering into option contracts should be extended beyond shares to all securities.

the category of closely connected persons should be limited to persons who can influence corporate decision-making (and who are therefore more likely either to have access to inside information or to be able to use their decision-making power to promote their personal interests over the company’s interests), and

the prohibition on options should be limited to the purchase of put options and the sale of call options, given that holders of these options benefit from a decline in the value of the company’s shares. By contrast, closely connected persons who sell a put option or purchase a call option will only profit from the transaction if the value of the company’s stock increases. A prohibition on these trades does not further the objective of eliminating conflicts.543

543 Industry Canada, Insider Trading Discussion Paper (February 1996) paras [65]-[87], Appendix A. These proposals are contained in the Canada Business Corporations Act Amendment Bill (March 2000).
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New Zealand

New Zealand introduced provisions to regulate insider trading in 1988. New Zealand is the only jurisdiction dealt with in this Discussion Paper that only provides civil remedies for breaches of its insider trading provisions.

What is inside information

The New Zealand legislation has a broad definition of inside information, namely “information which is not publicly available and would, or would be likely to, affect materially the price of the securities of the public issuer if it was publicly available”. It is not confined to information generated by the company whose securities are traded.

Who are insiders

The New Zealand statute effectively distinguishes between primary and secondary insiders.

Primary insiders

A primary insider of an issuer of securities includes the issuer itself, its officers, employees and substantial security holders and other persons having a direct or indirect connection with that issuer. Arguably, a primary insider must receive the price-sensitive information by reason of that person’s connection or relationship with the issuer.

A person is a primary insider of the securities of another corporation if that person obtains inside information in confidence either from that other corporation itself or from a primary insider of that other corporation.

Secondary insiders

These are persons who receive inside information in confidence from a primary insider. However, the category of secondary insiders is limited to persons who are not more than two removes from a primary insider.

---

544  New Zealand Securities Amendment Act 1988 s 2.
545  Id, s 3(1).
546  Ibid.
547  Ibid.
548  The New Zealand Securities Commission Report on Questions Arising from an Inquiry into Trading in the Shares of Fletcher Challenge Limited in May 1999 (November 2000) paras 174 ff stated that the effect of s 3(1)(e) of the New Zealand Securities Amendment Act 1988 was that the chain of insiders does not extend further than two removes from the primary source of the information. The rationale was to prevent insider trading near the source of the information. However, it had been recognised at the time of introducing the 1988 legislation that “logic
Anomalies

Some recent reports have pointed to apparent gaps or anomalies in the definitions of primary and secondary insiders.549

Liabilities of insiders

Primary and secondary insiders have the same civil liability for trading, disclosing and procuring.

Trading

Primary and secondary insiders are civilly liable for trading in affected securities.550

Disclosing inside information

Primary and secondary insiders are civilly liable for disclosing information to a second person if they know or believe that the second person will buy or sell affected securities or that the second person will advise or encourage a third person to buy or sell those securities.551

Procuring transactions

Primary and secondary insiders are civilly liable for advising or encouraging a second person to buy or sell affected securities or for advising or encouraging that second person to advise or encourage a third person to buy or sell those securities.552

On-market and off-market application of insider trading prohibition

The New Zealand legislation is restricted to the securities of public issuers,553 though a recent Discussion Paper questions whether the legislation should be extended to all issuers of securities to the public.554

suggestions that a sequence of confidences could reach to infinity, and that all in a sequence, however extended, should be regarded as insiders”.

The New Zealand Ministry of Economic Development Insider Trading Discussion Document (September 2000) para 3.10 proposed extending the definition of an indirect connection to include officers of related companies.

The New Zealand Securities Commission Report on Questions Arising from an Inquiry into Trading in the Shares of Fletcher Challenge Limited in May 1999 (November 2000) concluded (at paras 125, 151) that a person (A) who surreptitiously misappropriated confidential price-sensitive information from someone (B) who received it from a person (C) who had access to the information that was inadvertently posted on the company’s internal computer bulletin board was not an insider under the statutory definition. The Commission also concluded that B was not an insider under the statutory definition (paras 124, 151). The Commission recommended (at para 187) that the legislation be amended to include as an insider “any person who obtains or receives inside information from an insider (including a person who is an insider by reason of s 3(1)(c)) and who holds that information in circumstances importing an obligation of confidence in respect of the information”.

550  Securities Amendment Act 1988 ss 7, 11.
551  id, ss 9(1)(b), 13(1)(b).
552  id, ss 9(1)(a), 13(1)(a).
553  id, s 7(1); s 2 definition of “public issuer”.
554  Insiders who are otherwise not public issuers.
549  The New Zealand Ministry of Economic Development Insider Trading Discussion Document (September 2000) para 3.10 proposed extending the definition of an indirect connection to include officers of related companies.
An entity issuing its own securities

A New Zealand Discussion Paper raises the question whether a company’s new share issues made pursuant to a prospectus should be specifically exempt from the insider trading prohibition.555

An entity purchasing its own securities

A New Zealand Discussion Paper considers whether share buy-backs should be specifically exempt from the insider trading provisions. The Paper argues that:

“Without any exception in the statute it seems that a company may be liable as an insider .... where it purchases shares pursuant to a buy-back. The statutory procedure in the [New Zealand] Companies Act regulating buy-backs contains detailed restrictions on the extent to which the board can hold material price-sensitive information which is not disclosed to shareholders when making a buy-back offer. In these circumstances it has been suggested that buy-backs should be taken outside the ambit of the insider trading provisions.”556

Role of the regulator

The New Zealand legislation provides only for civil remedies at the instigation of either the affected company or any counterparty to the insider. There is no provision for the New Zealand Securities Commission to commence either criminal or civil proceedings. However, any shareholder may, with the prior approval of the Commission, require the affected company, at the company’s expense, to obtain a legal opinion on whether it has a cause of action against the insider.557

Civil remedies for companies whose securities were traded

Under the New Zealand law, the company whose securities were traded or, with the leave of the court, any person who was a shareholder of that company at the time the insider trading took place may take civil proceedings against an insider.558 The maximum recoverable fund cannot exceed the consideration paid for the securities or three times the gain made or loss avoided by the insider, whichever is the greater.559

555 id, paras 3.27-3.28.
557 Securities Amendment Act 1988 s 17.
558 id, ss 7(2)(c), 9(2)(g), 11(2)(c), 13(2)(g), 18.
559 id, ss 7(4), 11(4).
Any money recovered in an action by the company must be held for distribution in accordance with the directions of the court. The court may order that any amount be distributed to particular individuals (such as shareholders or former shareholders of the company or any person who would otherwise have a civil remedy against the insider), be retained by the company or be paid for charitable purposes.\textsuperscript{560}
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Singapore

For more than a decade, Singapore has had criminal and civil insider trading legislation based on the pre-1991 Australian provisions. New provisions, proposed by the Monetary Authority of Singapore (MAS) and now being considered by the Singapore Parliament, are based on the existing Australian law, with some modifications.

What is inside information

The relevant provisions under the proposed Securities and Futures Act 2001 are the same as the Australian law.

Level of precision of inside information

The MAS proposes that the definition of information in the Singapore legislation be widened, beyond that found in the existing Australian legislation. The proposed additional matters to be covered by the definition, based on the Malaysian legislation, are:

- “matters relating to negotiations or proposals with respect to (i) commercial dealings or (ii) dealing in securities;
- information relating to the financial performance of a body corporate or otherwise;
- information that a person proposes to enter into, or had previously entered into, one or more transactions or agreements in relation to securities or has prepared or proposes to issue a statement relating to such securities; and
- matters relating to the future”.

Who are insiders

The current legislation differentiates between primary and secondary insiders in a similar manner to the pre-1991 Australian provisions.

The MAS is critical of this “person connection” approach, in particular the need to prove that a secondary insider has received information directly or indirectly from a primary insider and that the secondary insider has an arrangement or association with

---

561 Draft Securities and Futures Act 2001 s 203 definition of “information” paras (c)-(f).
562 Securities Industry Act 1986 (Singapore) s 103. This provision is modelled on the Australian Securities Industry Code s 128, which was adopted in the Corporations Law prior to the 1991 amendments.
that primary insider. These prerequisites have created possible gaps in the application of the legislation.563

The MAS has released draft legislation, which will repeal the distinction between primary and secondary insiders in favour of adopting the current Australian “information connection” only approach. It will define insiders solely in terms of their awareness of inside information:

“The new insider trading provision in the Securities and Futures Act 2001 will no longer depend on the proof of a person’s connection with the company. The test will instead shift to the core essence of the offence, ie trading while in possession of undisclosed market sensitive information by the defendant, irrespective of his connection with the company. The scope of insider trading would therefore not just be restricted to the insider and the tippee, but to all persons who knowingly possess inside information and who trade on it.”564

Liabilities of insiders

There are proposals to amend the legislation in relation to the liabilities of insiders in line with the current Australian provisions.

Trading, disclosing and procuring. The MAS proposes that the Singapore legislation be amended to reflect the general approach of the current Australian insider trading laws.565

563 MAS, Insider Trading: Consultation Document (January 2001), paras 2-4, states:
“The tippee [secondary insider] provision makes it harder for tippees to be convicted as the balance may be tilted too much in favour of tippees to the detriment of other market participants. Firstly, the prosecution has to show that the tippee has received information, directly or indirectly from a [primary] insider. Secondly, it has to be shown that the tippee had an arrangement or association with the insider. Thirdly, the tippee must be aware or ought to be aware that the insider himself is precluded from dealing. These tippee requirements pose a legal difficulty in extending liability to others who are further down the information chain (secondary tippees and beyond). Where the tippee himself does not trade but communicates price-sensitive information to another person (the secondary tippee) who then trades in securities, it may be difficult to prove any ‘arrangement’ or ‘association’ with the insider. The secondary tippee may escape from being caught by the existing insider trading prohibition. This is unsatisfactory, as the secondary tippee (or other persons down the information chain who eventually receive information from the secondary tippee) would have traded with an unfair information advantage.
A person who receives inside information from sources other than a connected person is also not caught under the present person-connection approach (which requires the tracing of information back to the connected person). This needs to be remedied.”

564 MAS, The Securities and Futures Act 2001 Consultation Document (March 2001) at 27. The draft Securities and Futures Act 2001 s 207(1)(a) defines an insider as any person who “possesses information that is not generally available, but if the information were generally available, a reasonable person would expect it to have a material effect on the price or value of securities”.

On-market and off-market application of insider trading prohibition

The draft Singapore legislation adopts the Australian approach, namely to apply to off-market and on-market transactions except in one instance.  

Use of inside information

In *PP v Ng Chee Kheong* (1999), the Court ruled that the requisite mens rea included that the defendant intended to use the inside information, that is, that the information was the reason for, or a factor in, the decision to trade. In this regard, “the respondent’s reasons for making the trade must be tested objectively”. 

The MAS has argued that the requirement to prove intent to use inside information makes it too onerous for the prosecution and reduces the effectiveness of the insider trading laws. The MAS proposes a statutory amendment to specifically exclude any use requirement. 

Regulator’s remedies

Subject to any criminal proceedings for insider trading, the MAS, under the proposed legislation, will have the power to seek a court order for a civil penalty of up to three times the amount of the profit gained or loss avoided through a contravention or a stipulated monetary amount, whichever is the greater. Where a person has been convicted or a civil penalty order has been made, the court may permit private claimants to file claims for compensation in respect of the contravention.

Civil remedies

A private claimant may initiate civil proceedings for compensation or may file a claim in response to an invitation by a court that has convicted a person of insider trading or has imposed a civil penalty order. Eligible claimants are persons who engaged in “contemporaneous” dealings at the time of the insider trading. The legislation does not define “contemporaneous dealing”. However, its intention is to cover investors who trade in the affected class of securities on the opposite side of the market to the insider at or about the same time as the insider, whether or not their orders are in fact matched with those of the insider.

---

566 Draft Securities and Futures Act 2001 s 202. The prohibition on communication of inside information by an insider to a third party only applies to exchange-tradeable financial products: s 207(3). The same principle applies in Australia: s 1002G(3).
568 MAS, *Insider Trading: Consultation Document* (January 2001), paras 6-8, 13. Under the draft Singapore Securities and Futures Act 2001 s 209(1), it is clear that, in any action against a person for breach of the insider trading provisions, it will not be necessary to prove, in addition to the other elements of the offence, that the defendant intended to use the relevant information.
569 Draft Securities and Futures Act 2001 s 221. A civil penalty action must be commenced within six years of the date of the contravention: s 221(1). Criminal proceedings take priority over civil penalty proceedings: s 222(2), (3).
570 id, s 225.
571 id, s 223.
572 id, s 225.
The legislation sets out a number of factors that the court may take into account in determining whether contemporaneous dealing has taken place, namely:

- the volume of the relevant securities or other financial products traded between the date and time of the contravention and the date and time of the alleged contemporaneous trading
- the date and time of the contravention
- whether the alleged contemporaneous trading took place before or after the contravention
- whether the alleged contemporaneous trading took place before or after the information that relates to the inside dealing became generally known, and
- such other factors and developments, whether in Singapore or otherwise, as the court may consider relevant.573

One commentator has suggested that contemporaneous dealings should be confined to trades entered into on the same day as the insider dealing, whether before or after the time that the insider dealing took place.574

**Determination and distribution of damages**

Eligible civil claimants are entitled to compensation, assessed as the difference between the price at which the relevant securities or other financial products were dealt with in the contemporaneous trading and the price at which they would have been dealt with if the contravention had not occurred.575 However, these claims, in total, cannot exceed the “maximum recoverable amount”, being the profit that the contravening person gained or the loss avoided as a result of the contravention.576 Where the total civil claims exceed the maximum recoverable amount, a “first come first served” principle applies.577

---

573 id, s 223(4) (this reflects the current law: Securities Industry (Amendment) Act 2000 (Singapore) s 104C(4)).
574 Tan Cheng Han, “Protecting the integrity of the securities market: recent amendments to the law relating to insider trading” [2000] Singapore Journal of Legal Studies 33 at 46.
575 Draft Securities and Futures Act 2001 s 223(1).
576 id, s 223(5).
577 Ibid. Where the court invites persons to make civil claims, those persons are treated as making simultaneous civil claims. They may obtain compensation, which in total cannot exceed the maximum recoverable amount, reduced by any earlier private civil claims that take priority under the “first come first served” principle. Where the compensation claimed exceeds the (residual) maximum recoverable amount, that amount will be prorated among these claimants (s 225(3)).
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Malaysia

The Malaysian legislation was amended in 1998 to bring it more closely into line with the current Australian law.

Level of precision of inside information

The Malaysian legislation defines information more comprehensively than the Australian legislation. In addition to the matters coming within the Australian definition of information, the Malaysian legislation covers:

- matters relating to negotiations or proposals with respect to commercial dealings or dealings in securities
- information relating to the financial performance of the company
- matters relevant to the future of the company, and
- information that a person proposes to enter into a transaction with respect to securities.\(^{578}\)

One commentator has pointed out that this approach, introduced in 1998, represents a complete departure from the previous “specific confidential information” requirement which proved susceptible to various interpretations, particularly in relation to whether a mere inference or deduction could be regarded as either specific or confidential in its nature.\(^{579}\)

Who are insiders

The Malaysian legislation adopts an “information connection” only test and does not distinguish between primary and secondary insiders. An insider is any person who is knowingly aware of inside information, regardless of how that person obtained the information. No relationship needs to be established between the insider and the company whose securities are traded.\(^{580}\) Any person, including a bystander who overhears relevant inside information, can potentially be an insider.

---

\(^{578}\) Securities Industry Act 1983 s 89.


\(^{580}\) Securities Industry Act 1983 s 89E.
Liabilities of insiders

Trading, disclosing and procuring

The Malaysian legislation adopts the principles in the current Australian insider trading laws.\textsuperscript{581}

Regulator’s remedies

Insider trading constitutes a criminal offence. In addition, the Malaysian Securities Commission may take civil action against an insider to obtain one or both of the following remedies:

- recovery of an amount up to three times the difference between the price at which the securities were transacted and the price at which they would have been likely to have been transacted if the relevant confidential price-sensitive information had then been generally available, and

- a civil penalty up to a stipulated statutory financial limit.\textsuperscript{582}

The Securities Commission may institute civil proceedings whether or not the offender has been charged with a criminal offence.\textsuperscript{583} Funds recovered are to be first applied to cover all investigative and enforcement costs of the Commission, with remaining funds being distributed to those market participants who transacted in the relevant securities at any time between the insider trading and the time when the confidential price-sensitive information became generally available.\textsuperscript{584}

\textsuperscript{581} id, s 89E(2), (3).
\textsuperscript{582} id, s 90A.
\textsuperscript{583} id, s 90.
\textsuperscript{584} id, s 90A.
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Proposed European Union Directive


The proposed Directive, like the 1989 Directive, takes the view that persons who trade on inside information have an unjustified economic advantage over other market participants. Insider trading laws are necessary to enhance investor confidence in those markets.

The proposed Directive adopts the main principles in the 1989 Directive, including distinguishing between primary and secondary insiders and applying the insider trading laws to financial instruments that are traded or capable of being traded on a regulated market. The proposed Directive, however, differs from the 1989 Directive in some significant respects. It would:

- apply to all financial instruments, including derivatives over commodities, not just securities (draft Articles 2, 3 and Section A of the Annex). According to the Commentary on the proposed Directive, “the scope of financial instruments significantly affected by privileged information is not limited to those of the issuer but enlarged to related derivative financial instruments (eg options on equity, futures and options on index)”. This topic is discussed in paras 2.85-2.92 and Issue 12 of this Discussion Paper

- state expressly that the insider trading prohibitions should apply to “any natural or legal person” (draft Article 2). This topic is discussed in paras 1.48-1.56 and Issue 3 of this Discussion Paper

- in relation to primary insiders, exclude the requirement that they have “full knowledge of the facts” (draft Article 2). According to the Commentary on the proposed Directive, this requirement is repealed “as by nature [primary] insiders may have access to inside information on a daily basis and are aware of the confidential nature of the information that they receive”. This topic is discussed in paras 2.133-2.141 and Issues 18-19 of this Discussion Paper

- adopt an “information connection” definition of secondary insider (as under the current German law). A secondary insider would be any person, other than a primary insider, “who with full knowledge of the facts possesses inside information”. These secondary insiders would be subject to the same trading, disclosing and procuring prohibitions as primary insiders (draft Article 4). This topic is discussed in paras 1.57-1.74 and Issue 4 of this Discussion Paper
require that issuers of financial instruments inform the public as soon as possible of inside information, subject to various confidentiality and other exemptions. There are related controls over selective disclosure (draft Article 6 paras 1-4). This topic is discussed in paras 2.62-2.67 and Issue 9 of this Discussion Paper

require that any “natural person, or an entity, professionally arranging transactions in financial instruments shall refrain from entering into transactions, and reject orders on behalf of its clients, if it reasonably suspects that a transaction would be based on inside information” (draft Article 6 para 5). This topic is discussed in paras 2.183-2.189 and Issues 25-26 of this Discussion Paper

exempt buy-backs, and market stabilisations during an initial or secondary public offer, from the insider trading provisions, provided they comply with such conditions as are prescribed by the Commission (draft Article 8). The Commentary to the proposed Directive states that: “Trading in own shares and stabilisation however must be carried out transparently in order to avoid insider dealing or giving misleading signals to the markets. Trading in own shares could be used to strengthen the equity capital of issuers and so would be in investors’ interest”. Relevant discussion is found in paras 2.99-2.106 and Issue 14 (new issues) and paras 2.107-2.116 Issue 15 (buy-backs) of this Discussion Paper.

The proposed Directive has various other draft Articles to assist in the prevention, detection, investigation and prosecution of insider trading and other market abuse in EU Member States.